                      NOTES ON AUDITING
AUDIT:
· Audit is independent examination of financial statements of an entity with the objective of expressing opinion whether these financial statements are free from material (quantitative, qualitative) misstatements (fraud, error).
SCOPE OF AUDIT:

· Scope of audit refers to the audit procedures necessary to achieve the objective of audit.

· Scope of an audit is govern by auditing standards, local laws (i.e. SECP), and guidance issued by auditors professional organizations (i.e. ICAP).
OBJECT OF AN AUDIT:

· Responsibility for the preparation and presentation of financial statement is of the management of company, the responsibility of an auditor is to express an opinion on the financial statement based on audit.

· Audit enhances the credibility of financial statements.

· Future visibility of company is not guaranteed.

· The auditor is not responsible for a subsequent discovery of material misstatements until and unless it is proved that the auditor is:

· Negligent or

· Involved with the management in the fraudulent activities.

· An absolute assurance is not provided by auditors because:

· Work of the auditor is permeated by judgments

· Most audit evidences are persuasive rather than conclusive.

· Audit is of test nature.

· Internal control has inherent limitations.

· Not all the items in the financial statements are tested. The testing is based on sampling.

· Audit evidence some times indicates what is probable, not certain. 
· Internal control: internal control is the system design by the management to prevent, detect and correct fraud and error (fraud and error can not be completely eliminated but can be reduced lower acceptable level).

· Code of ethics:

· Independence 

· Integrity

· Confidentiality

· Objectivity 

· Technical standard

· Professional competence and due care

· Professional skepticism: The auditor should neither assume management honest or dishonest; the audit should be conducted with questioning mind.

· Window dressing:  Showing better financial position than actual.

· Teeming and lading: Misappropriation of cash.

· Financial reporting frame work: It is a frame work that assists the management in the preparation of financial statements.

· Management letter:  It is the letter issued by the auditor to the client identifies the weakness in internal control system. This letter is also called weakness letter.

· Negative opinion: Nothing has come to our attention that causes us to believe that financial statements are not free from material misstatement.

· Sufficient: Sufficiency is the measure of quantity of audit evidence and quantity is the measure of risk of material misstatement. Higher the risk more audit evidence is needed.

· Appropriateness: It is the measure of quality, reliability persuasiveness. What is appropriate is the matter of professional judgment.

· There are certain guide lines /generalizations which are used by auditor to evaluate appropriateness of audit evidence.

· Audit evidence in written form is more reliable than oral. 

· Audit evidence in the form of original is more reliable than photo copies.

· Audit evidence obtained from external sources is more reliable than audit evidence obtained from internal sources.

· Audit evidence obtained directly is more reliable than audit evidence through inference.
· Audit evidence obtained from internal sources is more reliable when internal controls are effective.

· Element of audit report:

· Title 

· Addressee 

· Opening paragraph

· Responsibility

· Opinion

· Signature

· Date 

· Location
· TERMS OF AUDIT ENGAGEMENT ISA 210

· INTRODUCTION

· The auditor and client should agree on the terms of engagement and the same should be documented in an audit engagement letter and other suitable form of contract.
·  In some jurisdictions the objective and scope is governed by law and in that cases, sending engagement letter may be informative for their clients. 
· The auditor response to a request by client to change the terms of engagement that provides lower level of assurance (i.e. audit to review). 

· AUDIT ENGAGEMENT LETTER
· An engagement letter formalizes the arrangement reached between the auditor and the client. This letter serves as contract; outline the responsibilities of both parties.
· The letter is sent preferably before commencement of an audit

· It helps in avoiding misunderstanding in terms of engagement.

· It confirms:

· The auditor’s acceptance of the appointment, 

· The objective and scope of  the audit,

· The extent of auditor’s responsibilities to the client. 

· CONTENTS OF AN AUDIT ENGAGEMNENT LETTER
· Objective of an audit financial statement;
· Responsibility of the financial statement is of management;
· Scope of an audit is determined by (local laws, professional organizations, ISA);
· Form of reports or other communication;
· Fact that the audit is of test nature and there are limitations of internal control 

· Which create a risk that some material misstatements may remain undetected;
· Unrestricted access to records
· Basis of fee or any billing arrangements.
· Arrangements regarding experts, use of internal auditors
· Expectations regarding management representation will be in written confirmation.
· AUDTI OF COMPONENTS

· If the auditor of the parent company is also the auditor of the subsidiary , the factors that would lead to sending a separate engagement letter to a subsidiary would depend on:
· Who appoints the auditor

· A separate report is to be issued

· Legal requirements

· Extent of work performed by other auditor

· Degree of ownership by parent

· Degree of independence by subsidiary
· RECURRING AUDITS

· Whether to send a engagement letter in a recurring audit would depend on:
·  Indication as the client misunderstands objective and scope of audit

· Revised terms of engagement

· Recent change in the senior management

· Significant change in ownership

· Significant change in the nature of client’s business

· Legal requirements

· Change in international financial reporting frame work adopted by the management in the preparing financial statements. 
· AGREEMENT ON APPLICABLE FINANCIAL REPORTING FRAMEWORK

· The terms of engagement should identify the applicable financial reporting framework.
· The auditor should determine whether the financial reporting framework adapted by management in preparing the financial statements is acceptable. 
· An acceptable financial reporting framework is referred to in ISAs as the “applicable financial reporting framework”.
· The auditor should determine whether the financial reporting framework adapted by management is acceptable in the view of the nature of the entity.
· Legislative and regulatory requirements often identify the applicable financial reporting framework for general purpose financial statements.
· In most cases, the applicable financial reporting framework will be established by standard setting organizations that are authorized to promulgated standards in which entity is registered or operates.

· When should auditor accept engagement for audit if he has to decide after taking in to consideration the financial reporting framework adapted by management?
· The auditor should accept an engagement for an audit of financial statements only when the auditor concludes that the financial reporting framework adopted by management is acceptable or when it is required by law or regulation. 

· Unless use of the financial reporting framework is required by law or regulation, the auditor encourages management to address the deficiencies in the financial reporting framework or to adopt another financial reporting framework that is acceptable.

· When law or regulation requires use of a financial reporting framework for general purpose financial statements that the auditor considers to be unacceptable, the auditor should accept the engagement only if the deficiencies in the framework can be adequately explained to avoid misleading users.
· What is the importance of financial reporting framework?

· Without an acceptable financial reporting framework management does not have an appropriate basis for preparing the financial statements and the auditor does not have suitable criteria for evaluating the entity’s financial statements.

· What is the responsibility of an auditor, when he accepts an engagement involving applicable financial reporting framework established by standard setting organizations that are not authorized to promulgated standards for general purpose financial statements of certain type of entities?
· The auditor may encounter deficiencies in that framework that was not anticipated when the engagement was initially accepted and that indicate that the framework is not acceptable for general purpose financial statements. 

· In these circumstances, the auditor should discuss the deficiencies with management and the ways in which such deficiencies may be addressed. 

· If the deficiencies result in financial statements that are misleading and there is agreement that management will adopt another financial reporting framework that is acceptable.

· The auditor refers to the change in the financial reporting framework in a new engagement letter.

· If management refuses to adopt another financial reporting framework, the auditor considers the impact of the deficiencies on the auditor’s report.
· ACCEPTANCE OF CHANGE IN ENGAGEMENT:
· If the auditor has been requested by the management to change the terms of engagement to one which provide lower level assurance, before the completion of the engagement, the auditor should consider the reasons for the same.

· When should auditor accept the change in engagement from higher level assurance to lower level assurance?

· Auditor should accept the change in engagement from higher level assurance to lower level assurance when:

· The change is requested due to misunderstanding as to the nature of an audit or related services originally requested.
· Change is required due to reasonable circumstances that affect the entities requirements.

· A change would not be considered reasonable if it appeared that the change relates to information that is incorrect, incomplete or otherwise unsatisfactory.

· The auditor before agreeing to a change would also consider any legal or contractual obligation.

· If the auditor agrees to a change in engagement, the auditor’s report would be based on the revised terms and in order to avoid confusions the report would not include the references of: 

· Original engagement;

· The procedures that have been performed in the original engagement except agreed upon procedures.
· When the terms are changed the auditor and the management should agree on the revised terms.
· The auditor should not agree to change in engagement when there is no reasonable justification for doing so. 
· If the auditor does not agree to a change in engagement and he is not permitted to continue the original engagement than auditor should withdraw and consider any legal and contractual obligations.
· What are the kinds of engagement?

· There are four kinds of engagement:

1) Audit; 

2) Review;

3) Agreed upon procedure;

4) Compilation

· What is difference among Audit, Review, and Agreed upon procedures and Compilation?

	
	AUDIT
	REVIEW
	AGREED UPON PROCEDURES
	COMPILATION

	Objective 
	To express an opinion on F.S.
	To express an opinion on F.S.
	To report findings.
	To convert data in to information  to prepare F.S 

	Scope
	Procedures deemed necessary.
	     Limited enquires from management. 

     Analytical review procedures

     Comparing ledger balances                  with Financial statements.   
	Agreement between client and auditor. 
	To incorporate figures from trial balance to F.S.

	Opinion
	Positive 
	Negative 
	No 
	No 

	Assurance
	Reasonable 
	Limited 
	No 
	No 

	Example 
	Annual audit 
	Half yearly review 
	Tax return 
	Financial statements


· QUALITY CONTROL FOR AUDITS OF HISTORICAL FINANCIAL INFORMATION ISA 220
· INTRODUCTION:
· The purpose of this standard is to establish Standards provide guidance on specific responsibilities of firm personnel regarding Quality Control Procedures for audits of historical financial information.
· The engagement team should implement quality control procedures that are applicable to the individual audit engagement.
· A firm has an obligation to establish a system of quality control designed to provide it with reasonable assurance that the firm and its personnel comply with professional standards and regulatory and legal requirements, and that the auditors’ reports issued by the firm or engagement partners are appropriate in the circumstances.

· Engagement teams:

a. Implement quality control procedures that are applicable to the audit engagement;

b. Provide the firm with relevant information to enable the functioning of that part of the firm’s system of quality control relating to independence; and

c. Are entitled to rely on the firm’s systems (for example, in relation to capabilities and competence of personnel through their recruitment and formal training);
·  Important  definitions:

· In this ISA, the following terms have the meanings attributed below:

A. “Engagement partner” – the partner or other person in the firm who is responsible for the audit engagement and its performance, and for the auditor’s report that is issued on behalf of the firm.
B. “Engagement quality control review” – a process designed to provide an objective evaluation, before the auditor’s report is issued, of the significant judgments the engagement team made and the conclusions they reached in formulating the auditor’s report.

C. “Engagement quality control reviewer” – a partner, other person in the firm, suitably qualified external person, or a team made up of such individuals, with sufficient and appropriate experience and authority to objectively evaluate, before the auditor’s report is issued, the significant judgments the engagement team made and the conclusions they reached in formulating the auditor’s report.

D. “Inspection” – in relation to completed audit engagements, procedures designed to provide evidence of compliance by engagement teams with the firm’s quality control policies and procedures.

E. “Monitoring” – a process comprising an ongoing consideration and evaluation of the firm’s system of quality control, including a periodic inspection of a selection of completed engagements, designed to enable the firm to obtain reasonable assurance that its system of quality control is operating effectively.
F. “Reasonable assurance” – in the context of this ISA, a high, but not absolute, level of assurance.

G. “Staff” – professionals, other than partners, including any experts the firm employs.

H. “Suitably qualified external person” – an individual outside the firm with the capabilities and competence to act as an engagement partner, for example a partner of another firm, or an employee (with appropriate experience) of either a professional accountancy body whose members may perform audits of historical financial information or of an organization that provides relevant quality control services.
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· What are the responsibilities of a partner regarding the leadership for quality of an audit?
· The engagement partner should take responsibility for the overall quality on each audit engagement to which that partner is assigned.
· The engagement partner sets an example regarding audit quality to the other members of the engagement team through all stages of the audit engagement. Ordinarily, this example is provided through the actions of the engagement partner and through appropriate messages to the engagement team. Such actions and messages emphasize:
a) The importance of:

· Performing work that complies with professional standards and regulatory and legal requirements;
· Complying with the firm’s quality control policies  and procedures as applicable; and

· Issuing auditor’s reports that are appropriate in the circumstances; and

b) The fact that quality is essential in performing audit engagements

· What are the responsibilities of an engagement partner regarding ethical requirements?
· The engagement partner should consider whether members of the engagement team have complied with ethical requirements.
· Ethical requirements relating to audit engagements ordinarily comprise Parts A and B of the IFAC Code:
· PART A: GENERAL APPLICATION OF THE CODE 

· 100 Introduction and Fundamental Principles 

· 110 Integrity
· 120 Objectivity
· 130 Professional Competence and Due Care
· 140 Confidentiality
· 150 Professional Behavior
· PART B: PROFESSIONAL ACCOUNTANTS IN PUBLIC PRACTICE
· 200 Introduction

· 210 Professional Appointment
· 220 Conflicts of Interest
· 230 Second Opinions
· 240 Fees and Other Types of Remuneration
· 250 Marketing Professional Services

· 260 Gifts and Hospitality

· 270 Custody of Client Assets
· 280 Objectivity–All Services

· 290 Independence–Assurance Engagements
· The engagement partner remains alert for evidence of non-compliance with ethical requirements. 
· If matters come to the engagement partner’s attention through the firm’s systems or otherwise that indicate that members of the engagement team have not complied with ethical requirements, the partner, in consultation with others in the firm, determines the appropriate action.

· The engagement partner and, where appropriate, other members of the engagement team, document issues identified and how they were resolved.
· What are the responsibilities of an engagement partner with respect to independence requirement that apply to audit engagement?
· The engagement partner should form a conclusion on compliance with independence requirements that apply to the audit engagement. In doing so, the engagement partner should:
· Obtain relevant information regarding creation of threats

· Evaluate information
· Take appropriate actions
· Document Conclusions
· The engagement partner may identify a threat to independence regarding the audit engagement that safeguards may not be able to eliminate or reduce to an acceptable level. In that case, the engagement partner consults within the firm to determine appropriate action, which may include eliminating the activity or interest that creates the threat, or withdrawing from the audit engagement. Such discussion and conclusions are documented 
· What are the responsibilities of an engagement partner regarding acceptance and continuation of client relationship and specific audit engagement?
· The engagement partner should be satisfied that appropriate procedures regarding the acceptance and continuance of client relationships and specific audit engagements have been followed, and that conclusions reached in this regard are appropriate and have been documented
· Regardless of whether the engagement partner initiated that process, the partner determines whether the most recent decision remains appropriate
· Acceptance and continuance of client relationships and specific audit engagements include considering:
· >> The integrity of the principal owners, key management and those charged with governance of the entity;
· >> Whether the engagement team is competent to perform the audit engagement and has the necessary time and resources; and 
· >> Whether the firm and the engagement team can comply with ethical requirements
· Deciding whether to continue a client relationship includes consideration of significant matters that have arisen during the current or previous audit engagement, and their implications for continuing the relationship. For example, a client may have started to expand its business operations into an area where the firm does not possess the necessary knowledge or expertise.

· Where the engagement partner obtains information that would have caused the firm to decline the audit engagement if that information had been available earlier, the engagement partner should communicate that information promptly to the firm, so that the firm and the engagement partner can take the necessary action. 
· What are the responsibilities of an engagement partner with respect to assignment of engagement teems?

· The engagement partner should be satisfied that the engagement team collectively has the appropriate capabilities, competence and time to perform the audit engagement in accordance with professional standards and regulatory and legal requirements, and to enable an auditor’s report that is appropriate in the circumstances to be issued.
· The appropriate capabilities and competence expected of the engagement team as a whole include the following: 
· An understanding of, and practical experience with, audit engagements of a similar nature and complexity through appropriate training and participation.
· An understanding of professional standards and regulatory and legal requirements. 
· Appropriate technical knowledge, including knowledge of relevant information technology. 
· Knowledge of relevant industries in which the client operates.
· Ability to apply professional judgment.
· An understanding of the firm’s quality control policies and procedures. 
·  Responsibilities of an engagement partner with respect to engagement performance
· The engagement partner should take responsibility for the direction, supervision and performance of the audit engagement;

· The engagement partner directs the audit engagement by informing the members of the engagement team of:

a) Their responsibilities;

b) The nature of the entity’s business;

c) Risk-related issues;

d) Problems that may arise; and

e) The detailed approach to the performance of the engagement.
· What are the duties of engagement team with respect to performance?
· The engagement team’s responsibilities include:

· Maintaining an objective state of mind and an appropriate level of professional skepticism,
· Performing the work delegated to them in accordance with the ethical principle of due care. 
· Members of the engagement team are encouraged to raise questions with more experienced team members. 
· Appropriate communication occurs within the engagement team.

· It is important that all members of the engagement team understand the objectives of the work they are to perform. 
· Appropriate team-working and training are necessary to assist less experienced members of the engagement team to clearly understand the objectives of the assigned work.
· Engagement partners responsibilities regarding supervision:

· The audit is supervised over all by engagement partner, but more practical supervision is given within the audit team by senior staff to more junior staff. it includes:

· Tracking the progress of the audit engagement;

· Considering the capabilities and competence of individual members of the engagement team, whether they have sufficient time to carry out their work, whether they understand their instructions, and whether the work is being carried out in accordance with the planned approach to the audit engagement;

· Addressing significant issues arising during the audit engagement, considering their significance and modifying the planned approach appropriately;

· Identifying matters for consultation or consideration by more experienced engagement team members during the audit engagement.
· Engagement partners responsibilities regarding review: 
· Review responsibilities are determined on the basis that more experienced team members, including the engagement partner, review work performed by less experienced team members.
· Reviewers consider whether:

· The work has been performed in accordance with professional standards and regulatory and legal requirements;

· Significant matters have been raised for further consideration;

· Appropriate consultations have taken place and the resulting conclusions have been documented and implemented;
· There is a need to revise the nature, timing and extent of work performed;

· The work performed supports the conclusions reached and is appropriately documented;

· The evidence obtained is sufficient and appropriate to support the auditor’s report; and
· The objectives of the engagement procedures have been achieved. 
· Before the audit report is issued, the engagement partner must be sure that sufficient and appropriate audit evidence has been obtained to support audit opinion.

· The engagement partner need not review all audit documentation. 
· However, the partner documents the extent and timing of the reviews. 
· Issues arising from the reviews are resolved to the satisfaction of the engagement partner.  Where more than one partner is involved in the conduct of an audit engagement, it is important that the responsibilities of the respective partners are clearly defined and understood by the engagement team.
· Engagement partners responsibilities regarding consultation: 

· The engagement partner should:
a. Be responsible for the engagement team undertaking appropriate consultation on difficult or contentious matters;

b. Be satisfied that members of the engagement team have undertaken appropriate consultation during the course of the engagement, both within the engagement team and between the engagement team and others at the appropriate level within or outside the firm;

c. Be satisfied that the nature and scope of, and conclusions resulting from such consultations are documented and agreed with the party consulted; and

d. Determine that conclusions resulting from consultations have been implemented.

· Effective consultation with other professionals requires that those consulted be given all the relevant facts that will enable them to provide informed advice on technical, ethical or other matters. 
· Where appropriate, the engagement team consults individuals with appropriate knowledge seniority and experience within the firm or, where applicable, outside the firm.
· Consulting outside the firm (where the firm lacks appropriate internal resources)
· Documentation of consultations involving difficult and contentious matters(The documentation is sufficiently complete and detailed to enable an understanding of:

a) The issue on which consultation was sought; and

b) The results of the consultation, including any decisions taken, the basis for those decisions and how they were implemented
· Difference of opinion: these should be resolved according to firms policies and procedures. And matter involving different opinion should be brought in attention to engagement partner by team members.
· What are the responsibilities of an engagement partner regarding engagement quality control review?
· Engagement quality control is mandatory for listed company only.
· Engagement quality control reviewer may be partner or outsider.

· Engagement quality control reviewer is performed before the issuance of audit report.

· It is the responsibility of an engagement partner to appoint engagement quality control reviewer. 

· An engagement quality control review should include an objective evaluation of:
a. The significant judgments made by the engagement team; and

b. The conclusions reached in formulating the auditor’s report. 
· An engagement quality control review ordinarily involves discussion with the engagement partner;
· A review of the information and the auditor’s report, and, in particular, consideration of whether the auditor’s report is appropriate;
· It also involves a review of selected audit documentation relating to the significant judgments the engagement team made and the conclusions they reached;
· The extent of the review depends on the complexity of the audit engagement and the risk that the auditor’s report might not be appropriate in the circumstances;
· The significance and disposition of corrected and uncorrected misstatements identified during the audit;
· Whether appropriate consultation has taken place on matters involving differences of opinion or other difficult or contentious matters, and the conclusions arising from those consultations;
· The matters to be communicated to management and those charged with governance;

· The review does not reduce the responsibilities of the engagement partner.

· Engagement partner responsibility regarding monitoring:

· The audit engagement partner is required to consider the result of monitoring of the firms quality control system and consider whether they have any impact o he specific audit he is conducting.
· The engagement partner considers:
a. Whether deficiencies noted in that information may affect the audit engagement; and

b. Whether the measures the firm took to rectify the situation are sufficient in the context of that audit.

· A deficiency in the firm’s system of quality control does not indicate that a particular audit engagement was not performed in accordance with professional standards and regulatory and legal requirements, or that the auditor’s report was not appropriate. 
· AUDIT DOCUMENTATION ISA 230

· INTRODUCTION:
· DOCUMENTATION: Documentation refers to the working papers kept by the auditor as regards audit planning, procedures performed, information and explanations obtained from client and the conclusions drawn from the work performed.

· Experienced auditor: means an individual who has a reasonable understanding of 

1. Audit processes,

2. ISAs and applicable legal and regulatory requirements, 

3. The business environment in which the entity operates, and 

4. Auditing and financial reporting issues relevant to the entity’s industry.

· The auditor should prepare, on a timely basis, audit documentation that provides:

· A sufficient and appropriate record of the basis for the auditor’s report; and

· Evidence that the audit was performed in accordance with ISAs and applicable legal and regulatory requirements.

· What are the objectives or importance or reasons of documentation?

· Preparing sufficient and appropriate audit documentation on a timely basis helps to enhance the quality of the audit and facilitates the effective review and evaluation of the audit evidence obtained and conclusions reached before the auditor’s report is finalized. 

· Documentation prepared at the time the work is performed is likely to be more accurate than documentation prepared subsequently.

· Preparation of audit program and performance of procedures in accordance with audit program assist in planning and performing audit. 
· Enabling the audit team to be accountable for its work;

· Retaining a record of matters of continuing significance to future audits;
· Working paper assist in supervision and review of audit work.
· Record the audit evidence resulting from the audit work performed to support the auditor’s opinion, including representation that the examination was conducted in accordance with International Standards on Auditing. In this context working papers will facilitate ensuring following matters:

· Conclusions drawn are consistent with result of work performed;

· Errors and irregularities found are documented;

· Proposed audit adjustments have been recorded;

· Points of further investigation are noted;

· After the issuance of audit report working paper are the only tangible proof the auditor has, to demonstrate that the examination has been conducted in accordance with ISAs.

· There is always possibility that the auditor will have to prove the adequacy and appropriateness of the tests in the court.  

· What are the some of the methods used by the audit to ensure high quality of working papers? Or
· What are the characteristics which make the documentation self explanatory? 

· Working paper are signed, dated and indexed;
· All subsidiaries are cross referenced;

· Lead schedule agree with trial balance and financial statements;

· Work has been done in accordance with audit programme;
· Time spent has been recorded;

· Form, Content and Extent of Audit Documentation

· Working papers should be sufficiently complete and detailed. If through the study of working papers alone, another auditor who has no previous experience with the client is able to understand:

· The nature, timing, and extent of the audit procedures performed to comply with ISAs and applicable legal and regulatory requirements;

· The results of the audit procedures and the audit evidence obtained; and

· Significant matters arising during the audit and the conclusions reached thereon.
· It considers that working papers are sufficiently complete.
· You are asked to advise form and contents of audit working papers?
· The form and content of working papers will vary from entity to entity.

· No matter what type of client we are auditing, following points must be taken into consideration to decide the form and contents of working papers. 
· The form, content and extent of audit documentation depend on factors such as:

· The nature of the audit procedures to be performed;

· The identified risks of material misstatement;

· The extent of judgment required in performing the work and evaluating the results;

· The significance of the audit evidence obtained;

· The nature and extent of exceptions identified;

· The need to document a conclusion or the basis for a conclusion not readily determinable from the documentation of the work performed or audit evidence obtained; and

· The audit methodology and tools used. 

· It is, however, neither necessary nor practicable to document every matter the auditor considers during the audit.

· Oral explanations by the auditor, on their own, do not represent adequate support for the work the auditor performed or conclusions the auditor reached, but may be used to explain or clarify information contained in the audit documentation.
· What are the qualities of good working papers?

· Working paper should be sufficiently complete and detailed enough to provide over all understanding of the audit.
· Working papers should be:
· Clear

· Concise

· Complete

· Neat 

· Well indexed

· Informative

· CONTENTS OF WORKING PAPERS:

· Give a brief description of two broad classifications used for audit files?
· In case of recurring audit, working paper files are classified as:

· Permanent audit file; and 

· Current audit file
· What is permanent file and what information this file usually contains?

· List the documents or papers, which would normally be retained in the permanent file? 

· Permanent audit file:

· Permanent audit files are used to accumulate information of continuing importance to succeeding audits, and are updated every year.

· Instead of obtaining certain documentation for each year’s working file, the auditor places them in separate file as a part of each year’s audit evidence.

· The use of separate file save the time by providing central reference point in respect of matters of continuing audit importance. 
·  The permanent audit files contain information of continuing importance and are updated during each audit. The information includes: 

· Statutory material 

· The rules and regulations of the enterprise

· Copies of documents of continuing importance (e.g. letter of engagement)

· Addresses of the registered office and other premises 

· List of books and other records and where they are kept

· History of the organization
· List of important accounting matters 

· Other information of a continuing nature.
· Current audit file:

·  Current audit files include information relating to a single audit (accounting) period. The information includes: 

· A copy of the financial statements

· An index to the file

· A description of the internal control system

· An audit programme

· A schedule for each of the balance sheet items showing the opening balance

· Movement during the period and the closing balance

· A schedule for each of the income statement (profit and loss account) items showing its makeup

· A statutory checklist

· A schedule of important statistics, copies of all communications with other people

· Letters of representation

· Conclusions reached by the auditor concerning significant aspects of the audit

· Anything else that contributes to the audit evidence for the current year's audit.
· Documentation of the Identifying Characteristics of Specific Items or Matters Being Tested
· In documenting the nature, timing and extent of audit procedures performed, the auditor should record the identifying characteristics of the specific items or matters being tested.

· Recording the identifying characteristics serves a number of purposes. For example:

· It enables the audit team to be accountable for its work and facilitates the investigation of exceptions or inconsistencies.
· Identifying characteristics will vary with the nature of the audit procedure and the item or matter being tested.

· What is the responsibility regarding documentation of significant matters identified during the audit and what are the advantages in this regard?
· The auditor may consider it helpful to prepare and retain as part of the audit documentation a summary that describes the significant matters identified during the audit and how they were addressed, or that includes cross-references to other relevant supporting audit documentation that provides such information.
· Such a summary may facilitate effective and efficient reviews and inspections of the audit documentation, particularly for large and complex audits. 
· Further, the preparation of such a summary may assist the auditor’s consideration of the significant matters.

· The auditor should document discussions of significant matters with management and others on a timely basis.

· If the auditor has identified information that contradicts or is inconsistent with the auditor’s final conclusion regarding a significant matter, the auditor should document how the auditor addressed the contradiction or inconsistency in forming the final conclusion.

· Documentation of Departures from Basic Principles or Essential Procedures

· Where, in exceptional circumstances, the auditor judges it necessary to depart from a basic principle or an essential procedure that is relevant in the circumstances of the audit, the auditor should document how the alternative audit procedures performed to achieve the objective of the audit, and the reasons for the departure. 
· This involves the auditor documenting how the alternative audit procedures performed were sufficient and appropriate to replace that basic principle or essential procedure.
· Identification of Preparer and Reviewer

· The auditor should record:

· Who performed the audit work and the date such work was completed; and

· Who reviewed the audit work performed and the date and extent of such review;
· Assembly of the Final Audit File
· The auditor should complete the assembly of the final audit file on a timely basis after the date of the auditor’s report.
· As ISQC 1 indicates, 60 days after the date of the auditor’s report is ordinarily an appropriate time limit within which to complete the assembly of the final audit file.  
· The completion of the assembly of the final audit file after the date of the auditor’s report is an administrative process that does not involve the performance of new audit procedures or the drawing of new conclusions.

· Changes may, however, be made to the audit documentation during the final assembly process if they are administrative in nature. Examples of such changes include:

· Deleting or discarding superseded documentation.

· Sorting, collating and cross-referencing working papers.

· Signing off on completion checklists relating to the file assembly process.

· Documenting audit evidence that the auditor has obtained discussed and agreed with the relevant members of the audit team before the date of the auditor’s report.

· After the assembly of the final audit file has been completed, the auditor should not delete or discard audit documentation before the end of its retention period.

· The retention period for audit engagements ordinarily is no shorter than five years from the date of the auditor’s report, or, if later, the date of the group auditor’s report.

· When the auditor finds it necessary to modify existing audit documentation or add new audit documentation after the assembly of the final audit file has been completed, the auditor should, regardless of the nature of the modifications or additions, document:

· When and by whom they were made, and (where applicable) reviewed;

· The specific reasons for making them; and

· Their effect, if any, on the auditor’s conclusions.

· Changes to Audit Documentation in Exceptional Circumstances after the Date of the Auditor’s Report

· When exceptional circumstances arise after the date of the auditor’s report that require the auditor to perform new or additional audit procedures or that lead the auditor to reach new conclusions, the auditor should document:

· The circumstances encountered;

· The new or additional audit procedures performed, audit evidence obtained, and conclusions reached; and

· When and by whom the resulting changes to audit documentation were made, and (where applicable) reviewed.
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· INRODUCTION:

· The purpose of this ISA is to provide guidance on:

· The auditor’s responsibility to consider fraud in an audit of financial statements;

· The Auditor’s

· Procedures in Response to Assessed Risks are to be applied in relation to the risks of material misstatement due to fraud;
· Characteristics of Fraud
· How frauds are distinguished from errors?
· The distinguishing factor between fraud and error is whether the underlying action that results in the misstatement of the financial statements is intentional or unintentional.

· Error: The term “error” refers to an unintentional misstatement in financial statements.

· A mistake in gathering or processing data from which financial statements are prepared;

· An incorrect accounting estimate arising from oversight or misinterpretation of facts

· A mistake in the application of accounting principles relating to measurement, recognition, classification, presentation or disclosure;
· Fraud: The term “fraud” refers to an intentional act by one or more

· Individuals among management, those charged with governance, (Management fraud)
· Employees, (Employee fraud) or
· Third parties,
· Involving the use of deception to obtain an unjust or illegal advantage;
· The auditor is concerned with fraud that causes a material misstatement in the financial statements.

· Two types of intentional misstatements are relevant to the auditor, that is, 

1. Misstatements resulting from fraudulent financial reporting: involves intentional misstatements including 
· Omissions of amounts or disclosures in financial statements to deceive financial statement users 
· Fraudulent financial reporting can be caused by the efforts of management to manage earnings in order to deceive financial statement users by influencing their perceptions as to the entity’s performance and profitability and 

2. Misstatements resulting from misappropriation of assets: involves

· The theft of an entity’s assets;
· Embezzling receipts (for example, misappropriating collections on accounts receivable or diverting receipts in respect of written-off accounts to personal bank accounts);

· Stealing physical assets or intellectual property (for example, stealing inventory for personal use or for sale, stealing scrap for resale, colluding with a competitor by disclosing technological data in return for payment);

· Causing an entity to pay for goods and services not received (for example, payments to fictitious vendors, kickbacks paid by vendors to the entity’s purchasing agents in return for inflating prices, payments to fictitious employees); and

· Using an entity’s assets for personal use (for example, using the entity’s assets as collateral for a personal loan or a loan to a related party).

· Reasons to commit fraud: involves
A. Fraud involves incentive or pressure to commit fraud, 
· Individuals may have an incentive to misappropriate assets for example, because the individuals are living beyond their means.
· Fraudulent financial reporting may be committed because management is under pressure, from sources outside or inside the entity, to achieve an expected (and perhaps unrealistic) earnings target
B. A perceived opportunity to do so 
· A perceived opportunity for fraudulent financial reporting or misappropriation of assets may exist when an individual believes internal control can be overridden, for example, because the individual is in a position of trust or has knowledge of specific weaknesses in internal control. and 

C. Some rationalization of the act
· Individuals may be able to rationalize committing a fraudulent act. Some individuals possess an attitude, character or set of ethical values that allow them knowingly and intentionally to commit a dishonest act.
·  However, even otherwise honest individuals can commit fraud in an environment that imposes sufficient pressure on them.

· Responsibilities of Those Charged with Governance and of Management

· The primary responsibility for the prevention and detection of fraud rests with both those charged with governance and with management of entity.
· It is important that management, with the oversight of those charged with governance, place a strong emphasis on fraud prevention, which may reduce opportunities for fraud to take place, and fraud deterrence, which could persuade individuals not to commit fraud because of the likelihood of detection and punishment. 
· This involves a culture of honesty and ethical behavior.
· Creating a culture of honesty and ethical behavior includes:

· Setting the proper tone; 

· Creating a positive workplace environment;

· Hiring, training and promoting appropriate employees;

· Requiring periodic confirmation by employees of their responsibilities and
· Taking appropriate action in response to actual, suspected or alleged fraud
· Inherent Limitations of an Audit in the Context of Fraud
· Owing to the inherent limitations of an audit, there is an unavoidable risk that some material misstatements of the financial statements will not be detected, even though the audit is properly planned and performed in accordance with ISAs.

· The subsequent discovery of a material misstatement of the financial statements resulting from fraud does not, in and of itself, indicate a failure to comply with ISAs.

· The risk of not detecting a material misstatement resulting from fraud is higher than the risk of not detecting a material misstatement resulting from error because fraud may involve sophisticated and carefully organized schemes designed to conceal it.

· Such attempts at concealment may be even more difficult to detect when accompanied by collusion.

· Collusion may cause the auditor to believe that audit evidence is persuasive when it is, in fact, false.
· The auditor’s ability to detect a fraud depends on following factors: 

· The skillfulness of the person responsible for, 

· The frequency and extent of manipulation, 

· The degree of collusion involved, 

· The relative size of individual amounts manipulated, and 

· The seniority of those individuals involved.
· Accounting estimates are caused by fraud

· The risk of the auditor not detecting a material misstatement resulting from management fraud is greater than for employee fraud, because management is frequently in a position to directly or indirectly manipulate accounting records and present fraudulent financial information.

· Responsibilities of the Auditor for Detecting Material Misstatement Due to Fraud
· An auditor conducting an audit in accordance with ISAs obtains reasonable assurance (not absolute assurance) that the financial statements taken as a whole are free from material misstatement, whether caused by fraud or error; 

· Hence, an auditor is not and can not be held responsible for the prevention (not detection) of fraud.

· The auditor should maintain an attitude of professional skepticism throughout the audit, recognizing the possibility that a material misstatement due to fraud could exist.

· Subsequent discovery of material misstatement in financial statements due to fraud does not necessarily mean that auditor was negligent. 

· This can be due to inherent limitation of an audit.

· Whether an auditor has performed an audit in accordance with ISAs is determined by:

· The adequacy of audit procedures performed in circumstances and

· The suitability of audit report based on results of those procedures

· Discussion among the Engagement Team
· Members of the engagement team should discuss the susceptibility of the entity’s financial statements to material misstatement due to fraud.

· The discussion includes the engagement partner who uses professional judgment, prior experience with the entity and knowledge of current developments to determine which other members of the engagement team are included in the discussion. 
· Ordinarily, the discussion involves the key members of the engagement team. 
· The discussion provides an opportunity for more experienced engagement team members to share their insights about how and where the financial statements may be susceptible to material misstatement due to fraud.
· The engagement partner should consider which matters are to be communicated to members of the engagement team not involved in the discussion.         
· The discussion ordinarily includes:
· An exchange of ideas among engagement team members about 
· How and where they believe the entity’s financial statements may be susceptible to material misstatement due to fraud,
· How management could perpetrate and conceal fraudulent financial reporting, and
· How assets of the entity could be misappropriated;
· A consideration of external and internal factors that may create an incentive or pressure for management or others to commit fraud;
· A consideration of management’s involvement in overseeing employees with access to cash or other assets susceptible to misappropriation;
· A consideration of any unusual or unexplained changes lifestyle of management or employees;

· A consideration of any allegations of fraud that have come to the auditor’s attention; and

· A consideration of the risk of management override of controls;

· It is important that after the initial discussion while planning the audit, and also at intervals throughout the audit.

· Risk Assessment Procedures

· Auditor performs the following procedures to obtain information that is used to identify the risks of material misstatement due to fraud:
1. Makes inquiries of management, of those charged with governance, and of others within the entity as appropriate for identifying and responding to the risks of fraud and the internal control that management has established to mitigate these risks
2. Considers whether one or more fraud risk factors are present;

3. Considers any unusual or unexpected relationships that have been identified in performing analytical procedures;

4. Considers other information that may be helpful in identifying the risks of material misstatement due to fraud;

1. Inquiries and Obtaining an Understanding of Oversight Exercised by Those Charged with Governance
· Matters that may be discussed as part of these inquires include:

· Whether there are subsidiary locations, business segments, types of transaction, account balances or financial statement categories where the possibility of error may be high, or where the possibility fraud risk factors may be exist, and how they are being addressed by management.

· The work of entity’s internal audit function and whether internal audit has identified fraud or any material weakness in the system of internal control;

· How management communicate to employees its view on responsible business practice and ethical behavior, such as through ethics policies or code of conduct;
· If entity has established a programme that includes step to prevent and detect fraud, we enquire of those persons overseeing such programmes as to whether to program has identified fraud risk factors;         
· The auditor should make inquiries of those charged with governance to determine whether they have knowledge of any actual, suspected or alleged fraud affecting the entity.

2. Consideration of Fraud Risk Factors
· During the audit, auditor consider whether events or conditions that provide an opportunity, a motive or a means to commit fraud are present or indication that fraud may already occurred,
· Such events or conditions are referred to as “fraud risk factors”.

· Auditor identifies fraud risk factors that may indicate the possibility of either fraudulent financial reporting or misappropriation of asset. For example:

· The need to meet expectations of third parties to obtain additional equity financing may create pressure to commit fraud;

· The granting of significant bonuses if unrealistic profit targets are met may create an incentive to commit fraud; and

· An ineffective control environment may create an opportunity to commit fraud.
· The size, complexity, and ownership characteristics of the entity have a significant influence on the consideration of relevant fraud risk factors.
· The following are examples of risk factors relating to misstatements arising from fraudulent financial reporting.

· The risk factors are classified based on the three conditions generally present when material misstatements due to fraud occur: 

· Incentives/pressures,

· Opportunities, and 

· Attitudes/rationalizations
· Incentives/Pressures

1. Financial stability or profitability is threatened by economic, industry, or entity operating conditions, such as the following:

a. High degree of competition or market saturation, accompanied by declining margins
b. High vulnerability to rapid changes, such as changes in technology, product obsolescence, or interest rates
c. Significant declines in customer demand and increasing business failures in either the industry or overall economy.

d. Operating losses making the threat of bankruptcy, foreclosure, or hostile takeover imminent
e. Recurring negative cash flows from operations or an inability to generate cash flows from operations while reporting earnings and earnings growth
f. Rapid growth or unusual profitability especially compared to that of other companies in the same industry.
g. New accounting, statutory, or regulatory requirements
2. Excessive pressure exists for management to meet the requirements or expectations of third parties due to the following:

a. Profitability expectations of investment analysts, institutional investors, significant creditors, or other external parties (particularly expectations that are unduly aggressive or unrealistic);
b. Need to obtain additional debt or equity financing to stay competitive, including financing of major research and development or capital expenditures.

c. Marginal ability to meet exchange listing requirements or debt repayment or other debt covenant requirements;
d. Perceived or real adverse effects of reporting poor financial results on significant pending transactions, such as business combinations or contract awards;

3. Information available indicates that the personal financial situation of management or those charged with governance is threatened by the entity’s financial performance arising from the following:

a. Significant financial interests in the entity;
b. Significant portions of their compensation (for example, bonuses, stock options, and earn-out arrangements) being contingent upon achieving aggressive targets for stock price, operating results, financial position, or cash flow.
c. Personal guarantees of debts of the entity
4. There is excessive pressure on management or operating personnel to meet financial targets established by those charged with governance, including sales or profitability incentive goals.

· Opportunities

1. The nature of the industry or the entity’s operations provides opportunities to engage in fraudulent financial reporting that can arise from the following:

a. Significant related-party transactions not in the ordinary course of business or with related entities not audited or audited by another firm.

b. A strong financial presence or ability to dominate a certain industry sector that allows the entity to dictate terms or conditions to suppliers or customers that may result in inappropriate or non-arm’s length transactions.

c. Assets, liabilities, revenues, or expenses based on significant estimates that involve subjective judgments or uncertainties that are difficult to corroborate.

d. Significant, unusual, or highly complex transactions, especially those close to period end that pose difficult “substance over form” questions.

e. Significant operations located or conducted across international borders
 in jurisdictions where differing business environments and cultures exist.

f. Use of business intermediaries for which there appears to be no clear business justification;
g. Significant bank accounts or subsidiary or branch operations in tax-haven jurisdictions for which there appears to be no clear business justification.
2. There is ineffective monitoring of management as a result of the following:

a. Domination of management by a single person or small group (in a non owner-managed business) without compensating controls;
b. Ineffective oversight by those charged with governance over the financial reporting process and internal control.

3. There is a complex or unstable organizational structure, as evidenced by the following:

a. Difficulty in determining the organization or individuals that have controlling interest in the entity;
b. Overly complex organizational structure involving unusual legal entities or managerial lines of authority;
c. High turnover of senior management, legal counsel, or those charged with governance.
4. Internal control components are deficient as a result of the following:

a. Inadequate monitoring of controls, including automated controls and controls over interim financial reporting (where external reporting is required).

b. High turnover rates or employment of ineffective accounting, internal audit, or information technology staff;

c. Ineffective accounting and information systems, including situations involving material weaknesses in internal control.

· Attitudes/Rationalizations

a. Ineffective communication, implementation, support, or enforcement of the entity’s values or ethical standards by management or the communication of inappropriate values or ethical standards.;

b. Nonfinancial management’s excessive participation in or preoccupation with the selection of accounting policies or the determination of significant estimates;

c. Known history of violations of securities laws or other laws and regulations, or claims against the entity, its senior management, or those charged with governance alleging fraud or violations of laws and regulations.

d. Excessive interest by management in maintaining or increasing the entity’s stock price or earnings trend;

e. A practice by management of committing to analysts, creditors, and other third parties to achieve aggressive or unrealistic forecasts;

f. Management failing to correct known material weaknesses in internal control on a timely basis;
g. An interest by management in employing inappropriate means to minimize reported earnings for tax-motivated reasons;
h. Low morale among senior management;
i. The owner-manager makes no distinction between personal and business transactions;
j. Dispute between shareholders in a closely held entity;
k. Recurring attempts by management to justify marginal or inappropriate accounting on the basis of materiality;
l. The relationship between management and the current or predecessor auditor is strained, as exhibited by the following:

i. Frequent disputes with the current or predecessor auditor on accounting, auditing, or reporting matters;
ii. Unreasonable demands on the auditor, such as unreasonable time constraints regarding the completion of the audit or the issuance of the auditor’s report.

iii. Formal or informal restrictions on the auditor that inappropriately limit access to people or information or the ability to communicate effectively with those charged with governance. 
iv. Domineering management behavior in dealing with the auditor, especially involving attempts to influence the scope of the auditor’s work or the selection or continuance of personnel assigned to or consulted on the audit engagement

· Risk Factors Arising from Misstatements Arising from Misappropriation of Assets

· Risk factors that relate to misstatements arising from misappropriation of assets are also classified according to the three conditions generally present when fraud exists:

· Incentives/pressures, 

· Opportunities, and 

· Attitudes/rationalizations

· Incentives/Pressures

1. Personal financial obligations may create pressure on management or employees with access to cash or other assets susceptible to theft to misappropriate those assets.

2. Adverse relationships between the entity and employees with access to cash or other assets susceptible to theft may motivate those employees to misappropriate those assets. For example, adverse relationships may be created by the following:
a. Known or anticipated future employee layoffs.
b. Recent or anticipated changes to employee compensation or benefit plans.
c. Promotions, compensation, or other rewards inconsistent with expectations.
· Opportunities
1. Certain characteristics or circumstances may increase the susceptibility of assets to misappropriation. For example, opportunities to misappropriate assets increase when there are the following:
a. Large amounts of cash on hand or processed.
b. Inventory items those are small in size, of high value, or in high demand;
c. Easily convertible assets, such as bearer bonds, diamonds, or computer chips;
d. Fixed assets which are small in size, marketable, or lacking observable identification of ownership.

2. Inadequate internal control over assets may increase the susceptibility of misappropriation of those assets. For example, misappropriation of assets may occur because there is the following: 
a. Inadequate segregation of duties or independent checks;

b.  Inadequate oversight of senior management expenditures, such as travel and other re-imbursements.
c. Inadequate management oversight of employees responsible for assets, for example, inadequate supervision or monitoring of remote locations.
d.  Inadequate job applicant screening of employees with access to assets.
e. Inadequate record keeping with respect to assets.
f. Inadequate system of authorization and approval of transactions (for example, in purchasing).
g. Inadequate physical safeguards over cash, investments, inventory, or fixed assets.
h. Lack of complete and timely reconciliations of assets.
i. Lack of timely and appropriate documentation of transactions, for example, credits for merchandise returns.
j. Lack of mandatory vacations for employees performing key control functions.
k. Inadequate management understanding of information technology, which enables information technology employees to perpetrate a misappropriation.
l. Inadequate access controls over automated records, including controls over and review of computer systems event logs.

· Attitudes/Rationalizations
a. Disregard for the need for monitoring or reducing risks related to misappropriations of assets.
b. Disregard for internal control over misappropriation of assets by overriding existing controls or by failing to correct known internal control deficiencies.
c. Behavior indicating displeasure or dissatisfaction with the entity or its treatment of the employee.
d. Changes in behavior or lifestyle that may indicate assets have been misappropriated.
e. Tolerance of petty theft.
3. Consideration of Unusual or Unexpected Relationships
· When performing analytical procedures to obtain an understanding of the entity and its environment, including its internal control, the auditor should consider unusual or unexpected relationships that may indicate risks of material misstatement due to fraud.
· Analytical procedures may be helpful in identifying the existence of unusual transactions or events, and amounts, ratios, and trends that might indicate matters that have financial statement and audit implications.

4. Consideration of Other Information
· When obtaining an understanding of the entity and its environment, including its internal control, the auditor should consider whether other information obtained indicates risks of material misstatement due to fraud.

· The discussion among team members may provide information that is helpful in identifying such risks.

· Identification and Assessment of the Risks of Material Misstatement Due to Fraud

· When identifying and assessing the risks of material misstatement 

· At the financial statement level, and 

· At the assertion level for classes of transactions, account balances and disclosures, 

· The auditor should identify and assess the risks of material misstatement due to fraud. 
· Those assessed risks that could result in a material misstatement due to fraud are significant risks and accordingly, to the extent not already done so, the auditor should evaluate the design of the entity’s related controls,
· It is important for the auditor to obtain an understanding of the controls that management has designed and implemented to prevent and detect fraud because in designing and implementing such controls, management may make informed judgments on the nature and extent of the controls it chooses to implement, and the nature and extent of the risks it chooses to assume. 

· The auditor may learn, for example, that management has consciously chosen to accept the risks associated with a lack of segregation of duties. 
· This may often be the case in small entities where the owner provides day-to-day supervision of operations.

· Risks of Fraud in Revenue Recognition
· Material misstatements due to fraudulent financial reporting often result from:

· An overstatement of revenues;

· For example, through premature revenue recognition or recording fictitious revenues; or 

· An understatement of revenues;

· For example, through improperly shifting revenues to a later period;
· Therefore, the auditor ordinarily presumes that there are risks of fraud in revenue recognition and considers which types of revenue, revenue transactions or assertions may give rise to such risks.
· Responses to the Risks of Material Misstatement Due to Fraud

· The auditor should determine overall responses to address the assessed risks of material misstatement due to fraud
· At the financial statement level and should design and 
· Perform further audit procedures whose nature, timing and extent are responsive to the assessed risks at the assertion level;
· The auditor responds to the risks of material misstatement due to fraud in the following ways:

· A response that has an overall effect on how the audit is conducted, that is, increased professional skepticism and a response involving more general considerations apart from the specific procedures otherwise planned.

· A response to identified risks at the assertion level involving the nature, timing and extent of audit procedures to be performed.

· A response to identified risks involving the performance of certain audit procedures to address the risks of material misstatement due to fraud involving management override of controls, given the unpredictable ways in which such override could occur.

· The response to address the assessed risks of material misstatement due to fraud may affect the auditor’s professional skepticism in the following ways:

· Increased sensitivity in the selection of the nature and extent of documentation to be examined in support of material transactions.

· Increased recognition of the need to corroborate management explanations or representations concerning material matters.

· Overall Responses:

· In determining overall responses to address the risks of material misstatement due to fraud at the financial statement level the auditor should:

· Consider the assignment and supervision of personnel;

· Consider the accounting policies used by the entity; and

· Incorporate an element of unpredictability in the selection of the nature, timing and extent of audit procedures.

· The auditor may respond to identified risks of material misstatement due to fraud by assigning additional individuals with specialized skill and knowledge;

· The auditor considers management’s selection and application of significant accounting policies, particularly those related to subjective measurements and complex transactions;
· Individuals within the entity who are familiar with the audit procedures normally performed on engagements may be more able to conceal fraudulent financial reporting. Therefore, the auditor incorporates an element of unpredictability in the selection of the nature, extent and timing of audit procedures to be performed.

· Audit Procedures Responsive to Risks of Material Misstatement Due to Fraud at the Assertion Level

The auditor’s responses to address the assessed risks of material misstatement due to fraud at the assertion level may include changing the nature, timing, and extent of audit procedures in the following ways:
· The nature of audit procedures to be performed may need to be changed to obtain audit evidence that is more reliable and relevant or to obtain additional corroborative information.
· For example: If the auditor identifies that management is under pressure to meet earnings expectations, there may be a related risk that management is inflating sales by entering into sales agreements that include terms that preclude revenue recognition or by invoicing sales before delivery. In these circumstances, the auditor may, for example, design external confirmations not only to confirm outstanding amounts, but also to confirm the details of the sales agreements, including date, any rights of return and delivery terms. In addition, the auditor might find it effective to supplement such external confirmations with inquiries of non-financial personnel in the entity regarding any changes in sales agreements and delivery terms.

· The timing of substantive procedures may need to be modified. The auditor may conclude that performing substantive testing at or near the period end better addresses an assessed risk of material misstatement due to fraud.

· The extent of the procedures applied reflects the assessment of the risks of material misstatement due to fraud. 

· For example, increasing sample sizes or performing analytical procedures at a more detailed level may be appropriate.

Audit Procedures Responsive to Management Override of Controls

· Management is in a unique position to perpetrate fraud because of management’s ability to directly or indirectly manipulate accounting records and prepare fraudulent financial statements by overriding controls that otherwise appear to be operating effectively.
· To respond to the risk of management override of controls, the auditor should design and perform audit procedures to:

A. Test the appropriateness of journal entries recorded in the general ledger and other adjustments made in the preparation of financial statements;

B. Review accounting estimates for biases that could result in material misstatement due to fraud; and

C. Obtain an understanding of the business rationale of significant transactions that the auditor becomes aware of that are outside of the normal course of business for the entity, or that otherwise appear to be unusual given the auditor’s understanding of the entity and its environment;
A. Journal Entries and Other Adjustments

· The auditor may:

· Obtains an understanding of the entity’s financial reporting process and the controls over journal entries and other adjustments;

· Evaluates the design of the controls over journal entries and other adjustments and determines whether they have been implemented;

· Makes inquiries of individuals involved in the financial reporting process about inappropriate or unusual activity relating to the processing of journal entries and other adjustments;

· Determines the timing of the testing; and

· Identifies and selects journal entries and other adjustments for testing.

· The characteristics of fraudulent journal entries or other adjustments
· Appropriate journal entries or other adjustments often have unique identifying characteristics. Such characteristics may include entries 

· Made to unrelated, unusual, or seldom-used accounts,
· Made by individuals who typically do not make journal entries,
· Recorded at the end of the period or as post-closing entries that have little or no explanation or description, 

· Made either before or during the preparation of the financial statements that do not have account numbers, or 

· Containing round numbers or consistent ending numbers;
· The nature and complexity of the accounts
· Inappropriate journal entries or adjustments may be applied to accounts that 

· Contain transactions that are complex or unusual in nature, 

· Contain significant estimates and period-end adjustments, 

· Have been prone to misstatements in the past, 

· Have not been reconciled on a timely basis or contain un-reconciled differences, 

· Contain inter-company transactions, or 

· Are otherwise associated with an identified risk of material misstatement due to fraud.
B. Accounting Estimates
· In reviewing accounting estimates for biases that could result in material misstatement due to fraud the auditor:
· Considers whether differences between estimates best supported by audit evidence and the estimates included in the financial statements, even if they are individually reasonable, indicate a possible bias on the part of the entity’s management, in which case the auditor reconsiders the estimates taken as a whole; and

· Performs a retrospective review of management judgments and assumptions related to significant accounting estimates reflected in the financial statements of the prior year. 

· The objective of this review is to determine whether there is an indication of a possible bias on the part of management, and it is not intended to call into question the auditor’s professional judgments made in the prior year that were based on information available at the time.

C. Business Rationale for Significant Transactions

· The auditor obtains an understanding of the business justification for significant transactions that are outside the normal course of business for the entity, or that otherwise appear to be unusual given the auditor’s understanding of the entity and its environment and other information obtained during the audit.
· Whether the form of such transactions appears overly complex (for example, the transaction involves multiple entities within a consolidated group or multiple unrelated third parties).

· Whether management has discussed the nature of and accounting for such transactions with those charged with governance of the entity, and whether there is adequate documentation.

· Whether the transactions involve previously unidentified related parties or parties that do not have the substance or the financial strength to support the transaction without assistance from the entity under audit.
· Evaluation of Audit Evidence

· The auditor, based on the audit procedures performed and the audit evidence obtained, evaluates whether the assessments of the risks of material misstatement at the assertion level remain appropriate.
· This evaluation is primarily a qualitative matter based on the auditor’s judgment. 
· Such an evaluation may provide further insight about the risks of material misstatement due to fraud and whether there is a need to perform additional or different audit procedures.

· When the auditor identifies a misstatement, the auditor should consider whether such a misstatement may be indicative of fraud and if there is such an indication, 
· The auditor should consider the implications of the misstatement in relation to other aspects of the audit, particularly the reliability of management representations.

· Examples of Circumstances that Indicate the Possibility of Fraud

· The following are examples of circumstances that may indicate the possibility that the financial statements may contain a material misstatement resulting from fraud.

1. Discrepancies in the accounting records, including the following:

· Transactions that are not recorded in a complete or timely manner or are improperly recorded as to amount, accounting period, classification, or entity policy.

· Unsupported or unauthorized balances or transactions.

· Last-minute adjustments that significantly affect financial results.

· Evidence of employees’ access to systems and records inconsistent with that necessary to perform their authorized duties.

· Tips or complaints to the auditor about alleged fraud.

2. Conflicting or missing evidence, including the following:

· Missing documents.

· Documents that appear to have been altered.

· Unavailability of other than photocopied or electronically transmitted documents when documents in original form are expected to exist.

· Significant unexplained items on reconciliations.

· Unusual balance sheet changes or changes in trends or important financial statement ratios or relationships, for example receivables growing faster than revenues.

· Inconsistent, vague, or implausible responses from management or employees arising from inquiries or analytical procedures.

· Unusual discrepancies between the entity’s records and confirmation replies.

· Large numbers of credit entries and other adjustments made to accounts receivable records.

· Unexplained or inadequately explained differences between the accounts receivable sub-ledger and the control account, or between the customer statements and the accounts receivable sub-ledger.

· Missing or non-existent cancelled checks in circumstances where cancelled checks are ordinarily returned to the entity with the bank statement.

· Missing inventory or physical assets of significant magnitude.
· Unavailable or missing electronic evidence, inconsistent with the entity’s record retention practices or policies.
· Fewer responses to confirmations than anticipated or a greater number of responses than anticipated.
· Inability to produce evidence of key systems development and program change testing and implementation activities for current-year system changes and deployments.
3. Problematic or unusual relationships between the auditor and management, including the following:

· Denial of access to records, facilities, certain employees, customers, vendors, or others from whom audit evidence might be sought.

· Undue time pressures imposed by management to resolve complex or contentious issues.

· Complaints by management about the conduct of the audit or management intimidation of engagement team members, particularly in connection with the auditor’s critical assessment of audit evidence or in the resolution of potential disagreements with management.

· Unusual delays by the entity in providing requested information.

· Unwillingness to facilitate auditor access to key electronic files for testing through the use of computer-assisted audit techniques.

· Denial of access to key IT operations staff and facilities, including security, operations, and systems development personnel.

· An unwillingness to add or revise disclosures in the financial statements to make them more complete and understandable.

· An unwillingness to address identified weaknesses in internal control on a timely basis.

4. Other includes the following:

· Unwillingness by management to permit the auditor to meet privately with those charged with governance.

· Accounting policies that appear to be at variance with industry norms.

· Frequent changes in accounting estimates that do not appear to result from changes circumstances.

· Tolerance of violations of the entity’s code of conduct.
· What is the responsibility of an auditor regarding fraud which is not material in nature and what is the responsibility of an auditor when fraud is committed by higher management?
· If the auditor believes that a misstatement is or may be the result of fraud, but the effect of the misstatement is not material to the financial statements, the auditor evaluates the implications, especially those dealing with the organizational position of the individual(s) involved. 
· Conversely, if the matter involves higher-level management, even though the amount itself is not material to the financial statements, it may be indicative of a more pervasive problem, 
· For example, implications about the integrity of management. 
· In such circumstances, the auditor re-evaluates the assessment of the risks of material misstatement due to fraud and its resulting impact on the nature, timing, and extent of audit procedures to respond to the assessed risks. 
· The auditor also reconsiders the reliability of evidence previously obtained since there may be doubts about the completeness and truthfulness of representations made and about the genuineness of accounting records and documentation. 
· The auditor also considers the possibility of collusion involving employees, management or third parties when reconsidering the reliability of evidence.

· Modification of report

· When the auditor confirms that, or is unable to conclude whether, the financial statements are materially misstated as a result of fraud;
· The auditor should consider the implications for the audit:
· Whether fraud is material and
· Whether there is need for modification;
· Management Representations
· The auditor should obtain written representations from management that:

· It acknowledges its responsibility for the design and implementation of internal control to prevent and detect fraud;

· It has disclosed to the auditor the results of its assessment of the risk that the financial statements may be materially misstated as a result of fraud;

· It has disclosed to the auditor its knowledge of fraud or suspected fraud affecting the entity involving:

· Management;

· Employees who have significant roles in internal control; or

· Others where the fraud could have a material effect on the financial statements; and

· It has disclosed to the auditor its knowledge of any allegations of fraud, or suspected fraud, affecting the entity’s financial statements communicated by employees, former employees, analysts, regulators or others.

· Communications with Management and Those Charged with Governance

· If the auditor has identified a fraud or has obtained information that indicates that a fraud may exist, the auditor should communicate these matters as soon as practicable to the appropriate level of management.

· If the auditor has identified fraud involving:

· Management;

· Employees who have significant roles in internal control; or

· Others where the fraud results in a material misstatement in the financial statements,

· The auditor should communicate these matters to those charged with Governance as soon as practicable.

· If the integrity or honesty of management or those charged with governance is doubted, the auditor considers seeking legal advice to assist in the determination of the appropriate course of action.
· The auditor should make those charged with governance and management aware, as soon as practicable, and at the appropriate level of responsibility, of material weaknesses in the design or implementation of internal control to prevent and detect fraud which may have come to the auditor’s attention.

· Auditor Unable to Continue the Engagement

· If, as a result of a misstatement resulting from fraud or suspected fraud, the auditor encounters exceptional circumstances that bring into question the auditor’s ability to continue performing the audit the auditor should:

· Consider the professional and legal responsibilities applicable in the circumstances, including whether there is a requirement for the auditor to report to the person or persons who made the audit appointment or, in some cases, to regulatory authorities;

· Consider the possibility of withdrawing from the engagement; and

· If the auditor withdraws:

a) Discuss with the appropriate level of management and those charged with governance the auditor’s withdrawal from the engagement and the reasons for the withdrawal; and

b) Consider whether there is a professional or legal requirement to report to the person or persons who made the audit appointment or, in some cases, to regulatory authorities, the auditor’s withdrawal from the engagement and the reasons for the withdrawal.

· Such exceptional circumstances can arise, for example, when:

· The entity does not take the appropriate action regarding fraud that the auditor considers necessary in the circumstances, even when the fraud is not material to the financial statements;

· The auditor’s consideration of the risks of material misstatement due to fraud and the results of audit tests indicate a significant risk of material and pervasive fraud; or

· The auditor has significant concern about the competence or integrity of management or those charged with governance.

· Documentation

· The documentation should include:

· The significant decisions reached during the discussion among the Engagement team regarding the susceptibility of the entity’s financial statements to material misstatement due to fraud; and

· The identified and assessed risks of material misstatement due to fraud at the financial statement level and at the assertion level.

· The documentation of the auditor’s responses should include:
· The overall responses to the assessed risks of material misstatements due to fraud at the financial statement level and the nature, timing and extent of audit procedures, and the linkage of those procedures with the assessed risks of material misstatement due to fraud at the assertion level; and

· The results of the audit procedures, including those designed to address the risk of management override of controls.

· The auditor should document communications about fraud made to management, those charged with governance, regulators and others.

· When the auditor has concluded that the presumption that there is a risk of material misstatement due to fraud related to revenue recognition is not applicable in the circumstances of the engagement, the auditor should document the reasons for that conclusion.

· PLANNING ISA 300

INRODUCTION:
· The purpose of this standard is to provide guidance on: 
· The considerations and activities applicable to planning an audit of financial statements.

· This ISA is framed in the context of recurring audits.

· The auditor should plan the audit so that the engagement will be performed in an effective manner.

· Establish an overall strategy
· Develop an audit plan 
· Reduce audit risk to an acceptably low level
· Planning involves the engagement partner and other key members of the who have experience and insight.
· What are the objectives of planning?
· Adequate planning helps:

1. To ensure that appropriate attention is devoted to important areas of the audit,

2. Potential problems are identified and resolved on a timely basis
3. The audit engagement is properly organized and managed in order to be performed in an effective and efficient manner.

4. Adequate planning also assists in the proper assignment of work to engagement team members,
5. It also facilitates the direction and supervision of engagement team members and the review of their work, 
6. To assists, where applicable, in coordination of work done by auditors of components and experts.
· Nature and extent of planning would depend on

· Size of the entity

· Complexity of business

· Auditor’s previous experience with the entity

· Changes occurred during the period of current audit

· Planning is a continuous phase and it is not done at any particular stage but throughout the audit. The planning process starts after the end of the prior year’s audit and ends at the end of the audit:

· However, in planning an audit, the auditor considers the timing of certain planning activities and audit procedures that need to be completed prior to the performance of further audit procedures. For example, 

a) the auditor plans the discussion among engagement team members,
b) the analytical procedures to be applied as risk assessment procedures, 
c) the obtaining of a general understanding of the legal and regulatory framework applicable to the entity and how the entity is complying with that framework, 
d) the determination of materiality, the involvement of experts and the performance of other risk

e) assessment procedures prior to identifying and assessing the risks of material misstatement and performing further audit procedures at the assertion level for classes of transactions, account balances, and disclosures that are responsive to those risks.
· What are the responsibilities regarding preliminary engagement activities?
· At the beginning of the current audit the auditor should:
· Perform procedures regarding the continuance of the client relationship and the specific audit engagement
· Evaluate compliance with ethical requirements, including independence 
· Check integrity of the management

· Establish an understanding of the terms of the engagement
· What is the purpose of preliminary engagement activities? 
· The purpose of performing these preliminary engagement activities is to ensure that the auditor has considered any events or circumstances that may adversely affect the auditor’s ability to plan and perform the audit engagement.
· Performing these preliminary engagement activities helps to ensure that the auditor plans an audit engagement for which:

· The auditor maintains the necessary independence and ability to perform the engagement.

· There are no issues with management integrity that may affect the auditor’s willingness to continue the engagement.

· There is no misunderstanding with the client as to the terms of the engagement.
· PLANNING ACTIVITIES:

1. The over all audit strategy:

2. Audit plan

1) The over all audit strategy:
· The over all audit strategy sets the scope, timing, and direction of the audit, and guides the development of the more detailed audit plan.
· Establishment of overall audit strategy involves

· Determining the characteristics of engagement to identify scope , financial reporting framework used, industry specific issues and location of branches etc

· Ascertaining  the reporting objectives of the engagement , reporting and communication requirements, reporting deadlines etc

· Considering the important focus points that will help the audit team diverting their attention to high risk areas such as:

· Determination of appropriate materiality levels, 

· Preliminary identification of areas where there may be higher risks of material misstatement, 

· Preliminary identification of material components and account balances,
· Evaluation of whether the auditor may plan to obtain evidence regarding the effectiveness of internal control, and 
· Identification of recent significant entity-specific,

· Industry, financial reporting or other relevant developments.
· Developing the overall audit strategy would also help the auditor to identify the nature timing and extent of the resources to deploy like:
· Use of experienced team members

· Number of team members

· When the staff should be inducted

· How to make the review and supervision
· Once the overall audit strategy has been formulated then the auditor can make a more detailed audit plan taking into account the objective risk areas and other issues.
· Making audit plan and strategy are not two different processes but are sequential and closely interrelated and changes in one may result in changes in other.
· Audit strategy for small entities:

· In audits of small entities, the entire audit may be conducted by a very small audit team.
· Many audits of small entities involve the audit engagement partner (Who may be a sole practitioner) working with one engagement team member (or without any engagement team members). 
· With a smaller team, coordination and communication between team members are easier.

· Establishing the overall audit strategy for the audit of a small entity need not be a complex or time-consuming exercise; it varies according to the size of the entity and the complexity of the audit. 
· For example, a brief memorandum prepared at the completion of the previous audit, based on a review of the working papers and highlighting issues identified in the audit just completed, updated and changed in the current period based on discussions with the owner-manager, can serve as the basis for planning the current audit engagement.
2) Audit plan:
· Audit plan is more detailed then the audit strategy.

· The auditor also make sure the audit plan is documented properly which would help in performance of the audit.

· The auditor should develop an audit plan for the audit in order to reduce audit risk to an acceptably low level
· Includes details of:
· The nature, timing and extent of planned risk assessment procedures 
· The nature, timing and extent of planned further audit procedures at the assertion level reflecting the decision whether to test OE of controls and nature, timing and extent of substantive procedures
· The auditor may wish to discuss the elements of planning with those charged with the governance of the management and it may result in increasing the efficiency of the audit. The auditor though discuss the planning process but this things should be kept in mind 

· Overall audit plan and the strategy should be updated if there is a change during the course of an audit.
· Direction, Supervision and Review
· The auditor should plan the nature, timing and extent of direction and supervision of engagement team members and review of their work
· In the case of sole practitioners these considerations do not arise BUT when dealing with complex or unusual issues consider consulting with other suitably-experienced auditors.
· The nature, timing and extent of the direction and supervision of engagement team members and review of their work vary depending on many factors:

· Including the size and complexity of the entity,

· The area of audit, 

· The risks of

· Material misstatement, and

· The capabilities and competence of personnel performing the audit work.

· DOCUMENTATION:
· The auditor should document the overall audit strategy and the audit plan, including any significant changes made during the audit engagement.
· Communications with Those Charged with Governance and Management:
· Discussions with management often occur to facilitate the conduct and management of the audit engagement  

· The overall audit strategy and the audit plan remain the auditor’s responsibility
· When discussions of matters included in the overall audit strategy or audit plan occur, care is required in order to not compromise the effectiveness of the audit.
· Additional Considerations in Initial Audit Engagements
· In the case of a first time audit the following additional procedures should be performed prior to starting any work:
· Perform procedures regarding the acceptance of the client relationship and the specific audit engagement 
· Communicate with the previous auditor, where there has been a change of auditors, in compliance with relevant ethical requirements and the professional clearance letter from the retiring auditor should be obtained

· UNDERSTANDING THE ENTITY AND ITS ENVIRONMENT AND ASSESSING THE RISKS OF MATERIAL MISSTATEMENT
· Introduction:
· Auditors cannot approach their work with a fixed audit program which they expect will work in all circumstances;

· They must understand their client, identify and assess audit risk, and plan their work accordingly;

· ISA 315 deals with understanding and assessing risk;

· The purpose of this ISA to provide guidance on 

· Obtaining an understanding of the entity and its environment, 

· Including its internal control, and 

· On assessing the risks of material misstatement in a financial statement audit;

· The auditor should obtain an understanding of the entity and its environment, including its internal control, sufficient to identify and assess the risks of material misstatement of the financial statements whether due to fraud or error, and sufficient to design and perform further audit procedures.

· The following is an overview of the requirements of this standard:

1. Risk assessment procedures and sources of information about the entity and its environment, including its internal control;
· This section explains the audit procedures that the auditor is required to perform to obtain the understanding of the entity and its environment, including its internal control (risk assessment procedures). 
· It also requires discussion among the engagement team about the susceptibility of the entity’s financial statements to material misstatement.

2. Understanding the entity and its environment, including its internal control;
· This section requires the auditor to understand specified aspects of the entity and its environment, and components of its internal control, in order to identify and assess the risks of material misstatement.
3. Assessing the risks of material misstatement;
· This section requires the auditor to identify and assess the risks of material misstatement at the financial statement and assertion levels. The auditor
· Identifies risks by considering the entity and its environment, including relevant controls, and by considering the classes of transactions, account balances, and disclosures in the financial statements; 
· Relates the identified risks to what can go wrong at the assertion level; and

· Considers the significance and likelihood of the risks.

· This section also requires the auditor to determine whether any of the assessed risks are significant risks that require special audit consideration or risks for which substantive procedures alone do not provide sufficient appropriate audit evidence. 
· The auditor is required to evaluate the design of the entity’s controls, including relevant control activities, over such risks and determine whether they have been implemented.

4. Communicating with those charged with governance and management.

· This section deals with matters relating to internal control that the auditor communicates to those charged with governance and management.

5. Documentation;
· This section establishes related documentation requirements.
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· What are purposes and advantages of obtaining understanding the entity and its environment?
· Obtaining an understanding of the entity and its environment is an essential aspect of performing an audit in accordance with ISAs.
· In particular, that understanding establishes a frame of reference within which the auditor plans the audit and exercises professional judgment about assessing risks of material misstatement of the financial statements and responding to those risks throughout the audit, for example when:

· Establishing materiality and evaluating whether the judgment about materiality remains appropriate as the audit progresses;

· Considering the appropriateness of the selection and application of accounting policies, and the adequacy of financial statement disclosures;

· Identifying areas where special audit consideration may be necessary, for example, related party transactions, the appropriateness of management’s use of the going concern assumption, or considering the business purpose of transactions;

· Developing expectations for use when performing analytical procedures;

· Designing and performing further audit procedures to reduce audit risk to an acceptably low level; and

· Evaluating the sufficiency and appropriateness of audit evidence obtained, such as the appropriateness of assumptions and of management’s oral and written representations.
· Risk Assessment Procedures and Sources of Information about the Entity and Its Environment, Including Its Internal Control
· Obtaining an understanding of the entity and its environment, including its internal control, is a continuous, dynamic process of gathering, updating and analyzing information throughout the audit.

· The auditor also may choose to perform substantive procedures or tests of controls concurrently with risk assessment procedures because it is efficient to do so.

A. Risk Assessment Procedures

· The auditor should perform the following risk assessment procedures to obtain an understanding of the entity and its environment, including its internal control:

· Inquiries of management and others within the entity;

· Analytical procedures; and

· Observation and inspection;
· In addition, the auditor performs other audit procedures where the information obtained may be helpful in identifying risks of material misstatement.
· Analytical procedures may be helpful in identifying the existence of unusual transactions or events, and amounts, ratios, and trends that might indicate matters that have financial statement and audit implications.

· Enquiries may need to extend beyond those charged with governance or accounting (eg., to sales or production management, internal audit, etc)
· Observation and inspection may support inquiries of management and others, and also provide information about the entity and its environment.

· When the auditor intends to use information about the entity and its environment obtained in prior periods, the auditor should determine whether changes have occurred that may affect the relevance of such information in the current audit.

B. Discussion among the Engagement Team

· Members of the engagement team should discuss the susceptibility of the entity’s financial statements to material misstatement due to fraud.

· The discussion includes the engagement partner who uses professional judgment, prior experience with the entity and knowledge of current developments to determine which other members of the engagement team are included in the discussion. 

· Ordinarily, the discussion involves the key members of the engagement team. 

· The discussion provides an opportunity for more experienced engagement team members to share their insights about how and where the financial statements may be susceptible to material misstatement due to fraud.

· The engagement partner should consider which matters are to be communicated to members of the engagement team not involved in the discussion.         
· The purpose is for engagement team members to communicate and share information obtained throughout the audit that may affect the assessment of the risks of material misstatement due to fraud or error or the audit procedures performed to address the risks.
· Understanding the Entity and Its Environment, Including Its Internal Control
· The auditor’s understanding of the entity and its environment consists of an understanding of the following aspects:
1. Industry, regulatory, and other external factors, including the applicable financial reporting framework.

2. Nature of the entity, including the entity’s selection and application of accounting policies.

3. Objectives and strategies and the related business risks that may result in a material misstatement of the financial statements.

4. Measurement and review of the entity’s financial performance.

5. Internal control.
1. Industry, Regulatory and Other External Factors, Including the Applicable Financial Reporting Framework:

· The auditor should obtain an understanding of relevant industry, regulatory, and other external factors including the applicable financial reporting framework. 
· These factors include industry conditions such as: 
· The competitive environment, 
· Supplier and customer relationships, and

· Technological developments; 
· The applicable financial reporting framework, 
· The legal and political environment, and
· Environmental requirements affecting the industry and the entity; and
· Other external factors such as general economic conditions.
2. Nature of the Entity
· The auditor should obtain an understanding of the nature of the entity.

· The nature of an entity refers to:

· The entity’s operations, 
· Its ownership and governance, 
· The types of investments that it is making and 
· Plans to make, the way that the entity is structured and 
· How it is financed. 
· An understanding of the nature of an entity enables the auditor to understand the classes of transactions, account balances, and disclosures to be expected in the financial statements.
· The auditor should obtain an understanding of the entity’s selection and application of accounting policies and consider whether they are appropriate for its business and consistent with the applicable financial reporting framework and accounting polices used in the relevant industry.
3. Objectives and Strategies and Related Business Risks
· The auditor should obtain an understanding of the entity’s objectives and strategies, and the related business risks that may result in material misstatement of the financial statements. 

· The entity conducts its business in the context of industry, regulatory and other internal and external factors.
· To respond to these factors, the entity’s management or those charged with governance define objectives, which are the overall plans for the entity.
· Business risks result from significant conditions, events, circumstances, actions or inactions that could adversely affect the entity’s ability to achieve its objectives and execute its strategies, or through the setting of inappropriate objectives and strategies. 

· Business risk is broader than the risk of material misstatement of the financial statements, though it includes the latter.

· An understanding of business risks increases the likelihood of identifying risks of material misstatement. 

· However, the auditor does not have a responsibility to identify or assess all business risks.
· Most business risks will eventually have financial consequences and, therefore, an effect on the financial statements. 

· However, not all business risks give rise to risks of material misstatement.

4. Measurement and Review of the Entity’s Financial Performance

· An auditor should understand how performance is measured or reviewed within a company
· To improve his own understanding, and the quality of his analytical review processes
· To understand the pressures which may result in management actions which increase the risk of misstatements
· Performance measures, whether external or internal, create pressures on the entity that, in turn, may motivate management to take action to improve the business performance or to misstate the financial statements. 
· Obtaining an understanding of the entity’s performance measures assists the auditor in considering whether such pressures result in management actions that may have increased the risks of material misstatement.
· Management’s measurement and review of the entity’s financial performance is to be distinguished from the monitoring of controls:
· Monitoring of controls is specifically concerned with the effective operation of internal control through consideration of information about the control. 
· The measurement and review of performance is directed at whether business performance is meeting the objectives set by management.

· But in some cases performance indicators also provide information that enables management to identify deficiencies in internal

5. Internal Control
· The auditor should obtain an understanding of internal control relevant to the audit.

· WHAT DO WE MEAN BY INTERNAL CONTROL?

· Internal control is the process designed and effected by [management] to provide reasonable assurance about the achievement of the entity’s objectives with regard to:
· Reliability of financial reporting 
· Effectiveness and efficiency of operations, and
· Compliance with applicable laws and regulations. 
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· As such, the internal controls are designed to minimize the risks that the company is exposed to and which, if those risks arose, could prevent the company from meeting its strategic objectives. 
· For example, in a shop where cash sales take place, controls will be put in place to ensure that money is received prior to the sale being made, and that the risk of cash being misappropriated is minimized.
· Management also needs a control system that generates reliable information for decision making. 
· The auditor needs assurance about the reliability of the data generated by the information system in terms of how it affects the fairness of the financial statements and how well the assets and records of the entity are safeguarded.
· Why it is so necessary for an auditor to understand entities internal control?
· The auditor uses risk assessment procedures to obtain an understanding of the entity’s internal control and uses this understanding:

· To identify the types of potential misstatements,

· Ascertain factors that affect the risk of material misstatement, and 

· Design tests of controls and substantive procedures.
· The auditor’s understanding of the internal control is a major factor in determining the overall audit strategy. 

· The auditor’s responsibilities for internal control are discussed under two major topics: 

1. Obtaining an understanding of internal control and 

2. Assessing control risk.
· To gain an understanding of the entity, the auditor will need to review both the design of internal controls to ensure they are effective in preventing and/or detecting material misstatement, and also implementation of the control activities to ensure that they have been correctly operating throughout the period.
· Controls Relevant to the Audit
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· Usually, those controls which pertain to the entity’s objective of preparing financial statements are relevant to audit.

· It is a matter of the auditor’s professional judgment, 

· Subject to the requirements of this ISA,

· Whether a control, individually or in combination with others,

· Is relevant to the auditor’s considerations in assessing the risks of material misstatement and 

· Designing and performing further procedures in response to assessed risks. 

· In exercising that judgment, the auditor considers the circumstances, the applicable component and factors such as the following:

· The auditor’s judgment about materiality.

· The size of the entity.

· The nature of the entity’s business, including its organization and ownership characteristics.

· The diversity and complexity of the entity’s operations.

· Applicable legal and regulatory requirements.

· The nature and complexity of the systems that are part of the entity’s internal control, including the use of service organizations.

· Internal control applies to the entire entity or to any of its operating units or business processes, an understanding of internal control relating to each of the entity’s operating units and business processes may not be relevant to the audit.

· Controls relating to operations and compliance objectives may, however, be relevant to an audit if they pertain to data the auditor evaluates or uses in applying audit procedures. 

· Depth of Understanding of Internal Control

· Obtaining an understanding of internal control involves evaluating the design of a control and determining whether it has been implemented
· Evaluating the design of a control involves considering whether the control, individually or in combination with other controls, is capable of effectively preventing, or detecting and correcting, material misstatements.

· Implementation of a control means that the control exists and that the entity is using it.

· Obtaining an understanding of an entity’s controls is generally not sufficient to serve as testing the operating effectiveness of controls; 

· Risk assessment procedures to obtain audit evidence about the design and implementation of relevant controls may include:


·  Inquiring of entity personnel

· Observing the application of specific controls, 

· Inspecting documents and reports, and 

· Tracing transactions through the information system relevant to financial reporting;

· Characteristics of Manual and Automated Elements of Internal Control Relevant to the Auditor’s Risk Assessment
· Most entities make use of IT systems for financial reporting and operational purposes.

· However, even when IT is extensively used, there will be manual elements to the systems. 

· The balance between manual and automated elements varies. 

· As a result, an entity’s system of internal control is likely to contain manual and automated elements, the characteristics of which are relevant to the auditor’s risk assessment and further audit procedures based thereon.

· The use of manual or automated elements in internal control also affects the manner in which transactions are initiated, recorded, processed, and reported.

· The extent and nature of the risks to internal control vary depending on the nature and characteristics of the entity’s information system. Therefore in understanding internal control, the auditor considers whether the entity has responded adequately to the risks arising from the use of IT or manual systems by establishing effective controls.

· Advantages of IT in internal control:

· Generally, IT provides potential benefits of effectiveness and efficiency for an entity’s internal control because it enables an entity to:

· Consistently apply predefined business rules and perform complex calculations in processing large volumes of transactions or data;

· Enhance the timeliness, availability, and accuracy of information;

· Facilitate the additional analysis of information;

· Enhance the ability to monitor the performance of the entity’s activities and its policies and procedures;

· Reduce the risk that controls will be circumvented; and

· Enhance the ability to achieve effective segregation of duties by implementing security controls in applications, databases, and operating systems.

· Disadvantages of IT in internal control: 

· IT also poses specific risks to an entity’s internal control, including the following:
· Reliance on systems or programs that are inaccurately processing data, processing inaccurate data, or both.

· Unauthorized access to data that may result in destruction of data or improper changes to data, including the recording of unauthorized or nonexistent transactions, or inaccurate recording of transactions. Particular risks may arise where multiple users access a common database.

· The possibility of IT personnel gaining access privileges beyond those necessary to perform their assigned duties thereby breaking down segregation of duties.

· Unauthorized changes to data in master files.

· Unauthorized changes to systems or programs.

· Failure to make necessary changes to systems or programs.

· Inappropriate manual intervention.
· Potential loss of data or inability to access data as required.

· Advantages of manual system:

· Manual aspects of systems may be more suitable where judgment and discretion are required such as for the following circumstances:

· Large, unusual or non-recurring transactions.

· Circumstances where errors are difficult to define anticipate or predict.

· In changing circumstances that require a control response outside the scope of an existing automated control.

· In monitoring the effectiveness of automated controls.

· Disadvantages of manual system
· Manual controls are performed by people, and therefore pose specific risks to the entity’s internal control. 
· Manual controls may be less reliable than automated controls because they can be more easily bypassed, ignored, or overridden and they are also more prone to simple errors and mistakes. 
· Consistency of application of a manual control element cannot therefore be assumed.
· Manual systems may be less suitable for the following:

· High volume or recurring transactions, or in situations where errors that can be anticipated or predicted can be prevented or detected by control parameters that are automated.

· Control activities where the specific ways to perform the control can be adequately designed and automated.

· Limitations of Internal Control

· Internal control, no matter how well designed and operated, can provide an entity with only reasonable assurance about achieving the entity’s financial reporting objectives. 
· The likelihood of achievement is affected by limitations inherent to internal control. 
· These include the realities that human judgment in decision-making can be faulty and that breakdowns in internal control can occur because of human failures, such as simple errors or mistakes.

· Controls can be circumvented by the collusion of two or more people or inappropriate management override of internal control.
· COMPONENTS OF INTERNAL CONTROL
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for effective internal control, providing discipline and structure. The control environment includes the attitudes, awareness, policies, and actions of
management and the board of directors concerning the entity’s interal control and its importance in the entity.
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fairly presented in conformity with generally accepted accounting principles, estimates their significance, assesses the likelihood of their occurrence,
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Monitoring of controls A process to assess the quality of internal control performance over time. It involves assessing the design and operation of
controls on a timely basis and taking necessary corrective actions.





· Internal control, as discussed in this ISA, consists of the following components:

A. The control environment;
B. The entity’s risk assessment process;
C. The information system, including the related business processes, relevant to financial reporting, and communication;
D. Control activities;
E. Monitoring of controls;
A. The control environment management’s attitude and firm’s culture toward controls
· The ISA requires auditors to 'obtain an understanding of the control environment'.
Control environment is governance and management functions and the attitudes, awareness and actions of those charged with governance and management concerning the entity's internal control and its importance in the entity.
· The control environment sets the tone of an organisation and is the foundation for effective internal control, providing discipline and structure.
· The control procedures: control procedures mean those policies and procedures in addition to control environment which management has established to achieve the entities specific objectives.
· In evaluating the design of the entity’s control environment, the auditor considers the following elements and how they have been incorporated into the entity’s processes:

a. Communication and enforcement of integrity and ethical values : essential elements which influence the effectiveness of the design, administration and monitoring of controls. Does the board display integrity and have ethical rules been developed and implemented throughout the organization?
b. Commitment to competence:  management’s consideration of the competence levels for particular jobs and how those levels translate into requisite skills and knowledge. Does the board demonstrate a commitment to having well-trained staff who possess the right skills sets?
c. Participation by those charged with governance: independence from management, their experience and stature, the extent of their involvement and scrutiny of activities, the information they receive, the degree to which difficult questions are raised and pursued with management and their interaction with internal and external auditors. Has an audit committee been established to ensure good corporate governance?
d. Management’s philosophy and operating style: management’s approach to taking and managing business risks, and management’s attitudes and actions toward financial reporting, information processing and accounting functions and personnel. Is a specific department charged with overseeing the company’s risk management activities?
e. Organizational structure – the frame work, within which an entity’s activities for achieving its objectives are planned, executed, controlled and reviewed. Does the entity have an organizational structure which clearly identifies authority levels and employee’s responsibilities?
f. Assignment of authority and responsibility:  how authority and responsibility for operating activities are assigned and how reporting relationships and authorization hierarchies are established.

g. Human resource policies and practices: recruitment, orientation, training, evaluating, counseling, promoting, compensating and remedial actions.

· Application to Small Entities

· Small entities may implement the control environment elements differently than larger entities.

· For example, small entities might not have a written code of conduct but, instead, develop a culture that emphasizes the importance of integrity and ethical behavior through oral communication and by management example.
· Similarly, those charged with governance in small entities may not include an independent or outside member.
· The nature of an entity’s control environment is such that it has a pervasive effect on assessing the risks of material misstatement.  
· The auditor’s evaluation of the design of the entity’s control environment includes considering whether the strengths in the control environment elements collectively provide an appropriate foundation for the other components of internal control
· The existence of a satisfactory control environment can be a positive factor when assessing the risks of material misstatement 
· It may help to reduce the risk of fraud, although a satisfactory control environment is not an absolute deterrent to fraud. 
· Conversely, weaknesses in the control environment may undermine the effectiveness of controls and therefore be negative factors in the auditor’s assessment of the risks of material misstatement, in particular in relation to fraud.

· The control environment in itself does not prevent, or detect and correct a material misstatement in classes of transactions, account balances, and disclosures and related assertions. 
· The auditor, therefore, ordinarily considers the effect of other components along with the control environment when assessing the risks of material misstatement; for example, the monitoring of controls and the operation of specific control activities.

· Example:

· Simple structure - management of the company is dominated by Mr Saqib Shaikh, who is responsible for marketing, purchasing, and approving major transactions.  He has a good understanding of the business and the industry in which it operates
· Mr Saqib Shaikh is committed to hiring experienced personnel because of limited segregation of duties.
· Most of the significant accounting functions are performed by LUCKY, the bookkeeper, and Saqib’s secretary, Waqar. LUCKY was hired by the company in 2003, has a working knowledge of accounting fundamentals, and we have no reason to question her competence. 
· Saqib Shaikh and LUCKY regularly consult with our firm on routine accounting questions.  Our firm also assists in the preparation of the financial statements. 
· Saqib Shaikh considers lower taxes to be as important as financial results; he has a conservative attitude toward accounting estimates. 
· Board is composed of family members. It is not expected to monitor the business or owner-manager's activities. 
· Evaluation:
· Made enquiries of Saqib Shaikh regarding operating performance for the year compared with prior years, new investments, and financing activities during the year. He continues to demonstrate a conservative attitude toward business risks - company appears to have maintained a significant reduce beyond working capital, dividend, and compensating balance requirements of debt agreements. 
· There has been no turnover of personnel working directly with the accounting system. 
· Impact on audit: Due to size of company and lack of segregation of duties, we will perform substantive testing with no reliance on controls. 
B. The Entity’s Risk Assessment Process
· The auditor should obtain an understanding of the entity’s process for identifying business risks relevant to financial reporting objectives and deciding about actions to address those risks, and the results thereof;
· The risk assessment process should consider external and internal events and circumstances that may arise and adversely affect the entity’s ability to initiate record, process and report financial data consistent with the assertions of management in the financial statements.
· Our understanding of the entity's risk assessment process includes how management: 
· Identifies risks;
· Estimates the significance of the risks;
· Assesses the likelihood and frequency of their occurrence;
· Decides upon actions to manage them;
· Auditor inquires about business risks and considers whether they may result in material misstatement.
· Considerations for smaller entities 
· Basic concepts are relevant to every entity
· Risk assessment process likely to be less formal and less structured in smaller entities.
· Management nevertheless may be aware of risks related to these objectives without the use of a formal process but through direct personal involvement with employees and outside parties.
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a) Changes in operating environment. Changes in the regulatory or operating environment can result in changes in competitive pressures and significantly different risks.

b) New personnel. New personnel may have a different focus on or understanding of internal control.

c) New or revamped information systems. Significant and rapid changes in information systems can change the risk relating to internal control.

d) Rapid growth. Significant and rapid expansion of operations can strain controls and increase the risk of a breakdown in controls.

e) New technology. Incorporating new technologies into production processes or information systems may change the risk associated with internal control.

f) New business models, products, or activities. Entering into business areas or transactions with which an entity has little experience may introduce new risks associated with internal control.

g) Corporate restructurings. Restructurings may be accompanied by staff reductions and changes in supervision and segregation of duties that may change the risk associated with internal control.

h) Expanded foreign operations. The expansion or acquisition of foreign operations carries new and often unique risks that may affect internal control, for example, additional or changed risks from foreign currency transactions.
i) New accounting pronouncements. Adoption of new accounting principles or changing accounting principles may affect risks in preparing financial statements.

· Application to Small Entities

· The basic concepts of the entity’s risk assessment process are relevant to every entity, regardless of size, but 
· The risk assessment process is likely to be less formal and less structured in small entities than in larger ones. 
· All entities should have established financial reporting objectives, but they may be recognized implicitly rather than explicitly in small entities.
· Management may be aware of risks related to these objectives without the use of a formal process but through direct personal involvement with employees and outside parties.
C. Information System, Including the Related Business Processes, Relevant to Financial Reporting, and Communication:
· Definition: The information system relevant to financial reporting objectives, which includes the accounting system, consists of the procedures and records established to initiate, record, process, and report entity transactions and to maintain accountability for the related assets, liabilities, and equity.
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· The auditor needs to understand the accounting records, procedures, policies and processes relevant to an organization’s financial reporting requirements. Including the following areas:
a. The classes of transactions in the entity’s operations that are significant to the financial statements.

b. The procedures, within both IT and manual systems, by which those transactions are initiated, recorded, processed and reported in the financial statements.

c. The related accounting records, whether electronic or manual, supporting information, and specific accounts in the financial statements, in respect of initiating, recording, processing and reporting transactions.

d. How the information system captures events and conditions, other than classes of transactions that are significant to the financial statements.

e. The financial reporting process used to prepare the entity’s financial statements, including significant accounting estimates and disclosures.

· In obtaining this understanding, the auditor considers the procedures used to transfer information from transaction processing systems to general ledger or financial reporting systems.
· In obtaining an understanding, the auditor considers risks of material misstatement associated with inappropriate override of controls over journal entries and the controls surrounding non-standard journal entries.

· Auditor needs a detailed understanding of the procedures that govern both the computerized and manual systems which initiate, record, process and report business transactions in the financial statement. The auditor needs to consider: 
· The process for preparing and controlling journals
· The management of incorrect posting of transactions, such as the use of a suspense account 
· How any significant accounting estimates, such as depreciation, are reported?

· The items to be disclosed in the financial statements;
· The auditor also needs to understand the communication process used for financial reporting, including the roles and responsibilities involved in this process. 
· If senior managers are involved in this process then the auditors will be reassured that the controls are likely to be operating well;
· A well designed information system that is operating effectively can reduce the risk of material misstatement.
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· Application to Small Entities
· Information systems and related business processes relevant to financial reporting in small entities are likely to be less formal than in larger entities, but their role is just as significant. 
· Small entities with active management involvement may not need extensive descriptions of accounting procedures, sophisticated accounting records, or written policies. 
· Communication may be less formal and easier to achieve in a small entity than in a larger entity due to the small entity’s size and fewer levels as well as management’s greater visibility and availability.
D. Control Activities
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· The auditor should obtain a sufficient understanding of control activities:
· To assess the risks of material misstatement at the assertion level
· To design further audit procedures responsive to assessed risks
· Auditor is not required to understand all control activities related to each significant class of transactions, account balance, disclosure, etc
· The emphasis must be on controls in those areas where material misstatements are more likely;
· Primary consideration – whether and how a specific control activity prevents, detects and corrects material misstatements in classes of transactions, account balances or disclosures

· Which control activities are relevant to the audit?
· An audit does not require an understanding of all the control activities related to each significant class of transactions, account balance and disclosure in the f/s or to every assertion relevant to them Emphasis is on identifying and obtaining an understanding of control activities that address the areas where material misstatements are more likely to occur.
· Generally, control activities that may be relevant to an audit may be categorized as policies and procedures that pertain to the following:
a) Performance reviews: These control activities include reviews and analyses of actual performance versus budgets, forecasts, and prior period performance; together with analyses of the relationships and investigative and corrective actions; comparing internal data with external sources of information; 
b) Information processing: 
· A variety of controls are performed to check accuracy, completeness, and authorization of transactions. 
· The two broad groupings of information systems control activities are application controls and general IT-controls. 
· Application controls apply to the processing of individual applications. These controls help ensure that transactions occurred, are authorized, and are completely and accurately recorded and processed. 
· General IT-controls are polices and procedures that relate to many applications and support the effective functioning of application controls by helping to ensure the continued proper operation of information systems.
c) Physical controls: These activities encompass the physical security of assets, including adequate safeguards such as secured facilities over access to assets and records; authorization for access to computer programs and data files; and periodic counting and comparison with amounts shown on control records.
d) Segregation of duties:  Assigning different people the responsibilities of authorizing transactions, recording transactions, and maintaining custody of assets is intended to reduce the opportunities to allow any person to be in a position to both perpetrate and conceal errors or fraud in the normal course of the person’s duties. 

· Application to Small Entities
· The concepts underlying control activities in small entities are likely to be similar to those in larger entities, but the formality with which they operate varies.
·  Further, small entities may find that certain types of control activities are not relevant because of controls applied by management. 
·  An appropriate segregation of duties often appears to present difficulties in small entities. 
· Even companies that have only a few employees, however, may be able to assign their responsibilities to achieve appropriate segregation or, if that is not possible, to use management oversight of the incompatible activities to achieve control objectives.
E. Monitoring of Controls
· The auditor should understand how the entity monitors its internal controls over financial reporting and how it initiates corrective action.
· Monitoring of controls is a process to assess the quality of internal control performance over time. 

· It involves assessing the design and operation of controls on a timely basis and taking necessary corrective actions. 

· Monitoring is done to ensure that controls continue to operate effectively.

· In many entities, internal auditors or personnel performing similar functions contribute to the monitoring of an entity’s controls through separate evaluations. 

· They regularly provide information about the functioning of internal control, focusing considerable attention on evaluating the design and operation of internal control. 

· They communicate information about strengths and weaknesses and recommendations for improving internal control.

· When the auditor intends to make use of the entity’s information produced for monitoring activities, such as internal auditors’ reports, the auditor considers whether the information provides a reliable basis and is sufficiently detailed for the auditor’s purpose.

· Assessing the Risks of Material Misstatement
· The auditor should identify and assess the risks of material misstatement at the financial statement level, and at the assertion level for classes of transactions, account balances and disclosures
· For this purpose, the auditor should follow 4 steps to assess the risk of material misstatement: 
i. Identify risk through the process of obtaining an understanding of the entity and its environment
ii. Relate the risks to what can go wrong at the assertion level
iii. Consider whether the risks are of a magnitude can result in a material misstatement of the f/s
iv. Consider the likelihood that the risks could result in a material misstatement of the f/s

· In making risk assessments the auditor may identify controls that are likely to prevent, or detect and correct material misstatement in specific assertions

· Controls can be either directly or indirectly related to an assertion. The more indirect the relationship, the less effective that control may be in preventing, or detecting and correcting, misstatements in that assertion.
· The auditor’s understanding of internal control may raise doubts about the audit of an entity’s financial statements. 
· Concerns about the integrity of the entity’s management may be so serious as to cause the auditor to conclude that the risk of management misrepresentation in the financial statements is such that an audit cannot be conducted. 
· Also, concerns about the condition and reliability of an entity’s records may cause the auditor to conclude that it is unlikely that sufficient appropriate audit evidence will be available to support an unqualified opinion on the financial statements. 
· In such circumstances, the auditor considers a qualification or disclaimer of opinion, but in some cases the auditor’s only recourse may be to withdraw from the engagement.

· Significant Risks that Require Special Audit Consideration:

· The auditor should determine which of the risks identified are requiring special audit consideration; such risks are defined as “significant risks”.

· The identification of significant risks is part of the risk assessment process
· These arise on most audits 
· Their determination is a matter of professional judgment
· Effect of identified controls related to the risk excluded whilst performing 4 steps to assessing risk
· Often relate to significant non-routine transactions and judgmental matters
· Particular attention required on:
· Risks of material fraud;
· Complex or related party transactions;
· Information involving a wide range of measurement uncertainty;
· Transactions outside the normal course of business;
· The auditor should evaluate the design of the entity’s controls over significant risks, including relevant control activities and determine whether they have been implemented

· If management has not appropriately responded by implementing controls over significant risks and if, as a result, the auditor judges that there is a material weakness in the entity’s internal control, the auditor communicates this matter to those charged with governance.

· Risks for which Substantive Procedures Alone Do Not Provide Sufficient Appropriate Audit Evidence

· The auditor should evaluate the design and determine the implementation of the entity’s controls over those risks where it is not possible or practicable to reduce audit risk to an acceptably low level through substantive procedures alone
· Examples of situations where the auditor may find it impossible to design effective substantive procedures that by themselves provide sufficient appropriate audit evidence that certain assertions are not materially misstated include the following:
· An entity that conducts its business using IT to initiate orders for the purchase and delivery of goods based on predetermined rules of what to order and in what quantities and to pay the related accounts payable based on system-generated decisions initiated upon the confirmed receipt of goods and terms of payment. No other documentation of orders placed or goods received is produced or maintained, other than through the IT system.
· An entity that provides services to customers via electronic media (for example, an Internet service provider or a telecommunications company) and uses IT to create a log of the services provided to its customers, initiate and process its billings for the services and automatically record such amounts in electronic accounting records that are part of the system used to produce the entity’s financial statements.
· Revision of Risk Assessment

· The risk assessment is based on available audit evidence – this may change during the course of the audit as additional audit evidence is obtained;
· The auditor may need to revise his risk assessment and modify the further audit procedures accordingly;
· Communicating with Those Charged with Governance and Management

The auditor should make those charged with governance or management aware, as soon as practicable, and at an appropriate level of responsibility, of material weaknesses in the design or implementation of internal control which have come to the auditor’s attention.

Documentation
· Documentation should cover:
· The discussion among the engagement team
· Key elements of the understanding obtained
· The sources of information
· The risk assessment process
· The identified and assessed risks
· Significant risks evaluated
· Risks evaluated for which substantive procedures alone
· Small company’ references:

· Para 34 – small entities have less formal objectives and strategies; we need to observe, and enquire with management
· Para 40 – same for measuring performance, but management will always have some key indicators
· Para 48 – when judging relevance of controls, size of entity is a valid consideration
· Para 66 – controls are more limited, and more easily overridden, in small entities
· Para 79 – in small companies, risk assessment processes are less formal 
· MATERIALITY ISA 320

· INTRODUCTION

· The purpose of this standard is to provide guidance on: 
· Responsibility of the auditor is to consider the materiality and its relationship with audit risk.
· Materiality: Information is material if its omission or misstatement could influence the economic decisions of users taken on the basis of the financial statements. 
· The assessment of what is material is a matter of professional judgment.
· Materiality can be qualitative or quantitative. Qualitative materiality means that the decision of the user is affected for any reason not related to amount. (I.e. illegal payments, inadequate description of accounting policy, non compliance of law and regulation, breach of social responsibility) 


· The auditor should consider the effect of smaller amount of misstatement that could cumulatively become material.
· Materiality should be considered at two different levels:
· At the financial statement level 

· At the account balance/class of transaction/ disclosure level 
· For materiality the auditor should consider the regulatory requirement which could result different materiality levels for different account balance

· Materiality is considered by the auditor when 

· At planning stage in determining the nature timing and extent of audit procedures

· When evaluating the effect of misstatement on auditor’s report.

· RELATIONSHIP BETWEEN MATERIALITY AND AUDIT RISK 

· The auditor takes an inverse relationship between the audit risk and the materiality level. When the audit risk increase the auditor reduces the materiality level, hence increasing the sample size and reducing the detection risk.

· We should always consider the materiality with reference to audit risk

· When the audit risk increases the auditor can either:
· Reduce the risk of material misstatement by extending test of controls OR

· Reducing the detection risk by modifying the nature timing and extent of audit procedures

· Auditor’s assessment of materiality can be different at the planning stage and at the time when the effects of misstatement is considered because the auditor can become aware of circumstances which were not known to him at the time of planning.
· Tolerable error:

· The maximum error the auditor can tolerate. 
· Tolerable error is an amount lower or equal to materiality.
·  The more the margin of safety requires the lower the tolerable error would need to be.

· Tolerable error never exceed Materiality

· EVALUATING THE EFFECTS OF MISSTATEMENT

· The objective of the audit is to express an opinion whether the financial statements are free from material misstatements
· The auditor considers the misstatement with the tolerable error

· Total misstatement means (Specific errors identified by the auditor including the effects of misstatement identified in the prior audits) + projected errors

· If the misstatement approaches the materiality level the auditor needs to reduce the audit risk by extending the audit procedures or requesting management to adjust the financial statements.

· In any event, management may need to adjust the financial statements for the misstatements identified.
· If management does not adjust the misstatement the auditor should consider the impact on the auditors report.
· Auditors to assess reporting materiality use the following materiality guidelines: 

	Pre-tax income
	5-10%

	Net (or after-tax) income
	5-10%

	Gross revenue
	0.5-1%

	Equity
	5-10%

	Total assets
	0.5-1%


NOTE: (This chart is only for guidance purposes)

· Where an entity's results are expected to be "normal", then reporting materiality is based on after tax income amounts. 
· However, where the entity incurs losses, has potential going concern problems or the results are in other ways unusual, materiality may be based on one or more of the other factors referred to above.
· For example, if the entity is incurring losses, both before and after tax, the auditor may use total assets or total revenue, whichever is the greater.
· The final assessment of reporting materiality is subjective and depends on the auditor's perception of, for example, what information is relevant, who the users of the financial statements are, what decisions the users may make and what would influence those decisions.

· Note that financial statements may be materially misstated as a result of either a quantitative misstatement (in relation to its monetary value) or a qualitative misstatement (in relation to its accuracy of presentation, disclosure, description
· AUDIT EVIDENCE ISA 500
· INTRODUCTION 
· The purpose of this standard is to provide guidance on:
· What constitutes audit evidence in an audit of financial statements

· The quantity and quality of audit evidence to be obtained, and 

· The audit procedures that auditors use for obtaining that audit evidence.
· Audit evidence assists the auditor in drawing an opinion on the financial statements.
· What does the concept of audit evidence mean?  
· Audi t evidence is the by product of the audit procedures. 
· The result of audit procedures in the form of evidence is called audit evidence.
· “Audit evidence” is all the information used by the auditor in arriving at the conclusions on which the audit opinion is based, and includes the information contained in the accounting records underlying the financial statements and information.

· The auditor in expressing the audit opinion provides a reasonable assurance after considering the sufficient appropriate audit evidence.

· Auditors are not expected to address all information that may exist.
· Audit evidence, which is cumulative in nature, includes audit evidence obtained from audit procedures performed during the course of the audit and may include audit evidence obtained from other sources.
·  Accounting records are basically the underlying evidence that the financial statements are consistent. Merely by reviewing the accounting records the auditor can not obtain the sufficient appropriate audit evidence and procedures like inquiry confirmations etc are required to be performed to support the audit opinion.

· Sufficient appropriate audit evidence:
· The auditor in expressing the audit opinion provides a reasonable assurance after considering the sufficient appropriate audit evidence.

· It is difficult to set out precisely as to what constitute sufficient audit evidence. 
· The slandered sets out certain indicators to judge the sufficiency and appropriateness of audit evidence.
· Audit risk and materiality

· Experience gained in previous audit

· Result of audit procedures
· Reliability of audit evidence  
· Sufficiency is the measure of the quantity of audit evidence. 
· The quantity of audit evidence needed is affected by the risk of misstatement:

· The greater the risk (inherent risk and control risk), the more audit evidence is likely to be required)
· The lower the detection risk the auditor can assume, the higher the audit evidence would need to be. 
· Appropriateness of audit evidence relates to the quality, reliability, persuasiveness. 

· The auditor uses the professional judgment in analyzing the quality of audit evidence. Accordingly, the sufficiency and appropriateness of audit evidence are interrelated. However, the poor quality of the audit evidence can not be supported by the higher quantity.

· The quality of audit evidence needed is affected by the risk of misstatement (the higher the quality, the less audit evidence may be required)
· What are the factors which affects the reliability of audit evidence?
· The reliability of audit evidence is influenced by its source and by its nature and is dependent on the individual circumstances under which it is obtained.

· There are certain guide lines /generalizations which are used by auditor to evaluate appropriateness of audit evidence.

· Audit evidence in written form is more reliable than oral. 

· Audit evidence in the form of original is more reliable than photo copies.

· Audit evidence obtained from external sources is more reliable than audit evidence obtained from internal sources.

· Audit evidence obtained directly is more reliable than audit evidence through inference.

· Audit evidence obtained from internal sources is more reliable when internal controls are effective.
· An audit rarely involves the authentication of documentation, nor is the auditor trained as or expected to be an expert in such authentication. However, the auditor considers the reliability of the information to be used as audit evidence.( he can appoint expert for any authentication)
· The auditor ordinarily obtains more assurance from consistent audit evidence obtained from different sources or of a different nature than from items of audit evidence considered individually. In addition, obtaining audit evidence from different sources or of a different nature may indicate that an individual item of audit evidence is not reliable.
· The auditor considers the relationship between the cost of obtaining audit evidence and the usefulness of the information obtained. However, the matter of difficulty or expense involved is not in itself a valid basis for omitting an audit procedure for which there is no alternative.

· The auditor to obtain reliable audit evidence, the information upon which the audit procedures are based needs to be sufficiently complete and accurate.

· Financial statements assertions 
· Financial statements are responsibility of entity’s management. 
· The financial statements represent a series of management assertion.
· It is the responsibility of auditor to obtain and evaluate audit evidence to verify such assertions. 
· A given set of audit procedures may provide audit evidence that is relevant to certain assertions, but not others. For example:
· One assertion can be verified by one audit evidence.

· Many assertions can be verified by many audit evidences.

· Many assertions can be verified by one audit evidence.
· Assertions used by the auditor fall into the following categories:

A.  Assertions about profit loss account: 
1. Occurrence—transactions and events  have been occurred and recorded; 
2. Completeness—all transactions and events are completely recorded
3. Accuracy—amounts and other data relating to recorded transactions appropriately.

4. Cutoff—transactions and events have been recorded in the correct accounting period.

5. Classification—transactions and events have been recorded in the proper accounts.

B. Assertions about account balances at the period end:

1. Existence—assets, liabilities, and equity interests exist.

2. Rights and obligations—the entity holds or controls the rights to assets, and liabilities are the obligations of the entity.

3. Completeness—all assets, liabilities and equity interests that should have been recorded have been recorded.

4. Valuation and allocation—assets, liabilities, and equity interests are included in the financial statements at appropriate amounts.
C. Assertions about presentation and disclosure:

1. Occurrence and rights and obligations-disclosed events, transactions, and other matters have occurred.
2. Completeness—all disclosures that should have been included in the financial statements have been included. 

3. Classification and understandability—financial information is appropriately presented and described, and disclosures are clearly expressed.

4. Accuracy and valuation—financial and other information are disclosed fairly and at appropriate amounts.
· The following table would help understanding the assertions.
	ASSERTION
	RELATED TO
	EXPLAINATION

	EXISTENCE
	ACCOUNT BALANCE
	assets and liabilities exist

	VALUATION
	ACCOUNT BALANCE/ PRESENTATION AND DISCLOSURE
	appropriately valued

	RIGHTS AND OBLIGATION
	ACCOUNT BALANCE
	right to use the asset and obligation to pay liability

	COMPLETENESS
	ACCOUNT  BALANCE/ CLASS OF TRANSACTION/ PRESENTATION AND DISCLOSURE
	no unrecorded transaction

	OCCURRENCE
	CLASS OF TRANSACTION/PRESENTATION AND DISCLOSURE
	transaction and event pertains to the entity

	ACCURACY
	CLASS OF TRANSACTION/ PRESENTATION AND DISCLOSURE
	transactions are appropriately recorded

	CUTOFF
	CLASS OF TRANSACTION
	recorded in the correct accounting period

	CLASSIFICATION
	CLASS OF TRANSACTION/ PRESENTATION AND DISCLOSURE
	recorded in the appropriate accounts


· Audit Procedures for Obtaining Audit Evidence:
· What are the procedures which an auditor should perform to obtained audit evidence?

· Following are audit procedures which are performed by the auditor in obtaining Audit evidence

· Risk assessment procedures 
· Test of control 

· Substantive procedures

· Risk assessment procedures:
· Risk assessment procedures provide audit evidence about areas where there is a high risk of material misstatements. 
· Risk assessment procedures do not themselves provide audit evidence about misstatements, they only identify risk of material misstatements that is why the auditor should perform further audit procedures i.e.: Test of controls and substantive procedures

· Test of control:

· Test of controls are performed to assess the effectiveness of the internal control and to support a lower control risk.
·  The management is responsible for the suitable design and effective operations of accounting and internal control systems. 
· The auditor tests the design and operation of internal controls by performing Test of control procedures.
· Test of controls are necessary in following circumstances:
· When there is an expectation that the controls are effective and to support the lower control risk

· When the substantive procedures do not provide sufficient appropriate audit evidence to reduce the risk to an acceptably low level.

· However when the auditor expect the control to be ineffective then the auditor assumes the higher control risk and reduces the detection risk by extending the nature timing and extent of substantive audit procedures.
· Substantive procedures
· Substantive procedures are performed to identify the material misstatements is the financial statements. Substantive procedures are of two types

1. TEST OF DETAILS OF TRANSACTIONS

2. ANALYTICAL REVIEW PROCEDURES

· Test of details of transaction means the details testing of account balance and class of transactions by performing procedures like Confirmations to debtors, creditors or review of the subsequent payments

· Analytical procedures are analysis of significant ratios and trends to identify the deviations or variations. Analytical procedures are   performed when there exist a plausible relationship. The analytical review can be done by

· Comparison of the current year with the prior years

· Comparison of current year with the budgets

· Comparison of current year with the industry averages

· Analytical review involves considering of both the financial and non financial data

· Irrespective of the effectiveness of internal controls the control risk cannot be reduced to zero as there are inherent limitations of internal control system, therefore there would always be a need to perform substantive procedures.

· What are the modes of obtaining audit evidence?
· Following are the modes of obtaining audit evidence:

A. INQUIRY
· Inquiry consists of seeking information of knowledgeable persons, both financial and non-financial, throughout the entity or outside the entity.

· In respect of some matters, the auditor obtains written representations from management to confirm responses to oral inquiries

B. INSPECTION

· Inspection consists of examining records or documents, whether internal or external, in paper form, electronic form, or other media.

· Inspection of tangible assets consists of physical examination of the assets.
C. OBSERVATION
· Observation consists of looking at a process or procedure being performed by others

D. REPERFORMANCE

· Re-performance is the auditor’s independent execution of procedures or controls that were originally performed as part of the entity’s internal control
E. CONFIRMATION

· Confirmation, which is a specific type of inquiry, is the process of obtaining a representation of information or of an existing condition directly from a third party.
Confirmations are frequently used in relation to account balances and their components, but need not be restricted to these items.

F. RECALCULATION

· Recalculation consists of checking the mathematical accuracy of documents or records. Recalculation can be performed through the use of information technology, for example, by obtaining an electronic file from the entity and using CAATs to check the accuracy of the summarization of the file.

G. ANALYTICAL REVIEW

· Analytical procedures consist of evaluations of financial information made by a study of plausible relationships among both financial and non-financial data.

· These procedures can be performed as RISK ASSESSMENT PROCEDURES, TEST OF CONTROL OR SUBSTANTIVE PROCEDURES to obtain audit evidence depending upon their intended use.
AUDIT RISK HAS THREE COMPONENETS

1. INHERENT RISK

2. CONTROL RISK

3. DETECTION RISK

· INHERENT RISK is the susceptibility of an account balance or class of transaction to misstatement, assuming that there are no related internal controls. For example cash in hand by its nature susceptible to misstatement  

· CONTROL RISK is the risk that the internal control of an entity would not detect and correct the misstatement. Internal controls have some inherent limitations for example Management override of a control or the internal controls are directed towards routine transactions

· Both inherent risk and control risk are client specific risk

· DETECTION RISK is the risk that the audit procedures would not detect a material misstatement. 
· The auditor can reduce the detection risk by:
· In case the detection risk relates to sampling risk then by extending the audit procedures 

· In case the detection risk relates to non sampling risk then by proper supervision, review and planning

· WHEN THE CONTROL AND INHERENT RISK ARE HIGH THE AUDITOR ASSUMES A LOWER DETECTION RISK TO REDUCE AUDIT RISK TO AN ACCEPTABLY LOW LEVEL

· When lower detection risk is assumed then

· Sample size is increased

· Sample risk is reduced

· Non sampling risk is reduced

· Satisfaction level increases

· Extent of audit procedures is increased

· The auditor assesses the risk for each material account balance and class of transaction at the assertion level
· Risk based auditing means that the auditor would assess the risk and on that basis would determine the nature timing and extent of audit procedures. Risk would determine the extent of testing to be performed. 

· EXTERNAL CONFIRMATION ISA 505
INTODUCTION:
The purpose of this ISA) is to provide guidance on use of external confirmations as a means of obtaining audit evidence.

External confirmation is the process of obtaining and evaluating audit evidence through a representation of information or an existing condition directly from a third party in response to a request for information about a particular item affecting assertions in the financial statements or related disclosures. 

When and where external confirmation can be used to obtain sufficient appropriate audit evidence?
· The auditor should determine whether the use of external confirmations is necessary to obtain sufficient appropriate audit evidence at the assertion level.

· External confirmations are frequently used in relation to account balances and their components, but need not be restricted to these items.
· For example, the auditor may request external confirmation of the terms of agreements or transactions an entity has with third parties. The confirmation request is designed to ask if any modifications have been made to the agreement, and if so what the relevant details are. 
· External confirmations may also be used to obtain audit evidence about the absence of certain conditions, for example, the absence of a “side agreement” that may influence revenue recognition. 
· Other examples of situations where external confirmations may be used include the following:

· Bank balances and other information from bankers.

· Accounts receivable balances.

· Stocks held by third parties at bonded warehouses for processing or on consignment.
· Property title deeds held by lawyers or financiers for safe custody or as security.

· Investments purchased from stockbrokers but not delivered at the balance sheet date.

· Loans from lenders.

· Accounts payable balances.
· What are the factors which can affect the reliability of audit evidence obtained from external confirmation?
· Factors affecting the reliability of confirmations include
· The control the auditor exercises over confirmation requests and responses, 
· The characteristics of the respondents, and 
· Any restrictions included in the response or imposed by management.

· What assertions are verified of account receivable when an auditor performs procedure of external confirmation?
· External confirmation of an account receivable provides reliable and relevant audit evidence regarding the existence of the account as at a certain date.

· Confirmation also provides audit evidence regarding the operation of cutoff procedures. 

· However, such confirmation does not ordinarily provide all the necessary audit evidence relating to the valuation assertion, since it is not practicable to ask the debtor to confirm detailed information relating to its ability to pay the account.
Design of the External Confirmation Request:
· What are the responsibilities of an auditor regarding the designing external confirmation request?
· The auditor should tailor external confirmation requests to the specific audit objective. 
· When designing the request, the auditor considers:

a. The assertions being addressed and
b. The factors those are likely to affect the reliability of the confirmations. 
· Factors such as:

· The form of the external confirmation request, 
· Prior experience on the audit or similar engagements,
· The nature of the information being confirmed, and 
· The intended respondent, 
· These factors affect the design of the requests because these factors have a direct effect on the reliability of the audit evidence obtained through external confirmation procedures.

· Also, in designing the request, the auditor considers the type of information respondents will be able to confirm readily since this may affect the response rate and the nature of the audit evidence obtained.
· Confirmation requests ordinarily include management’s authorization to the respondent to disclose the information to the auditor. 
· Respondents may be more willing to respond to a confirmation request containing management’s authorization, and in some cases may be unable to respond unless the request contains management’s authorization.
Use of Positive and Negative Confirmations:
· The auditor may use positive or negative external confirmation requests or a combination of both.
· What is the meaning of positive confirmation and when it is suitable to send positive confirmation request?
· A positive external confirmation request asks the respondent to reply to the auditor in all cases either by indicating the respondent’s agreement with the given information, or by asking the respondent to fill in information.
· A response to a positive confirmation request is ordinarily expected to provide reliable audit evidence.

· There is a risk; however, that a respondent may reply to the confirmation request without verifying that the information is correct. The auditor is not ordinarily able to detect whether this has occurred. 
· The auditor may reduce this risk, however, by using positive confirmation requests that do not state the amount (or other information) on the confirmation request, but ask the respondent to fill in the amount or furnish other information.
· On the other hand, use of this type of “blank” confirmation request may result in lower response rates because additional effort is required of the respondents.
· What is the meaning of negative confirmation and when it is suitable to send negative confirmation request?

· A negative external confirmation request asks the respondent to reply only in the event of disagreement with the information provided in the request. 

· However, when no response has been received to a negative confirmation request, the auditor remains aware that there will be no explicit audit evidence that intended third parties have received the confirmation requests and verified that the information contained therein is correct. Accordingly, the use of negative confirmation requests ordinarily provides less reliable audit evidence than the use of positive confirmation requests, and the auditor considers performing other substantive procedures to supplement the use of negative confirmations.

· Negative confirmation requests may be used to reduce the risk of material misstatement to an acceptable level when:

· The assessed risk of material misstatement is lower;

· A large number of small balances are involved;

· A substantial number of errors is not expected; and

· The auditor has no reason to believe that respondents will disregard these requests.
· When it is suitable to send a combination of positive and negative external confirmations request?

· A combination of positive and negative external confirmations may be used.
· For example, where the total accounts receivable balance comprises a small number of large balances and a large number of small balances, the auditor may decide that it is appropriate to confirm all or a sample of the large balances with positive confirmation requests and a sample of the small balances using negative confirmation requests.
Management Requests:
· What is the auditor’s duty in case of balances for which management has requested for not sending the confirmation?  
· When the auditor seeks to confirm certain balances or other information, and management requests the auditor not to do so, the auditor should consider whether there are valid grounds for such a request and obtain audit evidence to support the validity of management’s requests. 
· If the auditor agrees to management’s request not to seek external confirmation regarding a particular matter, the auditor should apply alternative audit procedures to obtain sufficient appropriate audit evidence regarding that matter

· If the auditor does not accept the validity of management’s request and is prevented from carrying out the confirmations, there has been a limitation on the scope of the auditor’s work and the auditor should consider the possible impact on the auditor’s report.
· When considering the reasons provided by management, the auditor applies an attitude of professional skepticism and considers whether the request has any implications regarding management’s integrity.
· The auditor considers whether management’s request may indicate the possible existence of fraud or error.

Characteristics of Respondents:
· Is it necessary to understand the characteristics of respondents when sending confirmations? 
· The reliability of audit evidence provided by a confirmation is affected by the respondent’s competence, independence, authority to respond, knowledge of the matter being confirmed, and objectivity. 
· For this reason, the auditor attempts to ensure, where practicable, that the confirmation request is directed to an appropriate individual.
· The auditor also assesses whether certain parties may not provide an objective or unbiased response to a confirmation request. 
· Information about the respondent’s competence, knowledge, motivation, ability or willingness to respond may come to the auditor’s attention. 
· The auditor considers the effect of such information on designing the confirmation request and evaluating the results, including determining whether additional audit procedures are necessary.

· The auditor also considers whether there is sufficient basis for concluding that the confirmation request is being sent to a respondent from whom the auditor can expect a response that will provide sufficient appropriate audit evidence. 

· For example, the auditor may encounter significant unusual year-end transactions that have a material effect on the financial statements, the transactions being with a third party that is economically dependent upon the entity. 
· In such circumstances, the auditor considers whether the third party may be motivated to provide an inaccurate response.
The External Confirmation Process:
· What are the controls an auditor should put in place when sending the confirmation to external parties?
· When performing confirmation procedures, the auditor should maintain control over: 
· The process of selecting those, to whom a request will be sent,

· The preparation and sending of confirmation requests, and 
· The responses to those requests

· The auditor ensures that it is the auditor who sends out the confirmation requests, that 
· The requests are properly addressed, and that 
· It is requested that all replies are sent directly to the auditor. 
· The auditor considers whether replies have come from the purported senders.
No Response to a Positive Confirmation Request

· The auditor should perform alternative audit procedures where no response is received to a positive external confirmation request. The alternative audit procedures should be such as to provide audit evidence about the assertions that the confirmation request was intended to provide.
· Where no response is received, the auditor ordinarily contacts the recipient of the request to elicit a response. 

· Where the auditor is unable to obtain a response, the auditor uses alternative audit procedures.

Reliability of Responses Received

· The auditor considers whether there is any indication that external confirmations received may not be reliable. 
· The auditor considers the response’s authenticity and performs audit procedures to dispel any concern.

· The auditor may choose to verify the source and contents of a response in a telephone call to the purported sender. 
· In addition, the auditor requests the purported sender to mail the original confirmation directly to the auditor.
·  With ever-increasing use of technology, the auditor considers validating the source of replies received in electronic format (for example, fax or electronic mail).

· Oral confirmations are documented in the work papers.
·  If the information in the oral confirmations is significant, the auditor requests the parties involved to submit written confirmation of the specific information directly to the auditor.
Causes and Frequency of Exceptions:
· When the auditor forms a conclusion that the confirmation process and alternative audit procedures have not provided sufficient appropriate audit evidence regarding an assertion, the auditor should perform additional audit procedures to obtain sufficient appropriate audit evidence.

· In forming the conclusion, the auditor considers the:

· Reliability of the confirmations and alternative audit procedures;

· Nature of any exceptions, including the implications, both quantitative and qualitative of those exceptions; and

· Audit evidence provided by other audit procedures.

· Based on this evaluation, the auditor determines whether additional audit procedures are needed to obtain sufficient appropriate audit evidence.

External Confirmations Prior to the Year-end:

· When the auditor uses confirmation as at a date prior to the balance sheet to obtain audit evidence to support an assertion, 
· The auditor obtains sufficient appropriate audit evidence that transactions relevant to the assertion in the intervening period (remaining or un audited period) have not been materially misstated.

· ANALYTICAL PROCEDURES ISA 520

· INTRODUCTION:

The purpose of this ISA 520 is to guidance on the application of analytical procedures during an audit.
Analytical procedures: 

· “Analytical procedures” means the analysis of significant ratios and trends including the resulting investigation of fluctuations and relationships that are inconsistent with other relevant information or deviate from predicted amounts. 
· Analytical procedures include:

· The comparison of financial information with, for example:

· Comparable information for prior periods;

· Anticipated results - e.g. budgets, forecasts or auditor’s expectations; 

· Similar industry information
· The consideration of relationships between elements of financial information expected to conform to a predictable pattern, e.g. gross profit margins;

· The consideration of relationships between financial information and relevant non-financial information, e.g. payroll costs to number of employees

· It is the study of relationship among the financial and non-financial data including the investigation of identified fluctuations and relationships which are in consistent with others or which deviated from predicted amount.
· Examples: The relationship between the salary cost of a department and the no of employees Relationship between the units dispatched by a cement company and no of cement bags consumed

· Relationship between the Newspapers used and no of rooms occupied in a hotel

USE OF ANALYTICAL PROCEDURES BY THE AUDITOR

· Analytical procedures are used in the three stages of the audit:
1) To assist the auditor in planning the nature, timing and extent of other audit procedures;
2) As substantive procedures when their use can be more effective or efficient than tests of details; and
3) As an overall review of the financial statements in the final review stage of the audit.
USE OF ANALYTICAL PROCEDURES BY THE AUDITOR

1. Use of analytical procedures as a risk assessment procedures to understand the entity and environment

· The auditor should apply analytical procedures at the planning stage to assist in understanding the business and in identifying areas of potential risk.
·  (ISA 315 Para 10 says) Analytical review procedures should be applied initially which might indicate the deviations and also indicate the risks associated with the FS. The auditor before using the analytical procedures should have a clear understanding of plausible relationships and expected pattern that would be used as a bench mark for the analysis. 

· Application of these procedures might indicate the areas about which the auditor was unaware and will also assist in deciding the nature timing and extent of the audit procedures.

· Example: After getting the first draft financial statement and at the time of making an over all audit plan the auditor would calculate the GP RATIO, CURRENT RATIO, and NP RATIO AND DEBTOR’R TURNOVER RATIO. The auditor would have a benchmark in mind about the results of the ratios, which would be guided by the prior year’s accounts, industry data or the general understanding of the auditor about the entity. After calculating the actual ratios auditor might identify areas of concern and misstatement.
2. Use of Analytical procedures as substantive procedures 

· Before discussing we should know what the substantive procedures are: Substantive procedures are the procedures performed to detect a material misstatement at the assertion level and includes
1) TEST OF DETAILS OF TRANSACTION

2) ANALYTICAL PROCEDURES
· The use of any of the above depends on many factors, which would all be directed towards the fact that the objective in effectively and efficiently achieved in reducing the risk to an acceptably low level.

· As discussed earlier auditor would need the information to apply analytical procedures (ex budgets, non financial information).
· The auditor would inquire from the management about the information and at times it is efficient to use the analytical procedures as substantive procedures provided that the auditor is satisfied that the information is prepared appropriately.

· While using the analytical review procedures the auditor would need to consider:
A. Suitability of using the ARP as substantive procedures
· Using ARP as a substantive procedure would generally be applicable where there is a large volume of data which is tend to be predictable over the period and based on the expectation that the relationship exists between the data and this might provide evidence about the accuracy, occurrence and completeness about the information. 
· The reliance to be placed on the ARP as substantive would depend on the following.

a) The assessment of the risk of material misstatement. The auditor considers the understanding of the entity and its internal control, the materiality and likelihood of misstatement of the items involved, and the nature of the assertion in determining whether substantive analytical procedures are suitable.
· For example, if controls over sales order processing are weak, the auditor may place more reliance on tests of details rather than substantive analytical procedures for assertions related to receivables.
b) Any tests of details directed toward the same assertion. Substantive analytical procedures may also be considered appropriate when tests of details are performed on the same assertion. 
· For example, when auditing the collectability of accounts receivable, the auditor may apply substantive analytical procedures to an aging of customers’ accounts in addition to tests of details on subsequent cash receipts.
B. Reliability of the data:
· The reliability of data is influenced by its source and by its nature and is dependent on the circumstances under which it is obtained. 

· In determining whether data is reliable for purposes of designing substantive analytical procedures, the auditor considers the following:
· Sources of information available(external sources are more reliable than internal)
· Comparability of the information available

· Nature and relevance of information available

· Controls over preparation of information

· The auditor may test the control over the preparation of information and at times the non-financial information can be tested in conjunction with the financial information.
· When such controls are effective, the auditor has greater confidence in the reliability of the information and, therefore, in the results of substantive analytical procedures

C. Whether the expectation is sufficiently precise
· In assessing whether the expectation can be developed sufficiently precise to identify a material misstatement at the desired level of assurance, 

· the auditor considers factors such as the following:

· The accuracy with which the expected results of substantive analytical procedures can be predicted. 
· For example, the auditor will ordinarily expect greater consistency in comparing gross profit margins from one period to another than in comparing discretionary expenses, such as research or advertising.
· Degree at which information can be disaggregated
· For example, analytical procedures are generally more effective when applied to individual sections of a business.
· Availability of the information
· For example, the auditor considers whether financial information, such as budgets or forecasts, and non-financial information, such as the number of units produced or sold, is available to design substantive analytical procedures. If the information is available, the auditor also considers the reliability of the information
D. Difference between the recorded and the expected amount is Acceptable

· The tolerance limit needs to be set and then the actual results are compared with the expected results and the factors that would be involved in setting the tolerance would depend on the materiality etc. 
· If the auditor is involved in an interim audit the substantive procedures can be applied at that stage and later at the final stage once again provided auditor thinks that the final figures would also confirm the expected pattern. 
3. Use of analytical procedures as an over all review at the end of the audit
· The auditor should apply analytical procedures at the end of the audit when forming an overall conclusion as to whether the financial statements as a whole are consistent with the auditor’s knowledge of the business.
· The review might confirm and corroborate the audit evidences obtained from other sources or it even indicates the other areas where the auditor would need to apply additional audit procedures.
Investigation of unusual items

· When analytical procedures identify significant fluctuations or relationships that are inconsistent with other relevant information or that deviate from predicted amounts, the auditor should investigate and obtain adequate explanations and appropriate corroborative evidence.
· The investigation of unusual fluctuations begins with inquiries of management, followed by:
· Corroboration with the auditor’s understanding of the entity or with other evidences

· Use of additional audit procedures when the information provided by the management is not appropriate or the management does not provide any information 

Concluding comments:
· Analytical procedures generally provide less reliable substantive evidence than tests of detail.  Therefore they are rarely used as a sole source of evidence.
· The choice of AP to use will vary depending on the industry in which the auditor  operates and the data available.
· Judgment always needs to be exercised when:

· Deciding which AP to use;

· Deciding which data to use;

· Identifying relationships; and

· Reaching conclusions
· AUDIT SAMPLING AND OTHER MEANS OF TESTING ISA 530
· INTRODUCTION:
· Testing all of the transactions entered into by an audit client would clearly be both impractical and uneconomic – consequently auditors have always had recourse to sampling in the course of gathering sufficient and appropriate audit evidence to support their audit opinion

· When designing audit procedures, the auditor should determine appropriate means for selecting items for testing so as to gather sufficient appropriate audit evidence to meet the objectives of the audit procedures.
· The objective of the auditor when using audit sampling is:

· To design and 
· Select the audit sample,
· Perform audit procedures on the sample items, and 
· Evaluate the results from the sample in a manner that will provide an appropriate basis for the auditor to draw conclusions about the population from which the sample is drawn.
DEFINITIONS:

1) Sampling means application of audit procedures to less then 100% of items in a way that all sampling units have a chance of selection

2) Sampling unit means individual items constituting a population (i.e. an account, a transaction, or document in support of transaction). Sampling units are identified in relation to objective of test
3) Error with reference to test of control means control deviation, and misstatement when performing test of details

4) Anomalous error is an error which arises from an isolated event which is not representative of the total population, hence can not be projected

5) Population is the entire set of data from which sample is selected

Sampling risk Sampling risk is the risk that the sample is not representative of the population from which it is drawn and thus the auditor’s conclusion is different to that which would be reached if the whole population was examined. (It might affect efficiency or effectiveness of the audit)
· Sampling risk has two components

i. ‘The risk of incorrect rejection which arises when the sample indicates a higher level of errors than is actually the case or the risk that the auditor will conclude on the basis of the evidence that the controls are not working/that material error does exist when the controls are working/material error does not exist (type 1 error) 
· This situation is usually resolved by additional audit work being performed. This risk affects audit efficiency but should not affect the validity of the resulting audit conclusion.
ii. The risk of incorrect acceptance when material error is not detected in a population because the sample failed to select sufficient items containing errors or the risk that the auditor will conclude on the basis of the evidence that the controls are working/that material error does not exist when the controls are not working/material error does exist (type 2error) 
· This risk, which affects audit effectiveness, can be quantified using statistical sampling techniques. Although it is possible that an unqualified auditors’ report could be issued inappropriately, such errors should be detected by other complementary audit procedures (assuming that the sample size is appropriate to the level of detection risk).

1) Non sampling risk arises from factor not related to sample size ( in appropriate procedures, auditor might misinterpret audit evidence)
· Non-sampling risk is when an auditor reaches an erroneous conclusion for reasons unconnected with the sampling procedures – for example in circumstances where the auditor tests an item which is in error but does not appreciate that it is in error. 
· Non sampling risk may arise due to following reasons:
a. Failure to investigate significant fluctuations in relationships when placing reliance on analytical procedures; and
b.  Placing reliance on management representations as a substitute for other audit evidence that could reasonably be expected to be available.

c. The auditor’s evolution erroneously indicates that an account balance is not susceptible of material error while in fact it may be. Consequently the detection risk and audit risk will not be appropriately determined.

d. The auditor incorrectly assessed that the design and operations of control is effective to prevent and detect misstatements.

e. Inappropriate procedures adopted by auditor. 
f. Most audit evidences are persuasive rather than conclusive. In many cases it is difficult to obtain conclusive audit evidence. ( i.e. allowance for doubtful accounts)
g. Misinterpretation of evidence. (I.e. in case of non response of a negative confirmation, the auditor concludes that the customer balance was correct. In fact there is disagreement between client and customer but the response was not received due to postal problem).    
 
· Example: Negative confirmations were sent to the debtors when the postal system was not effective.
	Risk related to?
	Application of the audit procedures

	How the risk can be reduced?
	By proper supervision guidance and training


2) Stratification is a process of dividing a population into sub population
3) Anomalous error The error which has occurred on a specific situation and it is not representative of the population
4) Tolerable error is the maximum error the auditor is willing to accept and still conclude that the audit objective has been achieved.
· Tolerable misstatement – A monetary amount set by the auditor in respect of which the auditor seeks to obtain an appropriate level of assurance that it is not exceeded by the actual misstatement in the population.

· Tolerable rate of deviation – A rate of deviation from prescribed internal control procedures set by the auditor in respect of which the auditor seeks to obtain an appropriate level of assurance that it is not exceeded by the actual rate of deviation in the population.

1) Statistical sampling means any approach to sampling that has the following characteristics:

· Random selection of a sample; and

· Use of probability theory to evaluate sample results, including measurement of sampling risk
· A sampling approach that does not have above characteristics is considered non-statistical sampling.
2) Projected misstatements – The auditor’s best estimate of misstatements in populations involving the projection of misstatements identified in audit samples to the entire populations from which the samples were drawn.
· The Following table would clarify the basic definitions:

· BREAK UP OF THE STOCK IN TRADE

	Stock at factory

	Stock at Branches
	Stock with Third party
	Total Stock

	100,000
	25,000
	35,000
	170,000

	Break up of above
	Break up of above
	Break up of above
	

	R Material =50000
	R Material =5000
	R Material =35000
	

	WIP = 30000
	WIP = 18000
	
	

	F Goods = 20000
	F Goods = 200
	
	


· Total Stock 170,000 is population

· Raw material, WIP and F Goods are the individual Sampling Units

· When u split the Stock in Trade in Stock at factory, branch and with third party the process is called Stratification with each break up is a sub population or a stratum. 

Means of obtaining audit evidence:



· When planning the audit procedures to be adopted, the decision to sample account balances and transactions is influenced by:

· Materiality and the number of items in the population;

· Inherent risk (of errors arising);

· Relevance and reliability of evidence available through non-sampling procedures; and

· Costs and time involved.

· To obtain the overall level of assurance required, a cost-effective combination of sampling and non-sampling procedures should be determined. Audit sampling procedures are effected in four stages:

1) Sample design;

2) Sample selection;

3) Testing (i.e., performing the audit procedure); and
4) Evaluation
APPROACH FOR SELECTING ITEMS TO OBTAIN AUDIT EVIDENCE:
· When designing audit procedures, the auditor should determine appropriate means of selecting items for testing. 
· The means available to the auditor are:
a) Selecting all items (100% examination);
b) Selecting specific items; and
c) Audit sampling
· The decision as to which approach to use will depend on the circumstances, and 
· The application of any one or combination of the above means may be appropriate in particular circumstances. 
· While the decision as to which means, or combination of means, to use is made on the basis of the risk of material misstatement related to the assertion being tested and  audit efficiency, 
· The auditor needs to be satisfied that methods used are effective in providing sufficient appropriate audit evidence to meet the objectives of the audit Procedure.
SELECTING ITEMS: 

SELECTING 100% OF ITEM

· Applicable where the small number of high value transactions

· Significance makes it necessary to test 100% (legal and professional)

· Repetitive calculations make it cost and time effective (for example, through the use of computer-assisted audit techniques (CAATs).
· 100% examination is unlikely in the case of tests of controls; 

· However, it is more common for tests of details.

Selecting specific items

· The judgmental selection of specific items is subject to non-sampling risk.

a) High value or key items or significant items: The auditor may decide to select specific items within a population because they are of high value, or exhibit some other characteristic, for example items that are suspicious, unusual, particularly risk-prone or that have a history of error.
b) Items over a certain amount (ex. amount exceeding tolerable error)

c) Items to test control (control on specific days: strike days)
d) Items to obtain information

· While selective examination of specific items from a class of transactions or account balance will often be an efficient means of gathering audit evidence,
· The above methods are not sampling and there can be no element of sampling risk present. The element of non-sampling risk is present.
· The results of audit procedures applied to items selected in this way cannot be projected to the entire population. 
· The auditor considers the need to obtain sufficient appropriate audit evidence regarding the remainder of the population when that remainder is material.

Statistical versus Non-Statistical Sampling Approaches
· Statistical sampling means any approach to sampling that has the following characteristics:

· Random selection of a sample; and

· Use of probability theory to evaluate sample results, including measurement of sampling risk

· A sampling approach that does not have above characteristics is considered non-statistical sampling.
Difference between Statistical and Non-Statistical Sampling Approaches
	Statistical Sampling Approaches
	Non-Statistical Sampling Approaches

	Statistical sampling requires that sample items are selected at random so that each sampling unit has a known probability of being selected.
	With non-statistical sampling, an auditor uses professional judgment to select the items for a sample.

	Quantitatively evaluation of sample result
	Qualitative evolution of sample result

	It requires knowledge of statistical methods 
	It does not required any statistical methods


· The decision whether to use a statistical or non-statistical sampling approach is a matter for the auditor’s judgment
· Statistical measurements of sampling risk are valid only when the approach adopted has the characteristics of statistical sampling.

· The purpose of sampling is to draw conclusions about the entire population, it is important that the auditor selects a representative sample by choosing sample items, which have characteristics typical of the population, and so that bias is avoided.
· Choice between statistical or non statistical sampling is based on:

· Auditor’s knowledge of statistical techniques 
· Cost vs. benefits relationships
· Whether the auditor requires an estimation of sampling risk

· Whether audit evidence is obtained through test of control or substantive test.
Sample design

· Sample design, which may be set out in a sample plan, includes consideration of: 
· Audit objective(s) of the test;

· Population from which the sample is to be drawn;

· Sampling unit;

· Results or conditions that will be regarded as errors or deviations;

· Sample size.

· In normal sampling techniques the following steps are followed.

· Identification of the population

· Definition of an error

· Computation the appropriate sample size

· Evaluation of the results of sample.

Characteristics of acceptable audit sample (Sampling):
· Enumerate essential consideration in selection and evaluation of sample result:
· The auditor first considers the specific objectives to be achieved and the combination of audit procedures which is likely to best achieve those objectives.

· Populations from which sample is selected should be appropriate to meet the objective of audit procedures. Population should be complete because if the auditor wants to draw a conclusion on population then it should be complete.
· When the auditor selects the sample he should consider whether sampling risk is reduced to an acceptably low level.
· Sample should be selected with the expectation that all sampling units have a chance of selection
· When performing test of controls auditor is concerned primarily with the fact that controls operated effectively throughout the period
· When performing tests of controls, the auditor generally makes an assessment of the rate of error the auditor expects to find in the population to be tested.
· When performing Substantive procedures auditor is concerned with the misstatements
· For test of details projection is required, however no explicit projection is needed for test of controls as the sample error rate is also the projected rate of error.

· For tests of details, the auditor generally makes an assessment of the expected amount of error in the population.

· Sample should be based upon objective of the audit test.
· Sample should be spread over the whole of accounting period.
· If the population is of diversified characteristics, stratification is advisable.

· Sample unit should be clearly identified.

· Error detected in a sample should be analyzed to deter mine whether an item is actually an error. The quality of error should also be considered.

· The error result should be projected for whole of the population. 
Some testing procedures do not involve sampling example:
· Transaction and balances which, though few in number are of great significance in terms of size: e.g. land and building and extra ordinary/exceptional items.
· Non-homogeneous population where sorting will have to take place before sampling can be attempted. Small population where statistical, theory will create unacceptable margins of error.
· Testing 100% of items in a population
· Analytical procedures;
· Tests in total (also called proofs in total or logic tests) i.e., calculations of reasonableness based on independently verified data;
· ‘Walk-through’ tests, i.e., tracing a few transactions in order to obtain knowledge and understanding of the design and operation of accounting and internal control systems; and Other selective testing of specific items, e.g., high-value, key and unusual (but not representative) items.
· What are the limitations of sampling?

· Sample may not be representative of population 

· Auditor’s judgment is required in selecting sample size

· Judgments are also required in drawing conclusion from sample result

· The auditor may use inappropriate population or the population may not be complete. 

Stratification
· Stratification involves dividing the population into homogeneous groups or sub populations.
· Audit efficiency may be improved if the auditor stratifies a population by dividing it into discrete sub-populations which have an identifying characteristic.

· The objective of stratification is to reduce the variability of items within each stratum and therefore allow sample size to be reduced without a proportional increase in sampling risk.

· Sub-populations need to be carefully defined such that any sampling unit can only belong to one stratum

· When performing tests of details, a class of transaction or account balance or is often stratified by monetary value.
· This allows greater audit effort to be directed to the larger value items which may contain the greatest potential monetary error in terms of overstatement. 
· Similarly, a population may be stratified according to a particular characteristic that indicates a higher risk of error, for example, when testing the valuation of accounts receivable, balances may be stratified by age.

· The results of audit procedures applied to a sample of items within a stratum can only be projected to the items that make up that stratum.

· To draw a conclusion on the entire population, the auditor will need to consider the risk of material misstatement in relation to whatever other strata make up the entire population
SELECTION THE SAMPLE METHODS
· Random selection: 
· Sample is treated as random if each unit in population has an equal chance of being selected. 

· Random sampling may b used in non statistical sampling however statistical sampling can not be used without random sampling.

· Systematic selection: 

· In systematic selection population size and sample size is known.

· Sampling intervals are computed by dividing the number of items in the population by sample size.

· For example, if 80 items are selected from a population 0f 1600 items, the auditor will select every 40th item. 

· Systematic selection involves selecting item using constant interval between selections, the first interval having a random start.    

· Value weighted selection:

· This method is a variation of systematic selection method.

· Here population value (instead of units) is divided by the sample size to identify the items to be selected for testing.

· The limitation of systematic selection based on monetary values are:   

· Items of high monetary values have greater chances to be selected.

· Where a few items represent substantially high values, the auditor may not be able to select number of items planned to be tested.

· All items in excess of sampling intervals are sure to be selected.     

· Haphazard selection: 
· Such selection refers to any non systematic way o selecting sample unit.

· Sampling units are selected without any bias, 

· However it does not mean that the items are selected carelessly.

· Block sampling:


Block sampling is the practice of selecting contiguous transactions.


The auditor selects all items specified time processed on a particular day, week, or month.
Sample Size

· In determining the sample size, the auditor should consider whether sampling risk is reduced to an acceptably low level. 

· Sample size is affected by the level of sampling risk that the auditor is willing to accept. 
· The lower the risk the auditor is willing to accept, the greater the sample size will need to be.
· The sample size can be determined by the application of a statistically-based formula or through the exercise of professional judgment objectively applied to the circumstances.
Calculations of the Sample size

                                                  Example:

· Fixed assets balance is 250,000,000

· Materiality = 10,000,000

· Tolerable error = 7,000,000

· Total no of transactions 100

· Transactions exceeding tolerable error 25 (value 175,000,000)

· 4 transactions whose total value is 32,000,000 pertains to a specific risk (each exceeding 7 million)

· 3 Transactions valuing 250000 pertains to a particular information
Sample size

	Nature
	NO OF TRANSACTIONS
	Value

	Exceeding TE
	25
	175,000,000

	Specific risk
	No effect*
	No effect

	Information
	3
	250000

	
	28
	


*Already included in the amount exceeding tolerable error.
BALANCE TRANSACTIONS LEFT 100-25-3=72

	LOW Detection RISK (20%)
	MODERATE RISK (49%)
	HIGH RISK (75%)

	58 (72*.8)
	36(72*.51)
	18(72*.25)


Selecting the sample
The auditor should select items for the sample with the expectation that all sampling units in the population have a chance of selection.

Performing the Audit Procedure
· The auditor applies appropriate auditing procedures to determine an audit value for each unit included in the sample.

· However, in some cases, selecting sampling for each unit may be missing or adequate documents may not be available.

· The treatment of lack of sufficient evidence for sample unit selected will depend upon auditor’s judgment of over all sample evaluation.

· Generally, if the auditor concludes that the sample evaluation will not change even if supporting documents for sampling units are missing, he would not perform alternative procedures.

· If the missing evidence has material impact on sample evaluation, he would perform alternative procedures to verify the balance.        

Nature and Cause of Errors
· The auditor should consider the sample results,

· The nature and cause of any errors identified, and 

· Their possible effect on the particular audit objective and 

· On other areas of the audit.
· It is not enough to quantify the error in population. The auditor should also see the qualitative aspect of error.

· In certain cases, the deviation rate may not be as relevant as the nature of the error discovered. For example if an error is caused because of fraud, additional auditing procedures need to be applied. The cause of error and its impact on financial statements should be evaluated.

· Problem may be caused by inadequate definition as to what constitutes an error.

· Qualitative evaluation involves error analysis. Such analysis includes consideration of matters like:

· Is the error an isolated case or common to all transactions in group?

· Is it intentional or unintentional?
· Has the error resulted due to misunderstanding?

· Careless or override the control by management?

· Does the error only affect one account or has pervasive effect?

· In analyzing the errors discovered, the auditor may observe that many have a common feature, for example, type of transaction, location, product line or period of time. In such circumstances, the auditor may decide to identify all items in the population that possess the common feature, and extend audit procedures in that stratum. For example if the auditor’s test indicates unauthorized discount relating to sales invoices for a specific customer, he would check all the invoices issued to such customer.
· The auditor should also consider the possible effect of error on other areas of audit. For example error found in sales may also affect auditor’s conclusions on inventories, cost of goods sold and account receivable. 
· Sometimes, the auditor may be able to establish that an error arises from an isolated event that has not recurred other than on specifically identifiable occasions and is therefore not representative of similar errors in the population (an anomalous error).

·  To be considered an anomalous error, the auditor has to have a high degree of certainty that such error is not representative of the population. The auditor obtains this certainty by performing additional audit procedures. The additional audit procedures depend on the situation, but are adequate to provide the auditor with sufficient appropriate audit evidence that the error does not affect the remaining part of the population.      
 Projecting errors:
· The auditor’s best estimate of misstatements in populations involving the projection of misstatements identified in audit samples to the entire populations from which the samples were drawn.

· If no error is found in the sample, than the projected population error is zero.

· And the allowance for sampling risk is no more than tolerable error.

· If errors are found the auditor calculates the projected error.

· The auditor projects the total error for the population to obtain a broad view of the scale of errors, and to compare this to the tolerable error.  

· When an error has been established as an anomalous error, it may be excluded when projecting sample errors to the population. 
· The effect of any such error, if uncorrected, still needs to be considered in addition to the projection of the non-anomalous errors.
· If a class of transactions or account balance has been divided into strata, the error is projected for each stratum separately. 
· Projected errors plus anomalous errors for each stratum are then combined when considering the possible effect of errors on the total class of transactions or account balance. 
· For tests of controls, no explicit projection of errors is necessary since the sample error rate is also the projected rate of error for the population as a whole.
                                                                            Example 

Assuming that the following errors occurred in the sample:

Error in amount exceeding tolerable 2,500,000

Error in transactions for information 15000

Balance sample size 18 (value verified=20,000,000) error is 5,000,000 including the anomalous error amounting to 1,000,000

You are required to project the errors?

	TYPE 
	ERROR

	EXCEEDING TOLERABLE ERROR
	2,500,000

	FOR INFORMATION
	15000

	ANOMALOUS ERROR
	1,000,000

	SAMPLE 
	14,950,000*

	TOTAL ERROR
	18,465,000


· Total value on which projection is needed

· 250,000,000-175,000,000-250000=74,750,000

· Error found in population sample = 5,000,000

· Less anomalous error                      =1,000,000

· Error that is representative of sample = 4,000,000

· Value of projected error in sample = 4,000,000/20,000,000*74,750,000=14,950,000 

· When the projected error is close to the TE the auditor needs to apply additional audit procedures to reduce the audit risk. (Issues discussed in materiality standards)
Evaluating the Sample Results:
· After the performing the test, the auditor should evaluate the sample result. 
· The objective of evaluation is to determine whether the preliminary assessment of the characteristics of population is confirmed or need to be revised.

· In case of test of control, if the deviation rate is higher than tolerable rate, control risk is to be assessed at a maximum.

· Control risk will also be assessed at maximum if deviation rate s quite closed to tolerable rate.
· If the deviation rate is lower than tolerable rate, control risk can be assessed at low and accordingly substantive test may be restricted.
· However the auditor should be alert that there is a risk that actual deviation rate in population may be higher than the tolerable rate due to sampling risk.

· In other words, if the sample deviation rate plus allowance for sampling risks does not exceed the tolerable rate, the auditor may conclude that controls are reliable and would restrict year end substantive test.

· If sample results do not support reliance on controls, reliance will not be placed on controls and expended substantive procedures will be carried out.

· In case of substantive tests, if the amount of projected error is less than but close to tolerable error, the auditor should still be alert for further misstatement due to sampling risk.
· The auditor should also compare actual deviation rate with expected deviation rate in order to confirm or chase away his preliminary assessment of control risk.
· If the actual deviation rate is greater than expected rate set at planning stage, the auditor will modify the control risk.

· If the auditor intends to evaluate control risk at low, he will have to perform test of control on extended sample size.
· Alternatively if control risk is assessed at high, the auditor should modify the substantive tests.   
· If the evaluation of sample results indicates that the assessment of the relevant Characteristic of the population needs to be revised, the auditor may:

a. Request management to investigate identified errors and the potential for further errors, and to make any necessary adjustments; and/or

b. Modify the nature, timing and extent of further audit procedures. For example, in the case of tests of controls, the auditor might extend the sample size, test an alternative control or modify related substantive procedures; and/or

c. Consider the effect on the audit report.
Examples of Factors Influencing Sample Size for Tests of Controls

· The following are factors that the auditor considers when determining the sample size for tests of controls.
· These factors, which need to be considered together, assume the auditor does not modify the nature or timing of tests of controls or otherwise modify the approach to substantive procedures in response to assessed risks.

(1) Nature: An increase in the extent to which the risk of material misstatement is reduced by the operating effectiveness of controls.
Effect on sample size: Increase
Explanation: 
· The more assurance the auditor intends to obtain from the operating effectiveness of controls, the lower the auditor’s assessment of the risk of material misstatement will be, and the larger the sample size will need to be. 
· When the auditor’s assessment of the risk of material misstatement at the assertion level includes an expectation of the operating effectiveness of controls, the auditor is required to perform tests of controls. Other things being equal, the more the auditor relies on the operating effectiveness of controls in the risk assessment, the greater is the extent of the auditor’s tests of controls (and therefore, the sample size is increased).
(2) Nature: An increase in the rate of deviation from the prescribed control activity that the auditor is willing to accept
Effect on sample size: Decrease
Explanation:
· The lower the rate of deviation that the auditor is willing to accept, the larger the sample size needs to be.
(3) Nature An increase in the rate of deviation from the prescribed control activity that the auditor expects to find in the population
Effect on sample size: Increase
Explanation:  
· The higher the rate of deviation that the auditor expects, the larger the sample size needs to be so as to be in a position to make a reasonable estimate of the actual rate of deviation. 
· Factors relevant to the auditor’s consideration of the expected error rate include the auditor’s understanding of the business (in particular, risk assessment procedures undertaken to obtain an understanding of internal control), changes in personnel or in internal control, the results of audit procedures applied in prior periods and the results of other audit procedures. 
· High expected error rates ordinarily warrant little, if any, reduction of the assessed risk of material misstatement, and therefore in such circumstances tests of controls would ordinarily be omitted.
(4) Nature: An increase in the auditor’s required confidence level (or conversely, a decrease in the risk that the auditor will conclude that the risk of material misstatement is lower than the actual risk of material misstatement in the population)
Effect on sample size: increase

Explanation:
· The greater the degree of confidence that the auditor requires that the results of the sample are in fact indicative of the actual incidence of error in the population, the larger the sample size needs to be.
(5) Nature: An increase in the number of sampling units in the population
Effect on sample size: Depend on circumstances
Explanation:  
· For large populations, the actual size of the population has little, if any, effect on sample size. 

· For small populations however, audit sampling is often not as efficient as alternative means of obtaining sufficient appropriate audit evidence.
Examples of Factors Influencing Sample Size for Tests of Details

· The following are factors that the auditor considers when determining the sample size for tests of details.

· These factors, which need to be considered together, assume the auditor does not modify the approach to tests of controls or otherwise modify the nature or timing of substantive procedures in response to the assessed risks.
 (1) Nature: An increase in the auditor’s assessment of the risk of material misstatement
Effect on sample size: Increase  
Explanation:  
· The higher the auditor’s assessment of the risk of material misstatement, the larger the sample size needs to be.

· The auditor’s assessment of the risk of material misstatement is affected by inherent risk and control risk.

· For example, if the auditor does not perform tests of controls, the auditor’s risk assessment cannot be reduced for the effective operation of internal controls with respect to the particular assertion.
· Therefore, in order to reduce audit risk to an acceptably low level, the auditor needs a low detection risk and will rely more on substantive procedures. 
· The more audit evidence that is obtained from tests of details (that is, the lower the detection risk), the larger the sample size will need to be.

(2) Nature: An increase in the use of other substantive procedures directed at the same assertion
Effect on sample size: Decrease
Explanation: 
· The more the auditor is relying on other substantive procedures (tests of details or substantive analytical procedures) to reduce to an acceptable level the detection risk regarding a particular class of transactions or account balance, the less assurance the auditor will require from sampling and, therefore, the smaller the sample size can be.
(3) Nature: An increase in the auditor’s required confidence level (or conversely, a decrease in the risk that the auditor will conclude that a material error does not exist, when in fact it does exist)

Effect on sample size: Increase
Explanation: 
· The greater the degree of confidence that the auditor requires that the results of the sample are in fact indicative of the actual amount of error in the population, the larger the sample size needs to be.

(4) Nature: An increase in the total error that the auditor is willing to accept (tolerable error)
Effect on sample size: Decrease
Explanation:  
· The lower the total error that the auditor is willing to accept, the larger the sample size needs to be
(5) Nature: An increase in the amount of error the auditor expects to find in the population
Effect on sample size: Increase
Explanation:  
· The greater the amount of error the auditor expects to find in the population; the larger the sample size needs to be in order to make a reasonable estimate of the actual amount of error in the population. 
· Factors relevant to the auditor’s consideration of the expected error amount include the extent, to which item values are determined subjectively, the results of risk assessment procedures, the results of tests of control, the results of audit procedures applied in prior periods, and the results of other substantive procedures.

(6) Nature: Stratification of the population when appropriate Decrease
Effect on sample size: Decrease
Explanation:  
· When there is a wide range (variability) in the monetary size of items in the population.
· It may be useful to group items of similar size into separate sub-populations or strata.
· This is referred to as stratification. 
· When a population can be appropriately stratified, the aggregate of the sample sizes from the strata generally will be less than the sample size that would have been required to attain a given level of sampling risk, had one sample been drawn from the whole population.
(7) Nature: An increase in the number of sampling units in the population.
Effect on sample size: Negligible effect
Explanation:  
· For large populations, the actual size of the population has little, if any, effect on sample size. 
· Thus, for small populations, audit sampling is often not as efficient as alternative means of obtaining sufficient appropriate audit evidence.
· However, when using monetary unit sampling, an increase in the monetary value of the population increases sample size, unless this is offset by a proportional increase in materiality.
· RELATED PARTIES ISA 550

· INTRODUCTION

· What is the objective of this ISA 550 related parties?
· This standard is established to provide guidance to auditor regarding:

· Identification of related parties

· Disclosure of related parties and their balance at year end

· Disclosure of transactions with related parties during the year and their effect on financial statements

· What is first and foremost responsibility of an auditor regarding related parties disclosure?

· Auditor should obtain the sufficient appropriate audit evidence regarding the identification and disclosure of related party and the effect of related party transaction 

· Auditor is not expected to identify all the related party transactions.
· As there are limitations regarding the persuasiveness of the audit evidences available, this standard provides that if the procedures set out in this standard as regards related parties are carried out by the auditor; it is assumed that sufficient appropriate audit evidence has been obtained to verify related parties transactions.

· The only two exceptions where such procedures will be inadequate are:

· Unusual inherent and control risks

· Material misstatement has been indicated regarding related parties.
· In the above two situations the auditor will have to carry out additional modified procedures.

· What is the meaning of related parties?

· “related party”, in relation to a company, means an entity which has the ability to control the company or exercise significant influence over the company in making financial and operating decisions or vice versa and  includes the following, namely:

· Entities that directly or indirectly through one or more intermediaries control, or are controlled by, or are under common control with, the reporting company including holding companies, subsidiaries and fellow subsidiaries; 

· Associates, as defined in the International Accounting Standard  28, Accounting for Investments in Associates;

· Individuals owning, directly or indirectly, an interest in the voting power of the reporting company that gives them significant influence over the company, and close members of the family of any such individual;

· key management personnel, that is, persons having authority and responsibility for planning, directing and controlling the activities of the reporting company including directors and officers of such company and close members of the families of such individuals;

· Entities in which a substantial interest in the voting power is owned, directly or indirectly, by any person described in clause (c) or (d) or over which such person is able to exercise significant influence including entities owned by directors or major shareholders of the reporting company and entities that have a key management personnel in common with the reporting company;

· Entities in which one or more of the directors or members of the governing board are appointed by the reporting company or vice versa;
· Where one or more of the directors or members of the governing board of the entity as well as the reporting company are appointed by the same person or persons;

· Entities whose process of manufacture or business is wholly dependent on the use of know-how, patents, copyrights, trade-marks, licenses, franchises or any other business or commercial rights of similar nature, or any data, documentation, drawing or specification relating to any patent, invention, model, design, secret formula or process, of which the reporting company is the owner or in respect of which the company has exclusive rights or vice versa;
· Where more than half of the raw materials and consumables required in the process of manufacture of an entity are supplied by the reporting company, or by persons specified by the company, or vice versa, and the prices and other conditions relating to the supply are influenced by the entity or the company; and

· Where goods or articles manufactured or processed by an entity are sold or transferred to the reporting company or to persons specified by the company, or vice versa, and the prices and other conditions relating thereto are influenced by the entity or the company.

· Explanation.-(1) in considering each possible related party relationship, attention should be directed to the substance of the relationship and not merely to the legal form.

· What are the responsibilities of management of an entity regarding the related parties?

· Management is responsible for the identification and disclosure of related parties and transactions with such parties. 

· This responsibility requires management to implement adequate internal control to ensure that transactions with related parties are appropriately identified in the information system and disclosed in the financial statements.
· What are the duties of an auditor regarding the understanding of an entity to obtain sufficient appropriate audit evidence with respect to related parties?

· We should have sufficient understanding of the entity and the industry in which operate and the environment so as to identify the related parties. Existence of related party and the transaction is the routine feature of the business, yet it is significant because:

· Financial Reporting frame work requires separate disclosures 

· Related party transactions may affect the financial statement

· Reliability of audit evidence is affected. As we say that AE obtained from outside party is more reliable then the audit evidence obtained from inside but the reliability might be reduced if the outside party is a related party 

· The transaction is made for a purpose other then the routine purpose

· What are the responsibilities of an auditor regarding identification of related parties? 

· We should review the information provided by the management regarding related parties and the following audit procedures shall be performed
· Review prior years working papers
· Review management’s procedures for identification of related parties
· Inquiries from the management
· List of major share holders
· Review minutes of share holders meeting or other statutory records
· Inquire from the predecessor auditor
· Review tax returns
· If the risk of undetected related parties is low then the above procedures may be curtailed.

· Where the applicable financial reporting framework requires disclosure of related party relationships, the auditor should be satisfied that the disclosure is adequate.
· What are the responsibilities of an auditor regarding identification and disclosure of transaction with related parties? 

· The auditor should review information provided by those charged with governance and management identifying related party transactions and should be alert for other material related party transactions.
· During the review of the internal controls regarding the related party auditor should consider the adequacy of the control regarding authorization and recording of related party transactions.

· During the course of the audit, the auditor needs to be alert for transactions which appear unusual in the circumstances and may indicate the existence of previously unidentified related parties. For example:

· Transactions with abnormal terms of trade or which lack the logical reason for the occurrence

· Transaction in which substance differ from form

· Transaction processed in unusual manner

· High turnover from some customers or suppliers

· Unrecorded transactions such as the receipt or provision of management services at no charge

· What are the procedures which an auditor should perform to identify unidentified related parties?

· Procedures which should be performed by an auditor to trace unidentified related party existence may be:
· Detailed test of transaction and balances

· Review of the minutes

· Review confirmations from bank and other sources
· Reviewing accounting records for large or unusual transactions or balances, paying particular attention to transactions recognized at or near the end of the reporting period.

· Reviewing investment transactions

· What are the duties of an auditor after identifying transaction with related parties? 
· The auditor should obtain sufficient appropriate audit evidence that the identified related party transactions are properly recorded and disclosed.
· The nature of related parties relationships and audit evidence regarding related parties transaction may be limited, for example, regarding the existence of inventory held by a related party on consignment or an instruction from a parent company to a subsidiary to record a royalty expense. 
· Because of the limited availability of appropriate audit evidence about such transactions, the auditor considers performing audit procedures such as:

· Confirming the terms and amount of the transaction with the related party
· Inspecting information in possession of the related party
· Confirming or discussing information with persons associated with the transaction, such as banks, lawyers, guarantors and agents.

· What is the duty of an auditor regarding management representation?
· The auditor should obtain representation regarding

· Completeness of the related party information

· Adequacy of the related party disclosures

· If the auditor cannot obtain the sufficient appropriate audit evidence regarding the related parties, its transactions and disclosures then auditor’s report shall be modified.
· SUBSIQUENT EVENTS ISA 560

· INTRODUCTION

· The purpose of this ISA is to establish standards and provide guidance regarding subsequent events and the term subsequent events is meant to include both events i.e.

· Between the date of the financial statement and the date of the auditor’s report

· After the date of auditor’s report
· The auditor should consider the effect of subsequent events on the financial statements and on the auditor’s report.
· IAS 10 describes the subsequent events of two types

· One that confirms the conditions that existed at the balance sheet date (Adjusting Events)

· One that is indicative of the conditions that arose subsequent to the balance sheet (Non Adjusting events)

· Date of financial statements means balance sheet.
EVENTS OCCURING UP TO THE DATE OF AUDITOR’S REPORT
· The auditor should obtain sufficient appropriate audit evidence that all the events that either requires disclosure or adjustment have been identified. The auditor performs these procedures as near to date of audit report as practicable.

· To identify the subsequent events the following procedures may be performed

· Review management’s procedures to identify subsequent events

· Review minutes of the meetings of those charged with the governance or meetings of the share holders

· Reading entity’s latest interim financial statements, cash flows, budgets etc

· Inquiring entity’s legal council

· Inquiring management about subsequent events that have occurred, 
· examples of Adjusting events:

· Subsequent agreement of purchase price of the assets acquired before the balance sheet.

· Subsequently revaluation of fixed assets which provide evidence of permanent diminution in value

· Insolvency of customer;

· Amount settled in respect of pending claims;

· Examples of non adjusting events:
· Mergers and acquisitions;

· Issue of shares;

· Acquisition and disposal of fixed assts and investments;

· Losses due to earthquake or floods;

· Opening or extending of new branch or division;

· Changes in rate of foreign exchange; Changes in quoted price of shares of listed company.

· Strike and labor disputes; 
· Changes in quoted price of shares of listed company.
· If any subsequent event have been identified the auditor should consider whether such event has been properly accounted for and disclosed in the Financial Statements. 

FACTS DISCOVERED AFTER THE AUDITOR’S REPORT HAS BEEN ISSUED BUT BEFORE THE FINANCIAL STATEMNTS ARE ISSUED

· No responsibility to perform any audit procedures or make any inquiry after the date of auditor’s report.

· From the date of the auditor’s report to the date FS are issued the responsibility to inform the auditor about subsequent events rests with the management.

·  If the auditor becomes aware of any subsequent events which materially affects the Fs the auditor should consider either about the amendment in the FS (Adjustment or disclosure) and the he should discuss the matter with the management.
·                                                      NO
                                                               

                                 YES
                                                           NO


                             

                                 YES
· What remedy available to the auditor if the management disagrees to amend FS (and the report has not been released to the management)?

· If management does not agree to amend the FS which the auditor thinks it should be amended   and if the auditor’s report has not been released to the management then the auditor should modify the auditor’s report
· What remedy available to the auditor if the management disagrees to amend FS (and the report has already been released to the management)? 

· The auditor would inform those charged with governance of the entity not to issue the FS and the report. If the FS are released despite the auditor’s notice then the auditor would take appropriate steps to prevent the reliance on the auditor’s report.
FACTS DISCOVERED AFTER THE ISSUANCE OF THE FINANCIAL STATEMENTS
· After the issue of the FS the auditor does not have any responsibility to inquire from the management about any subsequent event

· If auditor becomes aware of any event which if known at the date of report could have resulted in the modified report then the auditor should discuss this with the management and consider about the revision of the FS

· If the FS are revised and reissued the auditor would also review managements’ procedures to inform all those persons who are in receipt of the previously issued FS

· When the FS are reissued the auditor’s report would also be reissued and include the emphasis of matter paragraph stating the reasons for the issue.

· If the management does not revise the FS and does not initiate the appropriate procedures to inform the persons who are in receipt of the FS then the auditor would take necessary action which would depend on the legal rights of the auditor and the recommendations of the auditor’s lawyer.

· CONDITION WHEN THE REISSUE OF THE FS IS NOT NECESSARY

· If the next issue of the Fs is imminent then the auditor might consider not reissuing the FS provided that the adequate disclosure has been made in the FS whose issue is imminent.
· MANAGEMENT REPRESENTATION ISA 580

· Management representation: Representations made by the management to the auditors during the course of audit either unsolicited or a response to a particular query.
· Purpose of the standard:
· Use of management representation as audit evidence;

· Procedures for evaluation and documentation of management representation;

· Action to be taken if the Management refuses to give appropriate representation.
· Responsibility of the financial statements: 

· Responsibility of the presentation of FS is of the management and the auditor should obtain AE that the management acknowledges the same. The acknowledgement can be in any of the following forms:

· Minutes of the Meetings;

· Written representation from the management;

· Signed copy of financial statements.

· The auditor should obtain written representation from management that: 

· Responsibility for design and operation of internal control is of the management and the auditor should obtain the written representations for that.

· The auditor should also take the representation that the management believes that uncorrected misstatements are immaterial.

· What are the duties of auditors as regards using management representation as audit evidence?
· Representation should be obtained on all the material matters when the other AE are not expected to exist.

· The misunderstanding is reduced when the representations are in writing.
· The representations should be obtained only for those items which are material either individually or collectively. 

· Before evaluating and considering MR as audit evidence, the auditor will need to: 

· Get the corroborative audit evidence from other sources.

· Consider that the person making MR is well informed 

· Evaluate that the representation made by the management is consistent and reasonable with other audit evidences. 

Note: If a representation by management is contradicted by other audit evidence, the auditor should investigate the circumstances and, when necessary, reconsider the reliability of other representations made by management.
· Auditor has to make sure that the MR cannot be a substitute for other audit evidences which are expected to be available.

· Where other sufficient appropriate expected to exist, and the auditor is unable to obtain such evidence, a mere representation by management on that matter would not justify issuance of unqualified report and it should be considered a limitation in scope of an audit.
· Documentation of management representation

· MR from the management

· Letter from the auditor of its understanding of MR duly signed and confirmed by the management

· Relevant minutes of the meeting

· Basic element of management representation letter:

· Addressed to the auditor

· Contained specified information

· Signed and dated (signed by the person who has main responsibility of the entity like the CEO or CFO) (Normally be dated the same date as the Auditors report however, in certain circumstances, MR can be obtained after the date of auditor’s report.
· Actions if management refuses to issue management representation:

· This is the scope limitation and modified auditor’s report shall be issued by auditor.

· In such circumstances auditor should have to reevaluate the reliance placed of other MR during the course of an audit.
· USING THE WORK OF ANOTHER AUDITOR ISA 600

INTRODUCTION:

· The purpose of this ISA is to provide guidance when an auditor, reporting on the financial statements of an entity, uses the work of another auditor on the financial information of one or more components included in the financial statements of the entity.

· This ISA does not deal with those instances where two or more auditors are appointed as joint auditors.

· Further, when the principal auditor concludes that the financial statements of a component are immaterial, the standards in this ISA do not apply. 

· When, however, several components, immaterial in themselves, are together material, the procedures outlined in this ISA would need to be considered.

· “Principal auditor” means: the concept of an principal auditor arises only when the financial statements of the entity include certain information audited by another auditor 
· “Other auditor” means an auditor, other than the principal auditor, with responsibility for reporting on the financial information of a component which is included in the financial statements audited by the principal auditor. 
· Other auditors include affiliated firms, whether using the same name or not, and correspondents, as well as unrelated auditors.

· “Component” means a division, branch, subsidiary, joint venture, associated company or other entity whose financial information is included in financial statements audited by the principal auditor
· When an auditor should accept an engagement as principal auditor of an entity?

· The auditor should consider whether the auditor’s own participation is sufficient to be able to act as the principal auditor.

· For this purpose the principal auditor would consider:
· The materiality of the portion of the financial statements which the principal auditor audits;
· The principal auditor’s degree of knowledge regarding the business of the components;

· The risk of material misstatements in the financial statements of the components audited by the other auditor; and

· The performance of additional procedures as set out in this ISA regarding the components audited by the other auditor resulting in the principal auditor having significant participation in such audit.

· Describe the procedures normally employed by the principal auditor to obtain sufficient appropriate evidence that the work of other auditor is adequate for his purposes?
· Following procedures normally employed by the principal auditor to obtain sufficient appropriate evidence that the work of other auditor is adequate for his purposes:

· The principal auditor should consider professional competence of other auditor in the context of specific assignment, such as membership of professional organization.

· The auditor should perform procedures to obtain sufficient appropriate audit evidence that the work of other auditor is sufficient for principal auditor’s purposes.

· The principal auditor should advise the other auditor of:
· Independence requirements regarding both the entity and the component being audited and obtained written representation as to compliance with them;
· The use that is to be made of other auditor’s work;
· The relevant accounting, auditing and reporting requirements and he must obtain written representation from the other auditor as to compliance with them.

· The principal auditor might also:

· Discuss with other auditor the audit procedures applied by him.

· Review a written summary of other auditor’s procedures.

· Review of working papers of other auditor.

·  The principal auditor should consider the significant findings of other auditor, at the time of forming his audit opinion.

· The principal auditor may consider it necessary to discuss with other auditor and the management of other component the audit findings or other matters affecting the financial statements of the component and may also decide to carry out certain supplementary of the records or the financial information of component which considers necessary.       

·   Is there any responsibility of principal auditor regarding the documentation of information of components which is to be audited by other auditor? 
· Yes, it is the responsibility of principal auditor to document following information in his working paper file:
· The components whose financial statements were audited by other auditor;
· Their significance to the financial statements of entity as whole;
· The names of other auditors;
· Any other conclusions e.g. individual components are immaterial in the context of entity as whole.
·  What is the responsibility of other auditor regarding the cooperation with principal auditor?
· ISA 600 requires the other auditor to cooperate with principal auditor.
· In particular, the auditor should advise the principal auditor of significant matters that he considers should be brought to the attention of principal auditor.
· What are the duties of principal auditor regarding reporting consideration?  
· In case the work of other auditor in inadequate to express an opinion on the components and the principal auditor is unable to perform additional procedures, a qualified or disclaimer of opinion should be issued on the ground of scope limitation.
· Where the other auditor’s report is qualified, the principal auditor has to use his judgment whether the qualification is material to the financial statements as whole. If the principal auditor concludes that the qualification is not material in relation to the financial statements taken as whole, he may omit such qualification in his report.
·  DIVISIONN OF RESPONSIBILITY:
·  Where the local regulation allow the principal auditor to base the audit opinion on the financial statements taken as whole, solely upon the report of other auditor regarding a component, the report should, in both the scope and opinion paragraph, clearly indicate the degree of responsibility and the proportion of financial statements examined by each auditor.
· When the principal auditor makes such a reference in the auditor’s report, audit procedures are ordinarily limited to following: 

· The principal auditor should consider professional competence of other auditor in the context of specific assignment, such as membership of professional organization.

· The principal auditor should advise the other auditor of:

· Independence requirements regarding both the entity and the component being audited and obtained written representation as to compliance with them;

· The use that is to be made of other auditor’s work;

· The relevant accounting, auditing and reporting requirements and he must obtain written representation from the other auditor as to compliance with them
.
· CONSIDERATION OF WORK OF INTERNAL AUDITING ISA 610
· INTRODUCTION

· INTERNAL AUDITING: An appraisal (review and evolution) activity established within an entity as a service to entity.
· The external auditor should consider the activities of internal auditing and there effect, if any, on external audit procedures.
· For determining the nature, timing and extent of external audit procedures, certain parts of internal auditing work may be useful to the external auditor. 
· What is the scope and objective of internal auditing?

· The scope and objective of internal auditing very widely depends on the size and structure of an entity and the requirements of its management.

· Internal auditing activities include one or more of following:

· Monitoring of internal control: Internal auditing is ordinarily assigned specific responsibility by management for reviewing controls, monitoring their operations and recommending improvements in thereto.

· Examination of financial and operating information: Internal reviews made by internal auditor, of financial and operating information enhance the credibility and reliability of such information for decision making purpose. This function includes detailed testing of transactions and account balances, review of monthly managements accounts.

· Review of economy, efficiency and effectiveness of operations including non financial controls of an entity:

·  Review of compliance with laws, regulations and other external requirements and with management polices and directives and other internal requirements. 

· Difference between internal auditor and external auditor 

	· EXTERNAL AUDITORS
	· INTERNAL AUDITORS

	· Appointed by members in AGM.
	· Appointed by management.

	· Qualification determined by companies ordinance 1984. 
	· No qualification prescribed.

	· Paid on fee basis.
	· Paid on salary basis.

	· Reports to shareholders.
	· Reports to management. 

	· Focus is on expression of opinion on financial statements.
	· Appraises activities as a service to organization.

	· Scope is identified by law. 
	· Scope is defined by management.


· Understanding preliminary assessment of internal audit. 
· It is mandatory that the auditor should obtain sufficient understanding of internal audit activities to assist in planning the audit and developing an audit approach and to make a preliminary assessment of internal auditing is relevant to the external audit of the financial statements in specific audit areas.

· Effective internal auditing  may enable to external auditor  to reduce the work to be performed in

· Evaluating accounting and internal control system and

· Performing test of controls and substantive tests.

· Criteria for understanding and performing internal audit function:

· Organizational status: internal auditor should report to highest level of management and should not be involved in any operating responsibility. In particular internal auditor will need to be free to communicate fully with external auditor.
· Scope of function: the external should examine the job description of the internal auditor to understand the nature and extent of internal auditing assignment performed. The external auditor would also need to consider weather management acts upon internal audit reports and weather this is evidenced.
· Technical competence: weather internal auditing is performed by person having adequate technical training and proficiency in internal auditing. The external auditor may review the policies for hiring and training the internal auditing staff and their experience and professional qualification.
· Due professional care: weather internal auditing is properly planned, supervised, and documented. 
· Liaison and coordination:

· Once the external auditor has decided, on the basis of preliminary assessment of internal audit function, that he would be able place reliance on internal audit works;

· He should agree with the internal auditor the timing of internal work, test level, sample selection and form of document used.

· It is high time that internal audit work be developed in consultation with the external auditor to pave the way for avoiding unnecessary duplication of work.

· This will further lea to reduction of the extent of details resulting in test check.

· Effective co-ordination requires advance planning between two auditors.

· Co-ordination with internal audit involves:

· Frequent meeting with internal auditor;

· Access to internal auditor’s program and working papers;

· Exchange of audit reports and management letters.
· Evaluation  of specific work of internal audit

· It Involves consideration of adequacy of the scope of work and the related program;

· And consideration whether the assessment of internal auditing remains appropriate and includes:

· Work is done by the persons having adequate knowledge and the work is properly reviewed and supervised.

· Sufficient appropriate audit evidence is obtained to draw the conclusions

· Conclusions reached are appropriate in the circumstances and the reports generated are consistent with the results

· Exceptional and unusual matters are properly resolved

· The nature timing and extent of audit procedures performed on the specific work of internal audit would depend on:

· External auditor’s judgment of risk

· Assessment of internal auditing

· Evaluation of specific work (re examination of the work performed by the internal audit or the observation) 
· The external auditor would document the specific internal audit work evaluated and the procedures performed thereon.

· USING THE WORK OF AN EXPERT ISA 620   
· INTRODUCTION
This ISA deals with the auditor’s use of the work of an expert possessing expertise in a field other than accounting or auditing, for the purpose of audit evidence.

· The auditor is solely responsible for the auditor’s opinion, even when using evidence provided by an auditor’s expert. Provided the auditor should obtain sufficient appropriate audit evidence that such work is adequate for the purposes of the audit.

· An expert may be:

 (a) Contracted by the entity;

 (b) Contracted by the auditor;

  (c) Employed by the entity; or

  (d) Employed by the auditor.

· When the auditor uses the work of an expert employed by the audit firm, the auditor will be able to rely on the firm’s systems for recruitment and training that determine that expert’s capabilities and competence.

· DETERMINING THE NEED TO USETHE WORK OF AN EXPERT

·  When an auditor should engage an expert to obtain sufficient an appropriate evidence? 

· When determining the need to use the work of an expert, the auditor would consider:

A. The engagement team’s knowledge and previous experience of the matter being considered;

B. The risk of material misstatement based on the nature, complexity, and materiality of the matter being considered; and

C. The quantity and quality of other audit evidence expected to be obtained.
· After determining the need for using the work of an expert what is the responsibility of an auditor in the engagement of an expert?
·  An auditor should assess the professional competence of an expert. This will involve considering the expert’s:

· Professional certification or licensing by, or membership in, an appropriate professional body; and

· Experience and reputation in the field in which the auditor is seeking audit evidence.
· An auditor should also check the objectivity and the independence of an expert.

· The risk that an expert’s objectivity is impaired increased when the expert:

· Employed by an entity;

· Related in some other manner to the entity, for example by being financially dependent upon, or having an investment, in the entity.  

· What will happen if auditor ha reservation regarding the competency and objectivity of an expert? 
·  If an auditor has reservation regarding the competency and objectivity of an expert:
· He should discuss with the management;

· He should consider whether sufficient and appropriate evidence can be obtained; 

· He may undertake additional audit procedures or seek evidence from other expert.
· An auditor may consider the implication of these for his report. 

·  What should be considered by an auditor to assess the scope of an expert? 
·  An auditor should obtained sufficient and appropriate audit evidence that the scope of expert is adequate for the purpose of an audit.

·  Audit evidence may be obtained through a review of the terms of reference which are often set out in written instructions from the entity to the expert. 

· Such instructions to the expert may cover matters such as the following:
· The  objective and scope of an expert work;

· A general outline as to specific matters that expert’s report is to cover;

· The intended use of an experts work including the possible communication to third parties of an expert’s identity and extent of involvement;

· The extent of expert’s access to appropriate records and files;

· Clarification of the expert’s relationship with the entity, if any;

· Confidentiality of the entity’s information;

· Information regarding the assumptions and methods intended to be used by the expert and their consistency with those prior periods.        

·  If no such instruction exist, or are insufficient, then auditor should communicate with the management of an entity directly to obtain evidence of the scope of their work.
· What is the responsibility of an auditor regarding the assessing the appropriateness of the experts work as an audit evidence?    
· An auditor should assess whether the substance of an expert findings is appropriate.

· It will also require consideration of:

· The source date used;
· The assumption and methods used; 

· When the expert carried out the work;

· The reason for any change in assumptions and methods comparing with those used in prior periods;

· The result of an expert’s work in the light of an auditor’s overall knowledge of the business and the result of other audit procedures.

·  When looking at source data, an auditor might carry out the following procedures: 
· Make enquiries regarding any procedures undertaken by an expert to establish whether the source data is sufficient relevant and reliable.

· Review or test the data used by the expert.
· An auditor should also check the reasonableness of assumptions etc. based on his other audit evidence, knowledge of business and so on.

· What happened if the results of the expert’s work do not provide sufficient appropriate audit evidence or if the results are not consistent with other audit evidence?  
· If the results of the expert’s work do not provide sufficient appropriate audit evidence or if the results are not consistent with other audit evidence then an auditor resolve the matter in any of following

· This may involve discussion with both client and expert;

· Additional procedures (including use of another expert) may be necessary.  

· Auditor may modify his report.
· Can an auditor give a reference of an expert in his report?
· It the auditor is satisfied with the work of expert, he should not refer the work of expert in his report as the users may misunderstood such reference to be a qualification or division of responsibility.
·  If, as a result of the work of an expert, the auditor decides to issue a modified auditor’s report, in some circumstances it may be appropriate to refer the work of the expert (including the identity of the expert and the extent of the expert’s involvement). 

· In these circumstances, the auditor would obtain the permission of the expert before making such a reference. If permission is refused and the auditor believes a reference is necessary, the auditor may need to seek legal advice.
· MODIFICATION TO INDEPENDENT AUDITORS REPORT ISA 701
· INTODUCTION
· The purpose of this ISA is to provide guidance on the circumstances when:

· When the independent auditor’s report should be modified; and

· The form and content of the modification to the auditors report in those circumstances.

· This ISA also describes how the auditor’s report wording is modified in the following situations:

· Matters that Do Not Affect the Auditor’s Opinion

· Emphasis of matter

· Matters that Do Affect the Auditor’s Opinion

· Qualified opinion,

· Disclaimer of opinion, or

· Adverse opinion.
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· Matters that don’t affect the auditor’s opinion:

· When and how an auditor should add an emphasis of matter paragraph in his report?

· In certain circumstances an auditor’s report may be modified by adding an emphasis of matter paragraph to highlight a matter that affect the financial statements; which is included in notes to financial statements.

· The addition of such an emphasis of matter paragraph does not affect the auditor’s opinion.

· The paragraph preferably be included after the paragraph containing the auditor’s opinion but before the section on any other reporting responsibilities, if any. 

· The emphasis of matter paragraph would ordinarily refer to the fact that the auditor’s opinion is not qualified.
· What are the circumstances in which an auditor may add an emphasis of matter paragraph?
· The auditor should modify the auditor report by adding an emphasis of matter paragraph in following circumstances:

· Significant uncertainty;
· Going concern basis uncertainty;

· Material inconsistency between standards and relevant laws; and

· A matter that doesn’t affect the financial statements but it undermines the credibility of auditor’s report.
· Amendment required in other information included in annual report. 

· What will be the auditor’s opinion, if there are multiple uncertainties that are significant to financial statements?
· In extreme cases when situations involving multiple uncertainties that are significant to the financial statements, the auditor may consider it appropriate to express a disclaimer of opinion instead of adding an emphasis of matter paragraph.
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· Maters that do affect the auditors report:
· What are the reasons due to those an auditor can not express an unqualified opinion?
· An auditor may not be able to express an unqualified opinion due to following circumstances  and, according to auditors judgment, the effect of these matters is or may be material to the financial statements:

A. There is a limitation on the scope of the auditor’s work( it leads to qualified opinion or disclaimer of opinion) ; or 

B. There is a disagreement with management regarding the acceptability of the accounting policies selected, the method of their application or the adequacy of financial statement disclosures (it leads to qualified adverse opinion).
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· What are the types the types of auditor’s report other than unqualified report?

·  A qualified opinion should be expressed when there is scope limitation on the work of an auditor or there is disagreement between auditor and the management regarding any policy, method or disclosure, and matters are not so material and pervasive as to require to express adverse or disclaimer of opinion. 
·  A disclaimer of opinion should be expressed when the possible effect of a limitation on scope is so material and pervasive that the auditor has not been able to obtain sufficient appropriate audit evidence and accordingly is unable to express an opinion on the financial statements.

· An adverse opinion should be expressed when the effect of a disagreement is so material and pervasive to the financial statements that the auditor concludes that a qualification of the report is not adequate to disclose the misleading or incomplete nature of the financial statements

· Explain the circumstances where an opinion other than unqualified is required? 

· Limitation of scope:

· A disclaimer is required when the possible effect of scope limitation is so material and pervasive that an auditor is unable to express an opinion.

· However, if the multiple accounts are not affected and the effect of financial statement is not pervasive, a qualified report is issued. 
· When there is a limitation on the scope of the auditor’s work that requires expression of a qualified opinion or a disclaimer of opinion, the auditor’s report should describe the limitation and indicate the possible adjustments to the financial statements that might have been determined to be necessary had the limitation not existed.

· Disagreement with management:

· An adverse opinion is required when the effect of disagreement is so material and pervasive that disqualification on the report is inadequate.

· However, if multiple accounts are not affected and the effect on financial statements is not pervasive, a qualified report is issued. 
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· REVIEW OF INTERIM FINANCIAL INFORMATION PERFORMED BY THE INDEPENDENT AUDITOR OF THE ENTITY ISRE 2410

· INTRODUCTION
· The purpose of this ISRE 2410 is to provide guidance on the auditor’s professional responsibilities when the auditor undertakes an engagement to review interim financial information of an audit client, and on the form and content of the report. 
· The term “auditor” is used throughout this ISRE, not because the auditor is performing an audit function but because the scope of this ISRE is limited to a review of interim financial information performed by the independent auditor of the financial statements of the entity.
· The auditor who is engaged to perform a review of interim financial information should perform the review in accordance with this ISRE.

· Interim  financial information is the financial information that is prepared and presented in accordance with applicable financial reporting frame work and comprises either as complete or a condensed set of financial statements for a period that is shorter than the entity’s financial year.

 General Principles of a Review of Interim Financial Information:

· The auditor should comply with the ethical requirements relevant to the audit of the annual financial statements of the entity. 

· These ethical requirements govern the auditor’s professional responsibilities in the following areas:

· independence,

· integrity,

· objectivity,

· professional 

· competence and due care, 

· confidentiality, 

· professional behavior, and 

· technical standards. 
· The auditor should implement quality control procedures that are applicable to the individual engagement.
· The elements of quality control that are relevant to an individual engagement include:

· leadership responsibilities for quality on the engagement, 
· Ethical requirements,
· Acceptance and continuance of client relationships and 
· Specific engagements,
· Assignment of engagement teams,

· Engagement performance and monitoring
· The auditor should plan and perform the review with an attitude of professional skepticism.

Objective of an Engagement to Review Interim Financial Information
· What is the objective of review?
· The objective of an engagement to review interim financial information is to enable the auditor to express a conclusion: 
· Whether, on the basis of the review, anything has come to the auditor’s attention that causes the auditor to believe that the interim financial information is not prepared, in all material respects, in accordance with an applicable financial reporting framework. 
· The auditor makes inquiries, and performs analytical and other review procedures in order to reduce to a moderate level the risk of expressing an inappropriate conclusion when the interim financial information is materially misstated.

· What is the difference between audit and review? 

· The objective of a review of interim financial information differs significantly from that of an audit conducted in accordance with International Standards on Auditing (ISAs).

· A review of interim financial information does not provide a basis for expressing an opinion whether the financial information gives a true and fair view, or is presented fairly, in all material respects, in accordance with an applicable financial reporting framework.

· A review, in contrast to an audit, is not designed to obtain reasonable assurance that the interim financial information is free from material misstatement. 
· A review consists of making inquiries, primarily of persons responsible for financial and accounting matters, and applying analytical and other review procedures. 
· A review may bring significant matters affecting the interim financial information to the auditor’s attention, but it does not provide all of the evidence that would be required in an audit.
Agreeing the Terms of the Engagement  

· The auditor and the client should agree on the terms of the engagement.

· The agreed terms of the engagement are ordinarily recorded in an engagement letter. 

· Such a communication helps to avoid misunderstandings regarding the nature of the engagement and, in particular, the objective and scope of the review, management’s responsibilities, the extent of the auditor’s responsibilities, the assurance obtained, and the nature and form of the report.
Procedures for a Review of Interim Financial Information

· The auditor should have an understanding of the entity and its environment, including its internal control, as it relates to the preparation of both annual and interim financial information, sufficient to plan and conduct the engagement so as to be able to:

A. Identify the types of potential material misstatement and consider the likelihood of their occurrence; and

B. Select the inquiries, analytical and other review procedures that will provide the auditor with a basis for reporting whether anything has come to the auditor’s attention that causes the auditor to believe that the interim financial information is not prepared, in all material respects, in accordance with the applicable financial reporting framework.

· The procedures performed by the auditor to update the understanding of the entity and its environment, including its internal control, ordinarily include the following:

· Reading the documentation

· Considering any significant risks, including the risk of management override of controls that were identified in the audit of the prior year’s financial statements

· Reading the most recent annual and comparable prior period interim financial information
· Considering materiality

· Considering the nature of any corrected material misstatements and any identified uncorrected immaterial misstatements in the prior year’s financial statements.

· Considering significant financial accounting and reporting matters that may be of continuing significance such as material weaknesses in internal control.

· Considering the results of any audit procedures performed with respect to the current year’s financial statements.

· Changes in the entity’s business activities.

· significant changes in internal control

· In order to plan and conduct a review of interim financial information, a recently appointed auditor, who has not yet performed an audit of the annual financial statements in accordance with ISAs, should obtain an understanding of the entity and its environment, including its internal control, as it relates to the preparation of both annual and interim financial information.
Inquiries, Analytical and Other Review Procedures

· The auditor should make inquiries, primarily of persons responsible for financial and accounting matters, and perform analytical and other review procedures to enable the auditor to conclude whether, on the basis of the procedures performed, anything has come to the auditor’s attention that causes the auditor to believe that the interim financial information is not prepared, in all material respects, in accordance with the applicable financial reporting framework.

· A review ordinarily does not require tests of the accounting records through inspection, observation or confirmation. 
· Procedures for performing a review of interim financial information are ordinarily limited to making inquiries, primarily of persons responsible for financial and accounting matters, and applying analytical and other review procedures, rather than corroborating information obtained concerning significant accounting matters relating to the interim financial information.

· The auditor ordinarily performs the following procedures:

· Reading the minutes of the meetings of shareholders, those charged with governance;

· Considering the effect, if any, of matters giving rise to a modification of the audit or review report;
· Communicating with other auditors of component;

· Whether there have been any changes in accounting principles or in the methods of applying them.

· Whether the interim financial information contains any known uncorrected misstatements.

· Unusual or complex situations

· Significant assumptions like going concern assumption;

· related party transactions
· Significant changes in commitments and contractual obligations.

· Significant changes in contingent liabilities including litigation or claims.

· Significant transactions occurring in the last several days of the interim period or the first several days of the next interim period

· Knowledge of any allegations of fraud

· Knowledge of any actual or possible noncompliance with laws and regulations

· Applying analytical procedures to the interim financial information designed to identify relationships and individual items that appear to be unusual and that may reflect a material misstatement in the interim financial information.
· The auditor may also decide to perform, at the time of the interim review, auditing procedures that would need to be performed for the purpose of the audit of the annual financial statements.

· The auditor should obtain evidence that the interim financial information agrees or reconciles with the underlying accounting records. 
· The auditor may obtain evidence that the interim financial information agrees or reconciles with the underlying accounting records by tracing the interim financial information to:

· The accounting records, such as the general ledger, or a consolidating schedule that agrees or reconciles with the accounting records; and

· Other supporting data in the entity’s records as necessary.
· The auditor should inquire whether management has changed its assessment of the entity’s ability to continue as a going concern. When, as a result of this inquiry or other review procedures, the auditor becomes aware of events or conditions that may cast significant doubt on the entity’s ability to continue as a going concern, the auditor should:

· Inquire of management as to its plans for future actions based on its going concern assessment, the feasibility of these plans, and whether management believes that the outcome of these plans will improve the situation; and

· Consider the adequacy of the disclosure about such matters in the interim financial information.

· When a matter comes to the auditor’s attention that leads the auditor to question whether a material adjustment should be made for the interim financial information to be prepared, in all material respects, in accordance with the applicable financial reporting framework, the auditor should make additional inquiries or perform other procedures to enable the auditor to express a conclusion in the review report.

Evaluation of Misstatements:

· The auditor should evaluate, individually and in the aggregate, whether uncorrected misstatements that have come to the auditor’s attention are material to the interim financial information.

· The auditor may designate an amount below which misstatements need not be aggregated, because the auditor expects that the aggregation of such amounts clearly would not have a material effect on the interim financial information. 
· In so doing, the auditor considers the fact that the determination of materiality involves quantitative as well as qualitative considerations, and that misstatements of a relatively small amount could nevertheless have a material effect on the interim financial information.
Management Representations

· The auditor should obtain written representation from management regarding:

· Implementation of internal control

· Financial information is prepared accordance applicable reporting framework

· Uncorrected misstatements, both individually and in the aggregate are immaterial
· Disclosed to the auditor significant facts relating to any frauds

· Disclosed to the auditor all known actual or possible noncompliance with laws and regulations

· Disclosed to the auditor subsequent event to the balance sheet date

Auditor’s Responsibility for Accompanying Information

· The auditor should read the other information that accompanies the interim financial information to consider whether any such information is materially inconsistent with the interim financial information. 
· If the auditor identifies a material inconsistency, the auditor considers whether the interim financial information or the other information needs to be amended. 
· If an amendment is necessary in the interim financial information and management refuses to make the amendment,
· The auditor considers the implications for the review report.
· If an amendment is necessary in the other information and management refuses to make the amendment, the auditor considers including in the review report an additional paragraph describing the material inconsistency, or taking other actions, such as withholding the issuance of the review report or withdrawing from the engagement.
Communication

· When, as a result of performing the review a matter comes to the auditor’s attention that causes to believe there is:
· Needs for material adjustment,
· Existence of fraud or 

· Noncompliance by the entity with laws and regulations

· The auditor should communicate to the appropriate level of management.
· When, in the auditor’s judgment, those charged with governance do not respond appropriately within a reasonable period of time, the auditor should consider:

· Whether to modify the report; or

· The possibility of withdrawing from the engagement; and

· The possibility of resigning from the appointment to audit the annual financial statements

Reporting the Nature, Extent and Results of the Review of Interim Financial Information:

· The auditor should issue a written report that contains the following:

A. An appropriate title

B. An addressee

C. Identification of the interim financial information reviewed, 
· Including identification of the title of each of the statements contained in the complete or

· Condensed set of financial statements and

· The date and period covered by the interim financial information
D. A statement that management is responsible for the preparation of the interim financial information in accordance with the applicable reporting framework.
E. A statement that the auditor is responsible for expressing a conclusion on the interim financial information based on the review

F. A statement that the review of the interim financial information was conducted in accordance with International Standard on Review Engagements (ISRE) 2410

G. A statement that a review is substantially less in scope than an audit conducted in accordance with International Standards on Auditing and consequently does not enable the auditor to obtain assurance that the auditor would become aware of all significant matters that might be identified in an audit and that accordingly no audit opinion is expressed.

H. FOR GENRAL PURPOSE F.S: A conclusion as to whether anything has come to the auditor’s attention that causes the auditor to believe that the interim financial information does not give a true and fair view, or does not present fairly, in all material respects, in accordance with the applicable financial reporting framework

I. In other circumstances, a conclusion as to whether anything has come to the auditor’s attention that causes the auditor to believe that the interim financial information is not prepared, in all material respects, in accordance with the applicable financial reporting framework.

J. The date of the report.

K. The location in the country or jurisdiction where the auditor practices.

L. The auditor’s signature.

Departure from the Applicable Financial Reporting Framework 

· The auditor should express a qualified or adverse conclusion when interim financial information is not prepared, in all material respects, in accordance with the applicable financial reporting framework.
Limitation on scope imposed by management

· The auditor does not accept an engagement to review the interim financial information if the auditor’s preliminary knowledge of the engagement indicates that the auditor would not be able to complete the review due to scope limitation by management.
· If, after accepting the engagement, management imposes a limitation on the scope of the review, the auditor requests the removal of that limitation.
· If management refuses to do so, the auditor is unable to complete the review and express a conclusion. 
· In such cases, the auditor communicates, in writing, to the appropriate level of management.
· The auditor also considers the legal and regulatory responsibilities, including whether there is a requirement for the auditor to issue a report.
· If there is such a requirement, the auditor disclaims a conclusion, and provides in the review report the reason why the review cannot be completed.
· However, if a matter comes to the auditor’s attention that causes the auditor to believe that a material adjustment, the auditor also communicates such a matter in the report.
Going Concern and Significant Uncertainties

· If adequate disclosure is made in the interim financial information, the auditor should add an emphasis of matter paragraph to the review report to highlight a material uncertainty relating to an event or condition that may cast significant doubt on the entity’s ability to continue as a going concern.
· If a material uncertainty that casts significant doubt about the entity’s ability to continue as a going concern is not adequately disclosed in the interim financial information, the auditor should express a qualified or adverse conclusion, as appropriate. The report should include specific reference to the fact that there is such a material uncertainty.

· The auditor should consider modifying the review report by adding a paragraph to highlight a significant uncertainty (other than a going concern problem) that came to the auditor’s attention, the resolution of which is dependent upon future events and which may affect the interim financial information.

Documentation:

· The auditor should prepare review documentation that is sufficient and appropriate to provide a basis for the auditor’s conclusion and to provide evidence that the review was performed in accordance with this ISRE and applicable legal and regulatory requirements. 

· The documentation enables an experienced auditor having no previous connection with the engagement to understand the nature, timing and extent of the inquiries made, and analytical and other review procedures applied, information obtained, and any significant matters considered during the performance of the review, including the disposition of such matters.

· Some Important Definitions 

· Agreed-upon procedures engagement—an engagement in which an auditor is engaged to carry out those procedures of an audit nature to which the auditor and the entity and any appropriate third parties have agreed and to report on factual findings. The recipients of the report form their own conclusions from the report by the auditor. The report is restricted to those parties that have agreed to the procedures to be performed since others, unaware of the reasons for the procedures may misinterpret the results.

· Analytical procedures—Evaluations of financial information made by a study of plausible relationships among both financial and non-financial data. Analytical procedures also encompass the investigation of identified fluctuations and relationships that are inconsistent with other relevant information or deviate significantly from predicted amounts.

· Appropriateness—The measure of the quality of evidence, that is, its relevance and reliability in providing support for, or detecting misstatements in, the classes of transactions, account balances, and disclosures and related assertions.

· Assertions—Representations by management, explicit or otherwise, that are embodied in the financial statements.

· Audit evidence—all of the information used by the auditor in arriving at the conclusions on which the audit opinion is based. Audit evidence includes the information contained in the accounting records underlying the financial statements and other information.

· Audit of financial statements—the objective of an audit of financial statements is to enable the auditor to express an opinion whether the financial statements are prepared, in all material respects, in accordance with an applicable financial reporting framework.

· Audit risk—Audit risk is the risk that the auditor expresses an inappropriate audit opinion when the financial statements are materially misstated. Audit risk is a function of the risk of material misstatement (or simply, the “risk of material misstatement”) (i.e., the risk that the financial statements are materially misstated prior to audit) and the risk that the auditor will not detect such misstatement (“detection risk”). The risk of material misstatement has two components: inherent risk and control risk (as described at the assertion level below). Detection risk is the risk that the auditor’s procedures will not detect a misstatement that exists in an assertion that could be material, individually or when aggregated with other misstatements.

· Inherent risk—Inherent risk is the susceptibility of an assertion to a misstatement, that could be material, individually or when aggregated with other misstatements assuming that there were no related internal controls.

· Control risk—Control risk is the risk that a misstatement that could occur in an assertion and that could be material, individually or when aggregated with other misstatements, will not be prevented or detected and corrected on a timely basis by the entity’s internal control.

· Audit sampling—the application of audit procedures to less than 100% of items within an account balance or class of transactions such that all sampling units have a chance of selection. This will enable the auditor to obtain and evaluate audit evidence about some characteristic of the items selected in order to form or assist in forming a conclusion concerning the population from which the sample is drawn. Audit sampling can use either a statistical or a non-statistical approach.

· Anomalous error—an error that arises from an isolated event that has not recurred other than on specifically identifiable occasions and is therefore not representative of errors in the population.

· Non-sampling risk—Arises from factors that cause the auditor to reach an erroneous conclusion for any reason not related to the size of the sample. For example, most audit evidence is persuasive rather than conclusive, the auditor might use inappropriate procedures, or the auditor might misinterpret evidence and fail to recognize an error.

· Sampling risk—Arises from the possibility that the auditor’s conclusion, based on a sample may be different from the conclusion reached if the entire population were subjected to the same audit procedure.

· Stratification—the process of dividing a population into subpopulations, each of which is a group of sampling units which have similar characteristics (often monetary value).

· Tolerable error—the maximum error in a population that the auditor is willing to accept.

· Total error—either the rate of deviation or total misstatement.

· Confirmation—a specific type of inquiry that is the process of obtaining a representation of information or of an existing condition directly from a third party. 

· Control activities—those policies and procedures that help ensure that management directives are carried out. Control activities are a component of internal control.

· Control environment—includes the governance and management functions and the attitudes, awareness and actions of those charged with governance and management concerning the entity’s internal control and its importance in the entity. The control environment is a component of internal control.

· Encryption (cryptography)—the process of transforming programs and information into a form that cannot be understood without access to specific decoding algorithms (cryptographic keys). For example, the confidential personal data in a payroll system may be encrypted against unauthorized disclosure or modification. Encryption can provide an effective control for protecting confidential or sensitive programs and information from unauthorized access or modification. However, effective security depends upon proper controls over access to the cryptographic keys.

· Engagement documentation—the record of work performed, results obtained, and conclusions the practitioner reached (terms such as “working papers” or “work papers” are sometimes used). The documentation for a specific engagement is assembled in an engagement file.

· Engagement partner—the partner or other person in the firm who is responsible for the engagement and its performance, and for the report that is issued on behalf of the firm, and who, where required, has the appropriate authority from a professional, legal or regulatory body.

· Engagement letter—an engagement letter documents and confirms the auditor’s acceptance of the appointment, the objective and scope of the audit, the extent of the auditor’s responsibilities to the client and the form of any reports.

· Expert—a person or firm possessing special skill, knowledge and experience in a particular field other than accounting and auditing.

· External confirmation—the process of obtaining and evaluating audit evidence through a direct communication from a third party in response to a request for information about a particular item affecting assertions made by management in the financial statements.

· Fraud—An intentional act by one or more individuals among management, those charged with governance, employees, or third parties, involving the use of deception to obtain an unjust or illegal advantage. Two types of intentional misstatement are relevant to the auditor: misstatements resulting from fraudulent financial reporting and misstatements resulting from misappropriation of assets (also see fraudulent financial reporting and Misappropriation of assets). 

· Fraudulent financial reporting—Involves intentional misstatements, including omissions of amounts or disclosures in financial statements, to deceive financial statement users.

· Going concern assumption—under this assumption, an entity is ordinarily viewed as continuing in business for the foreseeable future with neither the intention nor the necessity of liquidation, ceasing trading or seeking protection from creditors pursuant to laws or regulations. Accordingly, assets and liabilities are recorded on the basis that the entity will be able to realize its assets and discharge its liabilities in the normal course of business.

· Information system relevant to financial reporting—A component of internal control that includes the financial reporting system, and consists of the procedures and records established to initiate, record, process and report entity transactions (as well as events and conditions) and to maintain accountability for the related assets, liabilities and equity.

· Limitation on scope—A limitation on the scope of the auditor’s work may sometimes be imposed by the entity (for example, when the terms of the engagement specify that the auditor will not carry out an audit procedure that the auditor believes is necessary). A scope limitation may be imposed by circumstances (for example, when the timing of the auditor’s appointment is such that the auditor is unable to observe the counting of physical inventories). It may also arise when, in the opinion of the auditor, the entity’s accounting records are inadequate or when the auditor is unable to carry out an audit procedure believed desirable.

· Materiality—Information is material if its omission or misstatement could influence the economic decisions of users taken on the basis of the financial statements. Materiality depends on the size of the item or error judged in the particular circumstances of its omission or misstatement. Thus, materiality provides a threshold or cutoff point rather than being a primary qualitative characteristic which information must have if it is to be useful.

· Misappropriation of assets—involves the theft of an entity’s assets and is often perpetrated by employees in relatively small and immaterial amounts. However, it can also involve management who are usually more capable of disguising or concealing misappropriations in ways that are difficult to detect.

· Risk assessment procedures—the audit procedures performed to obtain an understanding of the entity and its environment, including its internal control, to assess the risks of material misstatement at the financial statement and assertion levels.

· Small entity—any entity in which:

a. There is concentration of ownership and management in a small number of individuals (often a single individual); and

b. One or more of the following are also found:

· Few sources of income;

· Unsophisticated record-keeping; and

· Limited internal controls together with the potential for management override of controls.

Small entities will ordinarily display characteristic (a), and one or more of the characteristics included under (b).

· Understanding of the entity and its environment—the auditor’s understanding of the entity and its environment consists of the following aspects:

a. Industry, regulatory, and other external factors, including the applicable financial reporting framework.

b. Nature of the entity, including the entity’s selection and application of accounting policies.

c. Objectives and strategies and the related business risks that may result in a material misstatement of the financial statements.

d. Measurement and review of the entity’s financial performance.

e. Internal control.[image: image14.png]
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                                                                                    Example:


While u performs the Substantive on 30% of the population and the error u found was 100,000 and u project the same on the population and get the error amount of 333,000. 


Had u checked the entire population the total error could be


120,000 (leads to additional audit procedures and affects the efficiency of the audit


900,000(leads to in appropriate opinion and affects the effectiveness of the audit)


Risk related to?�
Sample size.�
�
How the risk can be reduced?�
By Increasing the sample size


�
�






NATURE: Risk assessment procedures


USED FOR: For assessing risk and are used to obtain audit evidence


DESCRIPTION: Normally not part of sampling and the procedures like review of last year’s, ARP at the beginning etc are performed as the risk assessment procedures








NATURE: Test of Controls


USED FOR: For identifying the control deviations which indicate departures from adequate performance.


DESCRIPTION: Performed to identify the control deviations and to assess the control risk. If the auditor assesses that the control risk is high then no need to perform the TOC. The operation of a particular control is tested.








NATURE: Substantive Procedures


USED FOR: Used to identify the material misstatement in an account balance or a class of transactions account balances, and disclosures and substantive analytical procedures. 


DESCRIPTION: It could either be Analytical review procedures or the test of details of transactions. The purpose of substantive procedures is to obtain audit evidence to detect material misstatements at the assertion level.











Consider whether FS needs amendment. 





No action





Management amends accounts.





Issue qualified or adverse opinion





Carry out procedures to verify reported subsequent events. Issue new audited report.





Introduction 


General Principles of a Review of Interim Financial Information


Ethical requirements


Implement quality control procedures


Professional skepticism 


Objective of an Engagement to Review 


Difference between audit and review


Agreeing the Terms of the Engagement 


Engagement letter


Procedures for a Review of Interim Financial Information 


Identify the potential material misstatements and likelihood of their occurrence


Selecting inquiries, analytical and other review procedures  


Evaluation of Misstatements 


Management Representations 


Auditor’s Responsibility for Accompanying Information 


Communication 


Reporting the Nature, Extent and Results of the Review of Interim Financial Information 


Contents of report


Departure from applicable financial reporting frame work


Limitation on scope (by management)


Going concern and significant uncertainties  


Documentation 
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